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Governing Using Criminal Law: Historicising the Instrumentality of
Criminal Law in Ethiopian Political Power

Simeneh Kiros Assefa®& Cherinet Hordofa Wetere?
Abstract

While a constitution vests (limited) power on a government, criminal law may
be used to effectively deny power to any contending party (group). This article
argues that besides achieving its legitimate ends of prevention of crime, the
criminal law is used to govern the country by denying power to contending
parties. This is done based on the analysis of the adoption of the respective
constitutions, the adoption of the criminal laws and the attending socio-
political circumstances of the adoption of the criminal law.Emperor Haile
Selassie adopted the 1930 Penal Code on the day of his coronation which is
later sanctioned by the 1931 Constitution which makes his power perpetual
‘divine right’. When the Provisional Military Government had come to
power, it adopted a Special Penal Code to be applied by a Special Courts-
Martial, and the PDRE Constitution came only 13 years later. Likewise, as
soon as EPRDF came to power, it detained the previous regime officials, both
civilian and military, in the first few days. It is only after such action that the
Transitional Period Charter was drawn up.

Key terms: Constitution; Criminal Law; Instrumentalism; Special Penal
Code; Special Courts-Martial; Special Laws.
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Introduction

It has long been recognised that law in general, and criminal law and the
institutions of criminal justice in particular, are used for achieving certain
ends." The ends of criminal law are diverse? but they can generally be put
under two categories — legitimate and non-legitimate ends.®> Certainly,
criminal laws are used for legitimate ends of ‘maintaining social order’, which
is a common good, provided other means, such as civil and administrative
actions, are found to be ineffective.* However, the legitimacy of the ends of

! Tamanaha examines the various theories of law and their instrumentalist perspective. B.Z.
TAMANAHA, LAW AS A MEANS TO AN END: THREAT TO THE RULE OF LAW
(Cambridge University Press 2006). The Comaroffs discussed how the law is fetishized as
an instrument of ‘combat’. J.L. Comaroff and J.C. Comaroff, Reflections of the
Anthropology of Law, Governance and Sovereignty In RULES OF LAW AND LAWS OF
RULING: ON THE GOVERNANCE OF LAW (F. von Benda-Beckmann, K. von Benda-
Beckmann and J. Eckert eds., Ashgate Publishing 2009).

2 TAMANAHA (2006) supra note 1, at 6.

® M. Tonry, The Functions of Sentencing and Sentencing Reform’ In 58 STANFORD L. REV.

37 (2005).The discussion is made from the perspective of the purposes of punishment.

However, it clearly shows the various ends of criminal law from punishment perspective.

The instrumental aspect of criminalization of the conduct of ‘others’ is better dealt with by

criminologists. See for instance, P. SCRATON, POWER, CONFLICT AND

CRIMINALISATION (Routledge 2007). A. Norrie,Citizenship, Authoritarianism and the

Changing Shape of the Criminal Law In REGULATING DEVIANCE: THE

REDIRECTION OF CRIMINALISATION AND THE FUTURES OF CRIMINAL LAW

(B. McSherry, A. Norrie and S. Bronitt, eds., Hart Publishing (2009); J.J. RODGER,

CRIMINALISING SOCIAL POLICY: ANTI-SOCIAL BEHAVIOUR AND WELFARE IN

A DE-CIVILISED SOCIETY (Willan Publishing 2008). H.D. BARLOW AND D.

KAUZLARICH, EXPLAINING CRIME: A PRIMER IN CRIMINOLOGICAL THEORY

(Lanham: Rowman & Littlefield 2010). G.R. SKOLL, CONTEMPORARY

CRIMINOLOGY AND CRIMINAL JUSTICE THEORY: EVALUATING JUSTICE

SYSTEMS IN CAPITALIST SOCIETIES (Palgrave Macmillan 2009).

For the principle of ultima ratio and subsidiarity of criminal law, see Simeneh Kiros Assefa

and Cherinet Hordofa Wetere, ‘Over-Criminalisation’: A Review of the Special Penal

Legislation and Penal Provisions In 29 JOURNAL OF ETHIOPIAN LAW 49 (2017);

A.M.P. del PinoThe Proportionality Principle in Broad Sense and Its Content of Rationality,

the Principle of Subsidiarity In TOWARD A RATIONAL LEGISLATIVE EVALUATION

OF CRIMINAL LAW (A.N. Martin and M.M. de Morales Romero eds., Springer 2016). D.
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Governing Using Criminal Law

criminal law may be seen both objectively as well as in historical context in
their attending socio-political-economic circumstances.

Criminal law has played a central role in the Ethiopian politics, arguably,
more than constitutional law. The 1930 Penal Code had been promulgated on
the day His Imperial Majesty Haile Selassie was crowned. Even though the
Code, in its preamble, states that it is a revision of the Fetha Nagast, and that
it contains several provisions that are meant to achieve the common good in
any open and democratic society, both the content and the circumstances of
its adoption show that it is used as a political tool for suppression of
contention to the throne.”> The power consolidation had further been
sanctioned by the 1931 Constitution. As Eritrea had become part of Ethiopia
in 1952, the Federal Criminal Law had been adopted late in 1953 and Federal
Courts were established to enforce such suppression of opposition and the
protection of the federation, constituting ‘the Empire’. The 1957 Penal Code
was a comprehensive substitute of the previous criminal laws with fairly the
same end.® In so doing, the state is using the ‘rule of law’ justification for its
coercive action.

As soon as the Provisional Military Government Council (‘PMAC”) came to
power in 1974, a new political economy was established — the means of

Husak, The Criminal Law as Last Resort In 24 OXFORD J. OF LEGAL STUDIES 207
(2004).

® See section 3.2, infra.

® The 1957 Penal Code is a penal code that would be adopted in any open and democratic
society. Because Graven understood that Ethiopians believe in the expiation of punishment,
he kept those severe penalties. Jean Graven, The Penal Code of the Empire of Ethiopia In 1
J ETH L 267(1964) at 271, 274, 288. He further maintained the spirit of the 1930 Penal
Code regarding those crimes that are considered threat to the state and government many of
which are punishable by death. Id., at 289. For instance, offences against the Emperor or the
Imperial Family (art 248), outrage against the Dynasty (art 249), outrages against the
constitution or the constitutional authorities (art 250), armed rising and civil war (art 252)
were potentially punishable by life imprisonment or death.
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production were nationalised; and socialism was declared the national
political-economic ideology.” The initial legislative action of the Military
Government had first been establishing itself as a legitimate government by
virtue of the Provisional Military Government Establishment Proclamation (1
of 1974) which also provided for the adoption of a special penal code to
enforce the ‘new’ political economy. The PMAC had taken important extra-
judicial measures, but it has also made good use of criminal justice for the
enforcement of its political ideologies and preservation of political power.?

Our general observation is that political stability is an ever-present concern in
the country and each new government attempts to maintain ‘law and order’
sanctioned by criminal law. Even though it had not bent on adopting new
penal legislation, as if it is a natural course of action, as soon as the EPRDF
Government came to power, it started detaining previous Government
Officials.”

The state intervention and manipulations were not limited to criminal norms.
Often the government uses certain institutions because the efficacy of those
criminal norms is determined by the institutions behind them and the methods

See in general, Fasil Nahum, Socialist Ethiopia’s Achievements as Reflected in Its Basic
Laws In J ETH L 83, (1980).

The political irony is made clear when Let. Gen. Tefaye Gebrekidan released those former
military generals as ‘political prisoners’ in his one week long acting president position in
late May 1991, whom his convicted as a presiding judge in the Court Martial of the Supreme
Court, for a failed coup d’état against President Mengistu Hailemariam in May 1988. ENA,
196 Political Prisoners Released on Amnesty, ADDIS ZEMEN, Addis Ababa, 24 May
1991, at 1, 6 (in Amharic).

® The EPRDF forces took control of the city of Addis Ababa on 28 May 1991. In the
following few days, the Dergue high ranking civil and military officials were arrested either
on active search or on surrender. , High Ranking Officials of the Previous Government
Surrendered, ADDIS ZEMEN, Addis Ababa, 03 June 1991, at 1, 6 (in Ambharic). ,
Legesse Asfaw Captured, ADDIS ZEMEN, Addis Ababa, 03 June 1991, at 1, 6 (in
Ambharic). , High Ranking Officials of the Previous Government Continue
Surrendering, ADDIS ZEMEN, Addis Ababa, 05 June 1991, at 1, 5 (in Amharic).
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they employ. Generally, criminal laws are enforced by the ordinary courts.
However, there are several institutional arrangements made for the various
criminal laws. For instance, the Imperial Government created Federal Courts
to enforce the 1953 Federal Criminal Law. The PMAC created a Special
Courts-Martial manned by military officials to enforce the Special Penal
Code. It also created a Special Prosecutor and a Registrar for the Special
Courts-Martial. Those institutions were the manifestation of both the sheer
force of the state and the specific desire of the government of the time.

There were also both subtle and overt changes in administration of criminal
justice in the post-1991 period. Initially, there were no norm creation as the
criminal law was already rich; there was no creation of special courts because
it does not have particularly popular record.’® Thus, it focused on the
prosecution side, such as the Special Prosecutor’s Office for the prosecution
of the former Dergue officials, and later, the Federal Ethics and Anti-
Corruption Commission for the enforcement of the anti-corruption laws, and
the Revenue and Customs’ Authority Prosecutors for enforcement of tax
legislation, etc. Those institutions were established to enforce the values
behind those special legislations and yet the state always and consistently uses
the doctrine of ‘rule of law’ for using such coercive action.

In this article, we examine the state’s use of criminal law as an instrument in
the power relations arrangement through a chronological time frame and the
rule of law justification provided by the governments of the time for the use of
such coercive state acts. It reviews the content of specific criminal law and
specific provisions in the context of the attending socio-political
circumstances such rules were adopted. It illustrates with decided cases.

10 It should be noted that specialized benches were established for those cases.
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Section one gives the context of the utilisation of criminal law for various
ends. It discusses the legitimate ends of criminal law; in so doing it attempts
to show how the positive nature of criminal law is taken advantage of to
achieve ideological ends too. Because the government of the time justifies the
enforcement of criminal law as the rule of law, section two dwells on doctrine
of rule of law. As the doctrine of rule of law borders the notion of limited
government, and the coercive power of the government is manifested
principally through criminal law, the content of the doctrine of the rule of law
is discussed in order to give background to criminal law as an exercise of
sovereign power. Section three then follows to chronologically illustrate how
criminal law is used as an instrument of maintaining political power and
ideology. It does so in putting the socio-political circumstances and events of
the day in context. Often the sources are matters of common knowledge and
provided for in the laws’ preamble. However, some news reports are also
examined in order to show the general political tendency of the time.

It can generally be observed that there is a tendency in the governments to
make use of special legislation all the time. The Special Penal Code is
historical black spot; however, its ramifications continued to date. Thus,
Section four discusses the continuation of the spirit and activities of the
Special Penal Code in an attempt to clarify certain conclusions. Section five
makes an evaluation of the historically discussed criminal legislation in light
of the doctrine of the rule of law as understood at the time of the application
of those legislations. A final remark is also in order.

1. The Context of Political Changes and Criminal Law

Governments have a menu of actions from which they choose to achieve their
legitimate ends. Because a government action must be based on law, more
often than not, governments legislate laws to justify their actions on diverse
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areas. In recent decades, the role of the state is expanding — as the ideology
shifts from a lassiez faire to welfare state and administrative law is expanding
too."* Those administrative actions are sanctioned by criminal law because it
is the most effective instrument of social control. Such criminal sanctioning of
administrative matters created inflation of criminal law2progressively
changing the administrative state into a criminal state.*® Such tendencies give
the state a freehand to use criminal law for other purposes too.

The limitations on the criminalisation power of the state are developed in the
area of criminal law rather than in other public laws, such as constitutional
law and administrative law. There were various theories developed in order to
limit the power of the state in resorting to criminal law, such as the principle
of utility,** subjective rights,*® protected legal interests,"® and the common

™ These are new developments in the common-law world particularly for the welfare state.
Norrie, supra note 3, at 32, 33.

Generally, see S. Eng, Legislative Inflation and the Quality of Law In A NEW
THEORETICAL APPROACH TO LEGISLATION (L.J. Wintgens ed., Hart Publishing
2002).

After the ‘New Deal’ the US Congress delegated extensive administrative rulemaking power
to executive agencies. Thus, Barkow describes such state of affairs as ‘administrative state’.
R.E. Barkow, Prosecutorial Administration In 99 VIRGINIA L. REV. 277 (2013). R.E.
Barkow, Separation of Powers and the Criminal Law In 58 STANFORD L. REV. 989, 994
(2006). In the Ethiopian case, the administrative agencies are also delegated criminal
lawmaking power. Simeneh and Cherinet, supra note 4.

Beccaria appears to have convoluted the social contract theory justification of sovereignty
for criminalisation and enforcement of punishment, and the principle of utility in the
criminal law. He further crossed over to the notion of the common good. C. BECCARIA,
BECCARIA ON CRIMES AND PUNISHMENTS AND OTHER WRITINGS (R. Bellamy
ed., Cambridge University Press 1995) (1764) at 7, 9, 11, 12.

M.D. Dubber, Theories of Crime and Punishment in German Criminal Law In 53 AM. J. OF
COMP. L. 679, 686, 687 (2005). T. VORMBAUM, A MODERN HISTORY OF GERMAN
CRIMINAL LAW (M. Hiley Tr., Springer 2014) at 49, 51, 56.

The doctrine of legally protected interest originally developed by Karl Binding to expand
the criminalisation power of the state. Today, we are arguing for a limited criminalising
power of the state based on that same doctrine. See, Dubber, supra note 15, at 686.
VORMBAUM, supra note 15, at 49, 129,

12

13
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good.'” Despite the stark difference in the core of these theories, they
converge on two central issues. Criminal law is used for the prevention of
crime and it must be used as a last resort measure. The concern is always
criminal law is used to achieve other purposes than the prevention of crime or
as first resort state action.

Ethiopia had several government changes, many of which are traditionally
accompanied by violence making political stability always a central concern
of the government of the time. In the modern history of the change of
governments, it appears to be a natural course of action that the new
government makes various legal reforms and such reforms were led by
criminal law, not by a constitutional law. Emperor Haile Selassie, for
instance, signed the 1930 Penal Code into law before the adoption of 1931
Constitution.® When it established itself by Proclamation No 1 of 1974,
PMAC promised a constitution would soon be adopted.’® It had also
promised to establish a Special Courts-Martial to deal with the ‘past

7 The doctrine of protected legal interests is expanded and refined in its content to refer to the
common good as incorporated in the provisions of art 1 of the Criminal Code. Also, see S.
Mir Puig, Legal Goods Protected by the Law and Legal Goods Protected by the Criminal
Law, as Limits to the State’s Power to Criminalize Conduct In 11 NEW CRIM. L. REV.:
AN INTER’L AND INTERDISCIPLINARY J. 409, 413 — 18 (2008).

8 Graven, supra note 6, at 272.

9 The Provisional Military Government Establishment Proclamation No 1 of 1974 (‘Proc No
1 of 1974°) art 5(b) provided that ‘the new draft constitution, the promulgation of which has
been demanded by the Armed Forces Council as a matter of urgency, shall be put into effect
after necessary improvements are made to include provisions reflecting the social, economic
and political philosophy of the new Ethiopia and to safeguard the human rights of the
people.’ [emphasis added.]
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events’.2°The Special Courts-Martial had been established immediately while

the constitution took more than 13 years to come by.**

Two months after their detention, all the former high-ranking Imperial
officials, were summarily executed on 23 November 1974 on the order of
PMAC.? It was only after such execution that the Special Courts-Martial
went into business. Apparently, the Government was not satisfied with the
way the Special Penal Code help accomplish its objectives. Thus, the Code
had been revised in 1981 to increase the punishment for several of those
offences and to include few other offences.”® The Special Courts-Martial had
also been replaced with Special Courts wherein civilian judges were
presiding, this time, with both first instance and appellate jurisdiction.?*
Unlike that of the Special Courts-Martial, the decisions of the Special Court
are available. This Special Court again was later merged with the regular
courts we know of today.® The creation and transformation of the Special

2 |d., art 9. It also provided that ‘judgements handed down by the Military Court shall not be

subject to appeal’.

The Special Courts-Martial Establishment Proclamation No 7 of 1974 (‘Proc No 7 of 1974”)
and The Special Penal Code Proclamation No 8 of 1974 (‘Special Penal Code’),
respectively.

The letter written on 22 November 1974 with ‘Extremely Urgent’ note at the top was signed
by Mengistu Hailemariam. It states that it is a unanimous political decision of the Dergue
that those individuals be killed by a firing squad. Important Political Decision
Rendered by Provisional Military Administrative Council, ADDIS ZEMEN, Addis Ababa,
26 November 1974, at 1, 6 and 7 (in Ambharic).

The Revised Special Penal Code Proclamation No 214/1981 (‘The Revised Special Penal
Code”).

Special Court Establishment Proclamation No 215/1981 (‘Proc No 215/1981°) art 2
establishes ‘First Instance Special Court’” and ‘Appellate Special Court’. Like its
predecessor, art 4 (and art 22) of this proclamation give the exclusive jurisdiction on civil
and criminal matters to such Special Court.

The PDRE Constitution art 100(1) established ‘one Supreme Court’ whose power would be
defined by the National Shengo, art 63(3)(c). The PDRE Supreme Court had, thus, been
established by Supreme Court Establishment Proclamation No 9/1987. The Supreme Court
had civil, criminal and military divisions, art 17(1). Proclamation No 215/1981 was repealed
and all those matters arising under the Revised Special Penal Code would be given to the

2
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Penal Codes and the Special Courts have historical parallels in the former
Soviet Union, and other former Latin American military dictatorships, such as
Chile and Argentina.”® It is stating the obvious that both the norms and the
institutions were used as political tools of convenience.

After the Military regime was deposed in 1991, the new government did not
adopt a new criminal law immediately because the criminal law was already
rich. However, it established a Special Prosecutor’s Office (‘SPO’), and
prosecuted those former regime officials including all the PMAC founding
members alive.2” Even though the Transitional Period Charter was adopted
before the adoption of the SPO Proclamation, because there were several
groups contending for power,?® those former officials were all arrested within

High Court. The High Court is established by the High Court and Awraja Courts
Establishment Proclamation No 24/1988. It is worth noting that Military Courts were also
established by Proclamation No 10/1987 with traditional military jurisdictions. Finally,
Central Courts were re-established by Central Government Courts Establishment
Proclamation No 40/1993.

See for instance, L. HILBINK, JUDGES BEYOND POLITICS IN DEMOCRACY AND
DICTATORSHIP: LESSONS FROM CHILE (Cambridge University Press 2007). A.W.
Pereira, Of Judges and Generals: Security Courts under Authoritarian Regimes in
Argentina, Brazil, and Chile In RULE BY LAW: THE POLITICS OF COURTS IN
AUTHORITARIAN REGIMES (T. Ginsberg and T. Mustafa eds., Cambridge University
Press 2008). HANS PETTER GRAVER, JUDGES AGAINST JUSTICE (Springer 2015).
K. Grzybowski, Main Trends in the Soviet Reform of Criminal Law In 9 THE AM. UNI. L.
REV. 93 (1960).

Girmachew Alemu Aneme, The Anatomy of The Special Prosecutor v. Colonel Mengistu
Hailemariam, etal., (1994-2008) In 4 INT'L JOURNAL OF ETHIOPIAN
STUDIES1,(2009) at 1 — 3.

The principal participants of the transitional period conference were EPRDF, OLF, EDU
and ALF. There were also representatives of Benishangul, Gambella, Guraghe, Hadiya,
Sidama, Somali, Adere, Kenbata, Wolaita, among others. ENA, Conference Participants
and Observers, ADDIS ZEMEN, 06 July 1991, Addis Ababa, at 1, 8 (in Amharic). The
Transitional Government legislative body was established with 87 seats and 81 of them were
allocated to those groups participated in the Conference. (Id.) It is to be noted that some of
those organisations were declared ‘terrorist’ organisations’ by the House of Peoples’
Representatives as per the Anti-Terrorism Proclamation No 652/2009 (‘Anti-Terrorism
Proclamation’) art 25(1). Adem Kassie Abebe, From the ‘TPLF Constitution’ to the

2
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the first few days soon after EPRDF took control of the city of Addis Ababa
and they were awaiting their trial while the Transitional Period Charter was
being ‘negotiated’ 2

It is evident that criminal law has a unique feature that, in the political power
struggle, while a constitution vests power in a ‘limited government’, a portion
of the criminal law may effectively be used to deny power to ‘the other’
whoever claims or aspires to claim power legitimately or otherwise. In
making use of criminal law, the new government asserts either of the two
things or both; that is, it intends to install ‘rule of law’, and the previous
government has failed to deliver such a public good. There are historical
evidence for this assertion. The first ever written constitution, the 1931
Constitution, vests all the power of a government in the Emperor and makes
his power perpetual and succession to the throne only through bloodline.*
The official narration for adopting a constitution (and a positive criminal law)
was to advance the country in positive direction, and maintenance of rule of
law, making power succession predictable.®" In fact, there was an elaborate
discussion on the virtues of ‘the law’.** The Constitution under article 6 also
provides that the monarch would act “in conformity with the established rule
of law’.* The absolute power of the Monarch and the perpetual nature of his

‘Constitution of the People of Ethiopia’: Constitutionalism and Proposals for Constitutional
Reform In CONSTITUTIONALISM AND DEMOCRATIC GOVERNANCE IN AFRICA:
CONTEMPORARY PERSPECTIVES FROM SUB-SAHARAN AFRICA (M.K.
Mbondenyi and T. Ojienda eds., PULP 2013) at 56.

E.g., see Girmachew, supra note 27. Adem, supra note 28, at 54.

The 1931 Constitution art 3 provided that ‘The Law determines that the Imperial Dignity
shall remain perpetually attached to the line of His Imperial Majesty Haile Selassie I'.
----------- , Patterns of Progress: Constitutional Development in Ethiopia Vol. XI (Ministry
of Information 1968) at 25, 32.

Id., at 32, 33.

The 1931 Constitution, art 6 provided that ‘[i]n the Ethiopian Empire supreme power rests
in the hands of the Emperor. He ensures the exercise thereof in conformity with the
established law.’
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power and the bloodline succession to the throne is maintained in the 1955
Revised Constitution.>*

Likewise, the PMAC vested all government powers on itself>> Any
opposition to ‘the changes’ is prohibited and anything against the motto
‘Ethiopia Tikidem’ would be severely punished.*® The Council promised to
have a constitution in the ‘immediate future’ in which principles of
democracy and human rights are enshrined and blames the previous
government for monopoly of state power and abuse of such power.*” The
combined reading of these two statements would indicate that the rule of law
is what the would-be coming constitution was sought to address. In the same
vein, the FDRE Constitution recognise ‘past grave injustices’ and desires to
establish a political community founded on a democratic order based on the
rule of law and respect for individual fundamental rights and freedoms as well
as group rights.*®

There are two points of clarification. First, as alluded to earlier, criminal law is
not used only for illegitimate purposes by those in power. Substantial part of
the criminal law provisions are meant to promote public good by protecting
life, liberty, property, good name, and social morality so that social existence
of the individual may be possible. Likewise, the stability of the state and the
incorruptibility of public offices is a common good.*® The fact is that there are
those few provisions that are susceptible to abuse in order to promote other

* The provisions of art 3 of the 1931 Constitution became art 2 of the Revised Constitution of

1955. The provisions of arts 3 — 25 govern succession to the throne.

Proc No 1 of 1974, supra note 19. Definition of Powers of the Provisional Military
Administration Council and its Chairman, Proclamation No 2 of 1974 (‘Proc No 2 of 1974")
art 6.

Proc No 1 of 1974, supra note 19, art 8. Special Penal Code, supra note 21, art 35.

Proc No 1 of 1974, supra note 19, preamble paras 1, 2, 3.

FDRE Const., preamble para 4.

¥ Dubber, supra note 15, at 684.
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values that are aggressively prosecuted and remain in the news media.
Second, criminal law is not the only branch of law that is used as a means for
such purposes. The other areas of public law, such as constitutional and
administrative laws, are also used for such purposes. However, they too are
sanctioned by criminal law which may not be necessary.

Otherwise, the laws recognise that the state’s power is not unlimited. Even the
first Imperial Constitution article 6 provides that the king acts in accordance
with the ‘established rules of law’. This is a classical contradiction that he is
the one making the law and at the same time he is bound by the laws he made.
Such events appear to be occurring all the time. In the period of the PMAC,
the Council is the highest organ and its chairman can set the agenda for
discussion and acts on behalf of the Council. His actions were not any
different from the Monarchical era except the fact that the Chairman of the
Council was not claiming entitlement based on divinity.

It is in such sorts of political instability and infighting for dominance that the
criminal laws are adopted and the institutions are established by the body in
power. Unmistakably, the enforcement of such criminal law is presented as
maintenance of rule of law.**The doctrine of the rule of law is about a limited
government whose actions are justified by law.** Criminal law is
quintessentially a manifestation of the state’s coercive power.*> Thus, whether

4 As soon as PM Abiy Ahmed came to power, the EPRDF Executive Committee decided to
release people detained for protesting against the Government and for violation of the state
of emergency rules, in order to expand the political space (this is just not to say ‘political
prisoners’) both the Prime Minster and the Attorney General state that ‘the rule of law has to
be maintained’.

* Barkow (2006) supra note 13, at 994.

2 1d., at 992, 993. N. PERSAK, CRIMINALISING HARMFUL CONDUCT: THE HARM
PRINCIPLE, ITS LIMITS AND CONTINENTAL COUNTERPARTS (Springer 2007) at 6,
10.
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the state’s power regarding the use of criminal law is limited is a proper area
of enquiry.*”®

2. Doctrine of the Rule of Law

The doctrine of the rule of law has always been a point of debate for its
content and connotation. However, there are intuitively understood qualities
of the doctrine of the rule of law. It is a rule of law not of men and that the law
is equally applied and that the state itself is also subject to law for all its
activities.”* Each of these assertions are also subjects of reasonable
differences. However, there is a general agreement that the rule of law is
‘good’ as such for it is said to have the virtue of limiting discretion and
establishing certainty.*®

The classification of the discussions on the doctrine of the rule of law into the
formal and the substantive rule of law made by Paul Craig is still guiding.*
The formal doctrine of the rule of law is about formal things, such as the
existence of rules and the manner such rules are adopted. Such definition of
the rule of law does not question the content of such law. Because it is
concerned with the ontology of the rules, some call such approach to the rule
of law as ‘strong legalism’.*” In a general reference, the proponents of such

4
4

@

Barkow (2006) supra note 13, at 993.

D. Dyzenhaus, Recrafting the Rule of Law In RECRAFTING THE RULE OF LAW: THE
LIMITS OF LEGAL ORDER (D. Dyzenhaus ed., Hart Publishing 1999) at 1, 2, 8, 9.

Ibid. Also, see B.Z. TAMANAHA, ON THE RULE OF LAW: HISTORY, POLITICS,
THEORY (Cambridge University Press 2004) Chapter 11, at 137 ff.

P.P. Craig, Formal and Substantive Conception of Rule of Law: An Analytical Framework
In PUBLIC LAW 466 (1997).

L.J. Wintgens, Legislation as an Object of Study of Legal Theory: Legisprudence In
LEGISPRUDENCE: A NEW THEORETICAL APPROACH TO LEGISLATION 9, 19 —
20 (L.J. Wintgens ed. Hart Publishing 2002).
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approach are also called ‘democratic positivists” because, often, they tend to
be Benthamite.*®

The substantive doctrine of the rule of law, on the other hand, takes into
consideration both the form of the law, i.e., whether there is a law on the basis
of which the state acts, how such law is made, as well as it enquires into the
content of such law. There is intense debate regarding what to include in the
nature and content of law in order for its compulsory application to constitute
a rule of law. Brian Tamanaha, for instance, argues that the rules need to have
certain quality and content without which the rule cannot be validly complied
with.*® Because this approach goes beyond the positive law to consider other
disciplines or subjects, such as individual rights, morality, economics and
sociology, it is also called ‘weaker legalism’®® and some refer to its

proponents ‘liberal anti-positivists’.”*

Having these matters in mind, we now turn to the discussion on the formal
and substantive doctrines of the rule of law. In his cascaded discussion from
the thinnest doctrine of the rule of law to the thickest, Tamanaha further
classifies the formal doctrine of the rule of law into three categories and the
substantive doctrine into another three categories.>? Because his classification
is detailed and makes our discussion more intelligible, we rely on it without
necessarily subscribing to it.

48
9
50

Dyzenhaus, supra note 44, at 2 — 4.

See text for notes 56 and 57, infra.

Wintgens, supra note 47, at 19, 20, 25. Dyzenhaus, supra note 44, at 4, 5.

Dyzenhaus, supra note 44, at 3.

Following Craig’s classification of theories on rule of law into formal and substantive
(supra note 46) Tamanaha discussed the formal theories of rule of law under Chapter 7 and
the substantive theories under Chapter 8. TAMANAHA (2004) supra note 45.
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The first type of the formal rule of law is what he calls the rule by law.>® This
understanding of the rule of law requires that there be a law only on the basis
of which the state acts however it is made.The second type of the formal
doctrine of rule of law is pure legality,”* i.e., the law must meet the legal
requirements of the law-making process. The third type of formal rule of law
requires pure legality but it also requires that the law should be democratically
made.” What is common among the three categories is that they all are
content with the positive law and they do not go beyond. Doctrine of the rule
of law in the formal sense is complying with ‘a rule’.

Substantive doctrines of the rules of law are also classified into three but we
discuss only the two of them which are relevant to our discussion. The first
category of substantive rule of law requires pure legality, but it also requires
respect for human rights.>® Thus, the law-making power of the legislative
body is limited by fundamental rights and freedoms of citizens. The second
category of the substantive doctrine of rule of law further requires it should be
democratically made,>” which, as the pure formal doctrine of rule of law, is
without content. Unlike, the formal rule of law, the substantive rule of law
considers matters that are ‘beyond’ the positive law. Those two last categories
overlap with the doctrine of constitutionalism.”®

Before going into the details, there are few theoretical cautionary notes to
make regarding how the theory of law defines almost everything else that
follows, including doctrine of the rule of law itself. Theory is a method of
solving a given problem because it gives paradigm to the enquirer on the

% TAMANAHA (2004) supra note 45, at 91-93.

* Id., at 93-99.

% Id., at 99-101.

% |d., at 102-108.

5 |d., at 110-112.

% TAMANAHA (2004) supra note 45, Chapter 11.
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subject at hand, such as law, in our case.” The theory of the nature of law
defines the meaning of such notion of law, because it affects the method in
law and the role of the institutions interpreting the law, which ultimately
affect the doctrine of the rule of law.*® This is because, first, the type of theory
we choose determines how we see the relationship between law and other
subjects, such as morality or politics. For instance, positivism makes a clear
boundary between law and those ‘other things’ that are beyond ‘the law’, such
as the social values and politics.®* Positivism is about whether the law is
validly made without looking at its content; the existence of the law as valid
law made according to the procedure that empowers the making of such law
is the necessary and sufficient condition without questioning the content of
such law because positivism does not deal with matters that are not part of
‘the law’.%2

The nature of theory of law also determines the method of the legal system,
such as interpretation of the law. For positivism, rules are sufficient in
themselves, therefore, it utilises exegetic method of interpretation.®® Other
schools, such as natural law and realist schools consider matters that are said
to be ‘beyond the law’; they utilise hermeneutic interpretation method.®*
Consequently, the theory of law the system adopts further determines the role

5
6
6!

©

Barlow and Kauzlarich, supra note 3, at 1-15.

Wintgens, supra note 47, at 18. Dyzenhaus, supra note 44, at 2 — 4.

M. ZAMBONI, LAW AND POLITICS: A DILEMMA FOR CONTEMPORARY LEGAL
THEORY (Springer 2008). Also, see K. Touri, Legislation Between Politics and Law In
LEGISPRUDENCE: A NEW THEORETICAL APPROACH TO LEGISLATION 9, 102
ff(L.J. Wintgens ed. Hart Publishing 2002).

Wintgens, supra note 47, at 14.

Wintgens, supra note 47, at 11, 17, 18.

Id., at 11, 17, 18. See, e.g., A. Ornowska, Introducing Hermeneutic Methods in Criminal
Law Interpretation in Europe In INTERPRETATION OF LAW IN THE GLOBAL
WORLD: FROM PARTICULARISM TO A UNIVERSAL APPROACH (J. Jemielniak and
P. Miklaszewicz eds., Springer 2010). R.S. SUMMERS FORM AND FUNCTION IN A
LEGAL SYSTEM: A GENERAL STUDY (Cambridge University Press 2006).
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of institutions, such as the courts and the legislature. For instance, in positivist
school, the courts” authority is limited to interpreting and applying the law in a
formal way, leaving major actions to the legislature.®® As such, governing
through law is considered to be the sovereign authority of the lawmaker.*®

In fact, the principle of legality requires that criminal law be positive law.
Stated otherwise, the rules must be pre-declared. That, however, does not
mean criminal law subscribes to the positivist theory of the nature of the law.
There are few general observations one can reasonably make. First, criminal
law displays intuitional character; it is both normative in that it declares rules
of conduct and it has real consequence in life.” Second, its interpretation is
guided by several postulates and principles that are not necessarily written in
the law; included are, the principle of legality, the principle of unity of legal
system and coherence, non-retroactivity of criminal law, equality before the
law, and the principle of lenity.®

Third, at least in the discussion of criminalisation, politics has significant role
in criminal law. By definition, criminalisation is a borderline between law and
politics that it cannot squarely fall under positivist theory of law.”

% E.W. THOMAS, THE JUDICIAL PROCESS: REALISM, PRAGMATISM, PRACTICAL

REASONING AND PRINCIPLES (Cambridge University Press 2005) at 255.

D.S. LUTZ, PRINCIPLES OF CONSTITUTIONAL DESIGN (Cambridge University Press

2006) at 26, 27. B. KRIEGEL THE STATE AND THE RULE OF LAW (M.A. LePain and

J.C. Cohen Tr., Princeton University Press 1995) at 31.

% 0. WEINBERGER, LAW, INSTITUTION, AND LEGAL POLITICS: FUNDAMENTAL

PROBLEMS OF LEGAL THEORY AND SOCIAL PHILOSOPHY (Springer 1991). M.

LA TORRE, LAW AS INSTITUTION (Springer 2010).

Ornowska, supra note 64, at 254, 255. Also, see H. AVILA, THEORY OF LEGAL

PRINCIPLES (Springer 2007) Chapter 3, Metanorms. Simeneh Kiros Assefa, Methods and

Manners of Interpretation of Criminal Norms In 11 MIZAN L. REV. 88 (2017) at 100 —

110.

% ZAMBONI, supra note 61, at 9, 23. PERSAK, supra note 42, at 23. Also, see Tuori, supra
note 62. Simeneh Kiros Assefa, Legisprudential Evaluation of Ethiopian Criminal Law-
Making In 14 MIZAN L. REV. 161 (2020) at 165 — 167.
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Criminalisation is a process by which a yet to be law conduct, which is not in
the realm of positive law, is transformed into an already law, which is in the
realm of the positive law. In fact, positivism has been blamed for every evil
that occurred in history, including Nazism, Apartheid, slavery and
colonialism.” Each of those institutions claimed rule of law and by that they
mean positive law.

The question then would be which doctrine of rule of law is applied in the
Ethiopian criminal justice? All of those successive Governments appear to
have similar theory of the nature of law, either expressly adopted or actually
implemented. However, as we are reviewing a fairly long time range and
different political systems, in order to evaluate the doctrine of the rule of law
of the time, it is appropriate to evaluate the prominent criminal legislation of
such period.

3. Ethiopian Criminal Laws in Historical Context
3.1. The Fetha Nagast

The Fetha Nagast is a religious text as well as a legal document. The first
part, composed of 22 chapters, deals with religious matters.”* The second part,
composed of 51 chapters, deals with secular matters because it is applicable to
citizens in their everyday life. The Fetha Nagast appears to be a universe of
the law complemented by the Pentateuch and other scriptures;? the criminal

™ See, for instance, U. MATTEI AND L. NADER, PLUNDER — WHEN THE RULE OF
LAW IS ILLEGAL (Blackwell Publishing 2008).

™ The first part deals with the Church, the Holly Books accepted by the Church, Baptism,
appointment of Patriarchs, Bishops, Priests and Deacons, and the various mass services,
fasting, prayers, etc.

2 This part also deals with, for example, betrothal, dowry, marriage, prohibition of
concubines, loan, pledge, guarantee, deposit, mandate, liberty, slavery, guardianship, sales,
purchase, lease, loan, will regarding property, succession, and various types of crimes,
appointment of judges, and hearing of witnesses.
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law, given a relatively expanded coverage than other subjects,”® is found in
the second part and is highly influenced by the first part.

It is evident that those rules are meant to maintain law and order in the church
structure, instil morality and obedience in the society and maintain law and
order. The content of Fetha Nagast was progressively revised by religious
fathers, also enforced by the monarch. Once the king is anointed by the
Church, the latter also sanctions that any challenge to his power is meted out
severely, thereby maintaining the monarchical power.” The Fetha Nagast
had a commanding obedience because of the religious influence it had.”

3.2. The 1930 Penal Code

On the day of his coronation, Emperor Haile Selassie signed the 1930 Penal
Code into law.” In order to inspire greater legitimacy, the Penal Code claims
to be a revision of the Fetha Nagast; however, a closer examination shows
otherwise. The Fetha Nagast is dominated by religious matters. Therefore, the
conducts that are criminalized in the Fetha Nagast are religious and moral
offences, such as blasphemy and fornication.”” The Penal Code does not have
similar content.”

™ Criminal provisions are found in different parts but chapters 44 — 50 deal with criminal

matters directly.

See the trial of one Surahe Krestos, the chief of Wolkait in the reign of lyasu Il (1730-1755).
He had been adjudged ‘a rebel’, which is an act of high treason, a crime against the
monarch. He was judged not worthy of ‘being spared from death’. FETHA NAGAST: THE
LAW OF THE KINGS (Trans. Abba Paulos Tsadwa, Law Faculty HSIU 1968) at xxi-xxv.
Fetha Nagast, supra note 74, at xix. Graven, supra note 6, at 268 — 270.

Graven, supra note 6, at 272.

Chapters 46 and 44, respectively.

The association of the Code with the Fetha Nagast is only for legitimacy purpose. Graven,
supra note 6, at 273, note 15.
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The Code is relatively well organised and modern for its time. Even though it
appears to be divided into five parts, it can generally be said it has a general
part and a special part. The first part appears to be the general part governing
punishment — it defines the types of punishment, aggravation and mitigation
grounds, defences, and calculation of fines. The second, third and fourth parts
govern crimes against the government, against persons and against property,
respectively. The fifth part governs contraventions. In this Code, there are
only three provisions regarding religious crimes reducing them to minor
crimes — articles 270 — 272.

However, the instrumental nature of criminal law may be seen in context.
When Emperor Menelik Il passed away, Lij lyasu succeeded the throne. He
was dethroned by conniving nobilities, putting Empress Zewditu, the
daughter of Emperor Menelik 11, as the Queen and Ras Teferi as her
Reagent.” When Queen Zewditu died in dubious manner, Ras Teferi had
been designated for the throne in 1928 and anointed as King of Kings in 1930.
Teferi was aware of the various front battles to succeed to the throne even
against Queen Zewditu, and the main resistance coming from Lij lyasu
assisted by his father, Negus Michael.®® He knew maintaining power in the
traditional combat style is difficult. Thus, as soon as he came to power, he
adopted the 1930 Penal Code.®

™ EMIRU HAILE SELASSIE, FROM WHAT | SAW AND WHAT | RECOLLECT (second
edn, in Amharic, Addis Ababa University Press 2002 EC) at 53 — 89.

% Negus Michael was granted posthumous amnesty on 02 November 1952, on 23rd coronation
anniversary of His Imperial Majesty apparently only to ‘make peace’ with the people of the
province of Wollo. , His Imperial Majesty’s Benevolence to the Nobilities and
People of the Province of Wollo and Amnesty to Negus Michael, ADDIS ZEMEN, 02
November 1952, Addis Ababa, at 1. (in Amharic).

8 Regarding development of those institutions and their work see, Simeneh Kiros Assefa, The
Development of Modern Criminal Justice Process and Institutions in Ethiopia (1907-1974):
An OverviewIn 18 MIZAN L REV 215 - 240 (2024) Notes (in Amharic).
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The following year, in 1931, the first written constitution was adopted. The
official narrative for the adoption of the Constitution focuses on
modernization of the country; but there are also admissions made that it is
meant ‘for the maintenance of [the] government’.82 However, the content of
the Constitution shows that the Emperor was solidifying his power not only

to himself but also to his successors.
3.3. Special Legislation and Penal Code Amendments

Between the 1930 and the 1957 Penal Codes, there were two major political
events. The first was the Italian occupation of the country for five years. In
restoring the Empire, the Penal Code was amended to punish those alleged to
have had taken side with the invading Italian force for crimes of treason,
espionage and allied offences.®® In order to handle such matters, a Security
Court had been established by The Security Prosecution Proclamation 1947
(No 87/47) to be presided by nine judges. Records show that, Dejazmach
Haile Selassie Gugsa was tried by this court and sentenced to death.®

The second political event was the federation of Eritrea to Ethiopia in 1952.
Just a few months later, in November 1953, Federal Crimes Proclamation No
138 of 1953 was adopted.®” It is stated in the preamble and in the content of
the Federal Criminal Law that it was meant for the protection of ‘the Federal

8 patterns of Progress, supra note 31, at 28, 30

8 This appears to be trial for war crimes as it had been conducted elsewhere at the conclusion
of WWII. See Penal Code (Amendment) Proclamation 1942 and Penal Code (Amendment
No 2) Proclamation No 1942. N. MAREIN, THE ETHIOPIAN EMPIRE — FEDERATION
AND LAWS (Royal Netherlands Printing and Lithographing Company 1954) at 75.

& But there is no evidence that he was executed. 1d., at 76

8 Marein calls this law ‘a code in miniature’ because it incorporates broad range of offences.
Id., at 181. However, the legislation clearly depicts its common-law touch as reflected in its
definition of murder and manslaughter.
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Government and of the integrity of the Federation’.®® The obvious, yet

unstated, objective of the Federal Criminal Law was in fact to suppress any
opposition to the federation both from Eritrean and Ethiopian sides.®” This
legislation was probably the first to require registration of any type of non-
governmental organisations at the pain of criminal punishment.®®

In order to enforce such law, the courts established in 1942 were transformed
into Federal Courts;® where the court hears matters of federal jurisdiction.
One of the members of the Court is required to be of Eritrean origin appointed
by the Monarch.”°

3.4. The 1957 Penal Code

Subsequent to the adoption of the Revised Constitution, Ethiopia adopted the
1957 Penal Code. Suffice here to state only a few points. The Code is purely
continental code, comprehensive and requiring special knowledge for its
application. Second, it also incorporates enforcement of individual rights
through criminal law.” Third, it restricts the criminalization power of the state
by requiring it to comply with certain requirements, as provided for under
article 1. Yet, it had extensive provisions for the protection of the Monarch

8 Federal Crimes Proclamation No 138/1953 (‘Proc No 138 of 1953°) preamble para 2.

8 See, e.g., treason, not reporting treason, inciting and aiding treason, conspiracy to overthrow
the government, and acts against the territorial integrity of the Federation were severely
punished. arts 3 - 9.

Proc No 138 of 1953, supra note 86, art 10(B).

The Federal Judiciary Proclamation of Ethiopia No 130 of 1953, later amended by
Proclamation No 135 of 1953.

Marein, supra note 83, at 77. There was no publication of appointment of Eritrean origin to
such court. Id., at 79.

The Code introduced basic principles of criminal law which help in the interpretation and
application of criminal law in general and the Penal Code in particular. Simeneh (2017),
supra note 68, section 3.

For in-depth discussion on the interpretation and application the provisions of art 1 of the
Criminal Code, see Simeneh and Cherinet, supra note 4, section 2.3.
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and the Imperial family the violation of which would be punished severely. It
is the specific nature of those provisions that enticed the PMAC to adopt
special rules for the protection of the members of the PMAC and their
families.”

3.5. Special Penal Code Proclamation No 8 of 1974

When the PMAC came to power on 12 September 1974, it promised to have
a special court to deal with ‘past matters’. Thus, it would adopt the Special
Penal Code, to address ‘grave offences [committed against] the changed’
political economy, matters that had not been covered by the Penal Code and
that had come to light along with the political change; it would also provide
for ‘the internment of persons found committing crimes and considered to be
a danger or the cause of danger to society” and to empower the court, when it
is necessary, to confiscate any property or wealth obtained by illegal
means’.** The belief that punishments in the Penal Code were ‘light’ is also
expressed as one of the reasons for the adoption of the Special Penal Code.*

The Special Penal Code was made applicable retrospectively.”® The reason
was said to be most of those crimes provided for in the Special Penal Code
‘have previously been defined in the criminal laws and the rest have long
been recognized by natural law, custom and the practice of the professions’
that they were not new.”’

93
94
95
9%
7

See texts to notes 98 and 99 infra.

Special Penal Code, supra note 21, preamble paras 5 and 6.
Id., preamble para 8.

Id., art 2(1), preamble para 11.

Id., preamble para 9.

©
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The Special Penal Code had 6 Chapters; Chapter 1 provided for Offences
against the Ethiopian Government and the Head of State.** However, this
protection is also provided for the members of the PMAC personally and to
their family.*® All offences provided for under this Chapter carry the death
penalty, except those committed in relation to preparation and offences
against the activities of the PMAC.

Chapter 2 was about breach of trust and offences against the interest of the
government; it provided for improper use of government property, crimes
relating to tax and bribery. Those offences were all punishable by
imprisonment and fine. Chapter 3 was about abuse of official power. Those
offences were punishable by a lesser term of imprisonment and fine. Chapter
4 was about crimes against the judicial proceedings of the Special Courts-
Martial, such as court contempt, perjury and improper translation, and aiding
escape of detainees. These offences were also punishable by a term of
imprisonment and fine, similar to those provided for under Chapter 3.

Chapter 5 contained signature offences to the time, such as offences against
the Motto ‘Ethiopia Tikidem’, false or tendentious information, traffic in
prohibited arms, and illicit making, acquisition, concealment or transport of
dangerous materials without special authorization. Each of these offences
were also punishable by a term of imprisonment and fine. Chapter 6 provided
for additional punishments, such as fines to be imposed in addition to
imprisonment when the crime is committed for gain,"® confiscation of
property*®* and internment as a special measure after a convict completes the

% Proc No 2 of 1974, supra note 35, arts 2 and 3 provide that the ‘Council shall discharge
[both] the functions of the Head of Government’ and Head of State. The Head of
Government and Head of State is the Provisional Military Administrative Council.

% Special Penal Code, supra note 21, art 7.

1d., art 42.

%d., art 43.
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terms of his punishment should he be found to be ‘dangerous to the national

security and unity or public order and general welfare’.*?

3.6. The Revised Special Penal Code

The long-awaited constitution had not come forth. However, the Government
believed the Special Penal Code and its institutions needed revision. The
revision of the Special Penal Code is only increasing those punishments
which were already severe in comparison to the 1957 Penal Code. For
instance, the punishment for smuggling money and property to foreign
countries was originally punishable with 3 to 10 years’ rigours imprisonment;
this punishment is increased from 3 to 25 years® rigorous imprisonment.'®®
Likewise, corrupt practices and acceptance of undue advantage were
punishable with fine and in exceptional circumstances from 10 to 20 years’
rigorous imprisonment. This punishment is increased from 1 to 25 years’
imprisonment and in exceptional circumstances imprisonment for life or
death.**

The Revised Special Penal Code also introduced few new offences, such as
commission of counter-revolutionary acts (art 12),'%° offences against the
economy (art 18), each of which is punishable with 5 to 25 years’ rigorous
imprisonment and in exceptional grave conditions, with life imprisonment or
death. Failure to supervise, breach of duties and procurement of undue
advantage (arts 24 to 26) were also newly introduced offences.

10214, art 44.

9314, art 18. The Revised Special Penal Code, supra note 23, art 19.

104 gpecial Penal Code, supra note 21, art 17 and 19. The Revised Special Penal Code, supra
note 23, art 20.

%5 As crime against the national motto ‘Ethiopia Tikidem’ (Special Penal Code, art 35) was
dropped, one may consider this as a substitute. See note 131, infra.
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The Special Penal Code cannot be seen in isolation. The Special Courts-
Martial was also created to enforce the Code by virtue of Special Courts-
Martial Establishment Proclamation No 7 of 1974. The Proclamation creates
not only the court but also Special Prosecutor and Registrar of such court.'®

The Court had two tiers — The Special General Court-Martial and the Special
District Court-Martial.*” Jurisdiction is allocated to these two courts in the
schedule attached to the Special Criminal Procedure Code Proclamation No 9
of 1974, and those crimes that are considered serious are allocated to the
Special General Court-Martial. The decisions of those courts were not subject
to review.'®® However, cases in which serious penalties were imposed by the
court may be reviewed by the Head of State.'® Further, as the Courts-Martial
was only in session in Addis Ababa, jurisdictions of the Special Courts-
Martial were partly delegated to provincial civil courts.™™ In order to counter
clandestine opposition, the Special Penal Code was amended in July 1976 to
include death penalty for ‘anti-revolutionary activities”.""*

Perhaps a legislation that is worth mentioning is A Proclamation to Provide
for a Measures Ensuring Public Order, Safety and Welfare, No 10 of 1974.
This Proclamation assumes that there were people attempting to ‘disrupt the
peaceful change’ in the country, and desiring ‘to create chaos’.™ It thus
authorizes the State to take temporary measures to suppress threats by
‘demand[ing] for surety’ or to order the ‘preventive detention’ of those

1% proc No 7 of 1974, supra note 21, art 16.

Y7d., art 3(1)(a) and (b).

%81d., art 10.

10919, art 11.

05pecial Courts-Martial Establishment, Special Penal Code and Special Criminal Procedure
Code Proclamations Amendment Proclamation No 21/1975.

gpecial Penal Code and Criminal Procedure Code Proclamations Amendment Proclamation
No 96/1976, art 17.B.(2).

M2A Proclamation to Provide for a Measures Ensuring Public Order, Safety and Welfare, No
10 of 1974, preamble.
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persons the State believes to have posed ‘a threat to public order’.*** Such
preventive detention may be ordered for a maximum of three months.
However, the Government may extend it for a maximum of additional three
months.™**

After having things under relative control through several extra-judicial
actions and the Special Courts-Martial,"™ the later was transformed to a
Special Court."*® Al the detainees were released and there was actually no
case to be transferred to the newly created Special Court.*” The Court had
both Special First Instance Court and Special Appellate Court which were
presided by ‘civilian judges’.**® The Special Court is later integrated to the
ordinary courts.**

We focused on the Special Penal Code and the Special Courts-Martial
because they were signatures of the time. There were also other legislations
that were meant to pursue the state’s objectives. From the provisions
discussed here, one can discern that they were meant to achieve certain
objectives of the Government of the time that were not necessarily legitimate
nor do they justify the use of criminal law or such severe punishment. The
obvious government objectives were maintaining political power, pursuing a
particular political ideology, maximizing government revenue and

31d., art 3.

d., art 4(1), (2).

15 See, supra note 22.

18 proc No 215/1981, supra note 24, arts 4, 22.

17 ABERRA JEMBERE, AGONY IN THE GRAND PALACE: 1974 - 1982 (Shama Books
1991, in Amharic) at 172 — 73.

M8 Proc No 215/1981, supra note 24, arts 4, 5. Some of those military judges who were
presiding in the Special Courts-Martial remained judges in the Special Court of First
Instance and Appellate Court and civilian judges were also appointed.

19 See, supra note 25.
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maintaining public property. The reading of the decisions of the Special Court
shows that the political rhetoric finds its way into the judicial decisions.*?’

3.7. Later Developments

Even though the Special Court had already come to an end in 1991, the direct
application of the Special Penal Code continued for a longer period. In later
times, the State is engaged in excessive use of criminal law which may be put
under three categories. The first type of criminal norms include special penal
legislation, such as Proclamation to Control Vagrancy No 384/2004, Anti-
Terrorism Proclamation No 652/2009, and Corruption Crimes Proclamation
No 881/2015. These proclamations were meant to govern conducts that were
originally in the 1957 Penal Code and later in the 2004 Criminal Code.***

The second category of norms include administrative proclamations, such as
the Banking Business Proclamation No 592/2009 and Commercial
Registration and Business Licensing Proclamation No 980/2016. These
legislation were principally meant for administrative purposes but they also
contain penal provisions that carry serious punishments. The third type of

1205pecial Court Prosecutor v. Assefa Ayinalem Mehanzel (Special First Instance Court, Crim.
F. No A3/14/74, June 7, 1984). Special Court Prosecutor v. Abdi Mohammed Ibrahim, et.
al., (Special First Instance Court, Crim. F. No 62/75, December 8, 1983). Special Court
Prosecutor v. Addisie Libassie (Special First Instance Court, Crim. F. No A/61/75,
November 1, 1983). Special Court Prosecutor v. Tamiru Kershewa (Special First Instance
Court, Crim. F. No 42/76, June 6, 1985). In all these cases, either in pleading the facts of the
case, or as part of the sentencing hearing, parties present political matters in their favour.
For instance, the defendant asserts that he belongs to a proletarian class, and that he is happy
the revolution have come. On the other hand, the prosecutor presents that the crime is
committed at a moment where the nation is at war from different fronts directed against the
revolution.

121 See Simeneh and Cherinet, supra note 4.
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criminal norms were created by administrative agencies either by direct or
indirect delegation of such criminal lawmaking power.'?2

4. Continuity of (the Spirit of) the Special Penal Code

The Special Courts-Martial Establishment Proclamation No 7 of 1974 and the
Special Penal Code, Proclamation No 8 of 1974 were adopted
simultaneously. The Special Penal Code was exclusively given to the Special
Courts-Martial; and if there is doubt as to whether the 1957 Penal Code or the
Special Penal Code applies, the Special Courts-Martial decides.**® Further, if
there is doubt as to the applicability of laws and jurisdiction of the court, the
Special Prosecutor decides."** The proper contents of the Special Penal Code,
as discussed above, were not entirely new. They also include prohibitions
contained in the Penal Code.**> However, the Code basically merges civilians

1221d,, at 74 — 76. Also see ‘Evaluating the Existing Criminal Law: Proposed Subjects and
Manners of Revision” In Criminal Justice System Working Group, DIAGNOSTIC STUDY
OF THE ETHIOPIAN CRIMINAL JUSTICE SYSTEM (FDRE Attorney General 2021) at
2 — 6. The political motives for the adoption of those legislation were made clear in the
minutes of committee hearings. See for instance, Minutes of Public Hearing Organised by
Law and Administrative Affairs, and Social Affairs Standing Committees on the Vagrancy
Control Draft Bill, 12 January 2004 (later adopted into law as Proc No 284/2004). Brief
Minutes of Public Hearing Organised by the Trade and Industry Affairs Standing
Committee on Competition and Consumers’ Protection, and Commercial Registration Draft
Bills, 23 June 2010 (later adopted into law as Proc Nos 685/2010 and 686/2010,
respectively). Brief Minutes of Hearing with Stakeholders on the Anti-Terrorism Draft Bill
Organised by Justice and Administrative Affairs, Foreign Relations Affairs, Defence and
Security Affairs Standing Committees, 24 June 2009 (later adopted into law as Proc No
652/2009). Brief Minutes of Public Hearing Organised by Commercial Affairs Standing
Committee on The Commercial Registration and Business License Draft Bill, 27 June 2016
(later adopted into law as Proc No 980/2016).

28 proc No 7 of 1974, supra note 21, art 15(2).

249, art 18.

25 Offences against the independence of the state — Special Penal Code (supra note 21), art 2
(Pen. C., art 253, 259), armed uprising and civil war — art 3 (Pen. C., art 252), provocation
and preparation — art 10 (Pen. C., art 269), breach of trust, malversation and receipt of ill-
gotten gains — art 12 (Pen. C., art 320), misuse or waste of government or public property —
art 13 (Pen. C., art 319, 421), unlawful refusal to pay public taxes or dues — art 14 (Pen. C.,
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with the Armed Forces and the Police Force to be tried before the Special
Courts-Martial.**®

The application of the Special Penal Code would come to an end when the
Special Court, the court empowered to apply it, was abolished. The
‘abhorrence’ to such special courts is incorporated into the FDRE
Constitution, article 78(4). However, the application of the substance and/or
the spirit of the Special Penal Code continue to date in different forms.

4.1. Direct application of the Special Penal Code

The Special Penal Code was expressly repealed by the 2004 Criminal Code.
Unfortunately, the Federal Supreme Court applied the Special Penal Code
against the former Prime Minister, Tamirat Layine."?” This opened the door
for application of the same law by lower courts; see, for instance, the case
against Abate Kisho,'® the former Southern Nations, Nationalities, and
Peoples’ Regional State President, was tried before the Federal High Court as
per the Special Penal Code.

4.2. Indirect application of the Special Penal Code

The Special Penal Code is criticised for various reasons, including for
expediting the instrumentality of the law for achieving other ends. For

art 360), incitement to refusal to pay taxes — art 15 (Pen. C., art 361), forgery of government
or public documents — art 16 (Pen. C., arts 367, 372, 383, 387), abuse of authority of search
and seizure — art 24, (Pen. C., art 415), unlawful arrest or detention — art 25 (Pen. C., art
416), false or tendentious information — art 37 (Pen. C., art 346) are few comparisons.

126 Special Penal Code, supra note 21, art 14(3) defines public servant as ‘a person appointed or
employed by the Government, a member of the Armed Forces, Police Force, Territorial
Army, Parliament or a Judge’.

2"Federal Public Prosecutor v. Tamirat Layine et. al. (Federal Supreme Court, Crim. F. No.
1/89).

28Federal Ethics and Anti-Corruption Commission v. Abate Kisho, et al. (Federal High Court,
Crim. F No. 260/94).
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instance, the law expressly stated that the existing punishments were light; it
is made applicable retroactively.*?® Often the moral requirements were not
included in constituting the crime.™™ The provisions are broad and vague both
to comply with and to enforce™" sometimes criminalising the very basic
human activity of communication®® or movement;*® any activity could
constitute a criminal activity when the public prosecutor initiates a case
against an individual.

130

These features and flavours of the Special Penal Code are reflected in the
various special penal and administrative legislations containing penal
provisions. There are some reasonably discernible patterns of prosecution on

29 5pecial Penal Code, supra note 21, preamble paras 7-9, art 2.

130 In stating the crime, the lawmaker does not state the moral requirement. In such cases, resort
may be had to the General Part of the 1957 Penal Code for interpretation, which the court
did not.

BL Art 35, for instance, provided that ‘[w]hosoever fails to comply with Proclamations,
Decrees, Orders or Regulations promulgated to implement the popular Motto ‘Ethiopia
Tikidem’ or hinders compliance therewith by publicly inciting or instigating by word of
mouth, in writing or by any other means, is punishable with rigorous imprisonment from
five to ten years’.

%2 It provided that any communication with anti-revolutionary group or individual is prohibited
and severely punished. Proc No 96/1976, supra note 110, art 17.B.(1)(c).

133 In a country where there was no free press or media, the Special Penal Code, supra note 21,
art 10(5) provided that ‘[w]hosoever, with the object of permitting or supporting the
commission of any of the acts provided for in Articles 2, 3, 5, 7, 8, and 9 [] launches or
disseminates, systematically and with premeditation, by word of mouth, images or writings,
inaccurate or subversive information or insinuations calculated to demoralise the public and
to undermine its confidence or its will to resist, is punishable with simple imprisonment
from one year to five years, or, where the foreseeable consequences of his activities are
particularly grave, with rigours imprisonment not exceeding ten years’. Further, art 37
provided that ‘[w]hosoever, with intent to incite troops to indiscipline or insubordination, or
to foment disorder between the military and the civilian population, puts forth or
disseminates tendentious information which he knows to be false is punishable with
rigorous imprisonment from three to fifteen years’. The Revised Special Penal Code, supra
note 23, art 12(1)(b) provided that ‘[w]hosoever [] commits treason against the country and
the people by illegally leaving or attempting to leave the country is punishment with
rigorous imprisonment from five [] to twenty-five [] years’.
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the basis of a particular legislation. At one time, violation of the press
proclamation was aggressively prosecuted; in subsequent years, prosecution
under the anti-corruption legislation was heavy handed; later the prosecution
under the dangerous vagrancy proclamation followed; currently, aggressive
prosecution is made under the anti-terrorism law and tax crimes.

These are legislations adopted while there are provisions in the Criminal Code
that cover the subject; those legislations expand the scope of the criminal
activity and increase the punishment.*** In their statement of the offences,
many of them are vague, and some are not providing for the moral element
constituting the crime, thus, are enforced as strict liability crimes.™*® For
instance, the Vagrancy Control Proclamation increases the punishment for
those prohibited activities."*® The Anti-Terrorism Proclamation punishes acts
the content of which are not properly defined or are not justified.**’

Some statutes expand the reach of the criminal law unreasonably. For
instance, the basic conception of corruption is associated with public power.

3 0On the relationship between those special penal legislation and administrative legislation
containing penal provision and the Criminal Code, see Simeneh and Cherinet, supra note 4,
section 3.

%5 For discussions on how sentences are increased in those special penal legislation and
administrative legislation containing penal provisions, see Id., section 4.3.

136 Those acts that are listed under art 4 of the Vagrancy Control Proclamation are ‘punishable
with imprisonment not less than one year and half [sic], and not exceeding two years. In
cases of exceptional gravity, the maximum penalty may be extended to three years’
imprisonment’. Those conducts as provided for in the Criminal Code are, however,
punishable by fine or detention for a few days.See, e.g., Criminal Code, Part Ill, art 842,
846, 854.

37 The provisions of arts 3 and 4 of the Anti-Terrorism Proclamation, supra note 28, are
always subject to debate as to their content. Further art 15 provided that a person leasing ‘a
house place, room, vehicle or any similar facility have the duty to register in detail the
identity of the lessee and notify the same to the nearest police station within 24 hours’. A
violation of those prescriptions is ‘punishable with rigorous imprisonment from three to ten
years’. The content of the obligation and the consequent punishments are reduced under art
33(3) in the Prevention and Suppression of Terrorism Crimes Proclamation No 1176/2020.
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As such, only those exercising public power may be held criminally liable for
corruption; other individuals may be held criminally liable for participating in
such crimes of corruption. However, officers of the private entities are also
made criminally responsible for corruption.**

One can discern that those legislations provided for heavier punishment than
what is provided for in the Criminal Code. The statutes defining the crimes of
corruption, for instance, provide for the heavier sentences, the standard
punishment in the Criminal Code appears to be between 7 and 15 years. In
aggravated circumstances, the sentence may even be higher.

4.3. Other Modes of Application of the Special Penal Code

The Special Penal Code is criticised for its distortion of criminal provisions
from their theoretical base. The latent purpose of the Special Penal Code was
to impose such oppressive criminal law in order to achieve other ends. The
instrumentalist view of the court regarding criminal law finds every excuse to
hasten such criminal conviction. For instance, the Revised Special Penal Code
included a presumption of guilt unless defendant proves his
innocence.**Likewise, the Special Penal Code has blanket criminalisation of
conducts that are not clear at all.**°

%8 In conventional understanding employee of a public organisation is a public servant
exercising public authority. However, the Corruption Crimes Proclamation No 881/2015
(‘Proc No 881/2015”) art 2(5) defines ‘employee of a public organisation’ as ‘an employee
who is employed, appointed or elected by members to work [] in a public organisation and
include leaders of the organisation, any members of the board of directors or any person or
committee involved in the formation of a share company or a charity’. The rest of the
Proclamation criminalises conducts for which ‘public servant or employee of a public
organisation’ may be held responsible for corruption crime.

%% The Revised Special Penal Code, supra note 23, art 13(3). Provide the existence of the
moral element was the common practice in the Special Court. This is the common practice
also held in Special Prosecutor v Deputy Commander Yihe '‘alem Mezgebu and Petty Officer
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The content and spirit of the Special Penal Code find their way into
contemporary special penal and administrative legislations and continue their
oppressive effect by making prosecutorial burden of proof lighter and
conviction faster. For instance, contrary to the presumption of innocence, in
crimes of corruption, the moral element is presumed to exist.*** Even worse,
if the prosecutor proves certain basic facts, the burden of proof shifts onto the
defendant as though it is a civil case.** In some instances, the standards of
proof are expressly made lower.**® In the Anti-Terrorism Proclamation,
contrary to the basic constitutional rights of the defendant to be protected
against ill treatment, confessions are admissible irrespective of their
quality;*** contrary to the right of the defendant to have access to evidence,

Zenebe Shiferaw (Special First Instance Court, Crim File No 24/75, 15 April 1983); Special
Prosecutor v Oukube 'ezgi Teklemariam(Special Frist Instance Court, Crim File No 50/75,
29 November 1983). Special Prosecutor v Let. Goshime Wondimtegegn (Special First
Instance Court, Crim File No 7/75, 26 March 1983).

10 Special Penal Code, supra note 21, art 35. The Revised Special Penal Code, supra note 23,
art 12 Commission of Counter-Revolutionary Acts.

4 Proc No 881/2015, supra note 138, art 3 provides that “[u]nless evidence is produced to the
contrary, where it is proved that the material element (the act) has been committed as
defined in a particular provision providing for a crime of corruption perpetrated to obtain or
procure undue advantage or to cause injury to another person, such act shall be presumed to
have been committed with intent to obtain for oneself or to procure for another an undue
advantage or to injure the right or interest of a third person’.

142 proc. No 881/2015, supra note 138, art 21 provides that any public servant or employee of a
public organisation, ‘(a) maintains a standard of living above which is commensurate with
the official income from his present or past occupation or other means; or (b) is in control of
pecuniary resources or property disproportionate to the official income from his present or
past occupation or other means; unless he proves [...otherwise] shall be punishable, without
prejudice to the confiscation of the property [], with simple imprisonment and fine or in
serious cases, with rigorous imprisonment not exceeding five years and fine not exceeding
Birr five thousand’.

“3The Revised Anti-Corruption Special Procedure and Rule of Evidence Proclamation No
434/2005, art 33 provides that ‘[t]he standard of proof required to determine any question
arising as to whether a person has benefited from criminal conduct, or the amount to be
recovered shall be that applicable in civil proceedings’.

14 Anti-Terrorism Proclamation, supra note 28, art 23(5).
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evidence are admissible irrespective of access to defendant or not.*** There
are several provisions in different legislations criminalising conducts in
blanket, leaving conducts criminalised vague.**®

The foregoing discussion may not reflect a perfect comparison between two
sets of provisions; but it shows the similarity of the belief behind them and
how the actors think of the role of law and institutions in society and in the
power relations. We can generally see that, even though the state has several
tools at its disposal for achieving certain ends and enforcement of its political
ideologies, it excessively uses the law and the criminal law in particular. Such
inflation of the criminal law only reflects abuse of sovereign power.

There is extensive government intervention into the judiciary, both personally
and institutionally.**’ However, the government established various strong
prosecution institutions, such as the ethics and anti-corruption commission,
the revenue and customs authority, the competition and consumers’ protection
authority, etc., with prosecution authority. In their heydays, they were
powerful to the extent exerting influence on the court. They are all now
brought under one umbrella.

There is also another aspect to the discussion. Obviously, vagrancy law is
directed against the unemployed; the trade license and tax proclamations are
directed against those who engage in trade and business; save for publicly

“51d., art 23(1), (2), (4), (5). The content of those provisions is vague in the English version;
the Amharic version is rather clear.

46 See, e.g., The Banking Business Proclamation No 592/2009, art 58(7) provides that ‘[a]ny
person who contravenes or obstructs the provisions of [the] Proclamation or regulations[sic]
or directives issued to implement [the] Proclamation shall be punished with a fine up to Birr
10,000 and with an imprisonment up to three years’.

7 For instance, 1n 1996 several hundred judges were purged. JANELLE PLUMMER (ed),
DIAGNOSING CORRUPTION IN ETHIOPIA: PERCEPTIONS, REALITIES, AND THE
WAY FORWARD FOR KEY SECTORS (IBRD 2012) at 212 — 13.
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traded companies executives, corruption crimes are directed against public
officials and government employees. This nature of the law predisposes
defendants for selective prosecution which makes the enforcement of the
criminal law more political.**®

5. Observations

Law and political power are closely linked because the law gives as well as
denies such power. Legal manifestations of political debates often play into
the hands of those in power. The law is the forum where all political fights are
fought through and the Comaroffs appropriately call it lawfare.*® In this
essay we examine criminal law as one such forum of political battle for
(maintaining) power; thus, it goes without saying that criminalisation and
determination of punishments are political decisions.™ Some even
legitimately opine that the extent the criminal law strives to accommodate
human nature reflects how liberal the state of the political affair is.*>*

In Section two, where the various doctrines of the rule of law are discussed, it
is also indicated that, the scope of application of legal doctrines determines
the content of the doctrine of the rule of law. In section three where the

8 The Minutes of Public Hearing Organised by Law and Administration, and Social Affaires
Standing Committees on Vagrancy Control Proclamation Draft Bill (12 January 2004) at 12,
show that the concern that such law is intended against opposition political parties is raised.
The authors argued in several cases based on art 25 of the Constitution against
discriminatory prosecution, but the court never addressed the mater directly. See for
instance Public Prosecutor v. Ali Aduros, et. al. (Federal High Court, Crim File No 134044,
11 December 2014).

49 Comaroff and Comaroff, supra note 1, at 36, 37. TAMANAHA (2006) supra note 1, at 46.

150 Substantial number of legal theories argue the existence of a strong relationship between
law and politics except the degree varies. In fact, it is only legal positivism that holds the
autonomous nature of law.Generally, see ZAMBONI, supra note 61. PERSAK, supra note
42, at 5-7.

151 See, e.g., A. Masferrer, The Liberal State and Criminal Law Reform in Spain In THE RULE
OF LAW IN COMPARATIVE PERSPECTIVE (M. Sellers and T. Tomaszewski eds.,
Springer 2010).
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criminal laws are seen in historical context and their justifications for their
adoption, we discussed both the one stated by the State, which makes the use
of criminal law appear legitimate, and the unstated one which is reflected by
the contemporary socio-political-economy. It is now appropriate to evaluate
whether our criminal laws actually meet the contemporary understanding of
the doctrine of the rule of law, since at least that was required by the existing
consciousness of the nation.

The doctrine of the rule of law in Ethiopia is not defined anywhere both in the
law and in judicial decisions; neither has it been a subject of academic
research, but the doctrine of the rule of law has long lived in the political
rhetoric having evolved over decades.'®? This may be abstracted from the
laws of the country and their application.

The Fetha Nagast would be considered a classical natural law, because as a
religious norm it invokes validity by conforming with divine orders.
However, as it is made by religious fathers, at their convenience, to achieve
religious and monarchical purposes, it is used as a means of social ordering; in
this sense, the rule of law is only whether the prohibited conduct is provided
for in the law. This gives the impression that the rule of law in this context
revolves around legalism. However, the analogical interpretation of the
criminal law makes the rule of law impossible to imagine.**®

52 1t is only recently that Adem discussed the notion of rule of law in Ethiopia, which is not
very flattering. Adem Abebe, Rule By Law in Ethiopia: Rendering Constitutional Limits on
Government Power Nonsensical, CGHR WORKING PAPER 1, CAMBRIDGE:
UNIVERSITY OF CAMBRIDGE CENTRE OF GOVERNANCE AND HUMAN RIGHTS
2011).

5% There were several requirements listed in the Fetha Nagast for one to become a judge. The
ninth requirement is that he must know the law and the rules of procedure — which fall under
four categories and the fourth category is the potential judge ‘must be able to draw analogies
[1 the ability of connecting the branches [] to the roots from which they sprouted’.
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The preface of the 1930 Penal Code states that the Code is merely a revision
of the Fetha Nagast; in the Fetha Nagast, the crimes are stated, and the
punishments are not. The practice was that, once the judge finds guilt,
defendant is sent to the government for sentencing because it is the governor
who knew the punishment.*** Further, the criminal law was subject to
interpretation by analogy, inherited from the Fetha Nagast. This lack of
knowledge of punishment on the part of the judge, and interpretation by
analogy reflecting on the lack of knowledge on the part of the subject
regarding the prohibited conduct, utterly contradicts the doctrine of rule of
law.

Both the 1953 Federal Criminal Law and the 1957 Penal Code were adopted
by the Emperor who was not elected. The 1974 Special Penal Code was
adopted as per the provisions of the Proclamation that Defines the Powers and
Responsibilities of the PMAC, an organ which vested all lawmaking power
on itself.™™ The PMAC was composed of unelected army personnel to
administer the country provisionally, until a constitution would be drawn up
and elections were conducted.™®

These phenomena give the impression that the lawmaker was principally
focused on the doctrine of a valid positive law. Therefore, one may conclude
that the doctrine of rule of law that existed at the time was merely having a
valid law irrespective of its content.

The rule of law conception based on the existence of positive law is a
positivist understanding of the law. Nevertheless, PMAC gives the impression

Obviously, there is no distinction between civil and criminal cases. Fetha Nagast, supra
note 74, at 251, 253.

154 The Fetha Nagast only helps in the determination of guilt. If the person is convicted, he
wold be sent to the Governor for sentencing. Graven, supra note 6, at 273.

% Proc No 2 of 1974, supra note 35, art 6.

156 proc No 1 of 1974, supra note 19, art 6.

229



Bahir Dar University Journal of Law Vol.14, No.2(June 2024)

that it has naturalist theory of law; this is abstracted from two provisions of
the law. First, the Special Penal Code was made applicable retroactively,
based on the assertion that some of the crimes that had allegedly been
committed by the previous regime were contrary to natural justice.>" Second,
it accused the previous government that human rights emanating from nature
are coined as the ones that is granted from the Emperor.™®

These appeals to higher moral principles give the impression that the state’s
theory of law is naturalist and, thus, the positive law would have been tested
against a certain higher standard for validity.However, such appeals were
matters of convenience and there had not been any higher standard against
which the laws were being tested, nor had the Government complied with the
positive law it put in place. Its claim to higher moral values is rather defeated
by its assertion that it shall make all types of laws which is a claim of
‘sovereignty’ an antithesis of rule of law.**®

An essential element of the pure legality notion of the rule of law is the clarity
of the rules. First, the law was made applicable retroactively. Yet, some of the
provisions, such as article 35 of the Special Penal Code were difficult to
comply with due to the fact that the content of the provision could not
properly be defined.’®® The content of the motto Ethiopia Tikidem was not
subject to any discussion for that matter. Thus, what was contrary to this
motto ever remained vague. Also, the fact that the law was made by the
Council which had not been elected would make a big difference on the claim
of the rule of law. However, a retroactively applied criminal law could never

157 Special Penal Code, supra note 21, preamble para 11.

%8 proc No 1 or 1974, supra note 19, preamble para 3.

%% Proc No 2 of 1974, supra note 35, art 6. However, one should not forget the extra-judicial
acts of the Government, despite all these powers. See, e.g., supra note 22.

180 See supra note 131 for the content of the provisions the Special Penal Code, supra note 21,
art 35.

230



Governing Using Criminal Law

be complied with and it contradicts to any doctrine of the rule of law. Thus, in
those several decades, the Ethiopian criminal laws never complied with the
elementary doctrine of the rule of law.

In later developments, the FDRE Constitution provides for fundamental
elements of the thick concept of the rule of law. First, it recognises that
sovereignty is vested in the people’® not in the government or the law.
Second, it commits itself to an establishment of a political community based
on ‘democratic order’ which is further based on ‘rule of law’;*®? third, it also
expresses its conviction in that such democratic order based on rule of law is
possible only when there is respect for fundamental rights and freedoms of the
individual and people.'®® For the rest, the Constitution provides that it is the
supreme law of the land:** that ‘human rights and freedoms emanating from
the nature of mankind, are inviolable and inalienable’.'® Every person has

the inviolable and inalienable right to life, and the security of person and
> 166

liberty’.
In terms of the power arrangement, Ethiopia is a federal state. Power is
distributed both horizontally and vertically. Thus, the powers of the Federal
Government are provided for under article 51. The law-making power of the
Federal House is also provided for under article 55. There are two provisions
that require specific examination. Article 51(1) provides for a general

81 The Constitution makes reference to the Ethiopian Nations, Nationalities and Peoples.
FDRE Const., art 8(1). For the instrumental and fictitious nature of sovereignty, see
Simeneh Kiros Assefa, Sovereignty, Criminalising Power of the State and Fundamental
Rights In 12 MIZAN L. REV. 127 (2018).

182|d., preamble para 1.

1831d., preamble para 2.

%4 FDRE Const., art 9(1).

1%51d., art 10(1).

1%61d. art 14. The following provisions, arts 15 — 17, provide for the content of the right to life,
liberty and security of person. art 18 specifically provides for the prohibition of cruel,
inhuman and degrading treatment and punishment.
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legislative power of the House on matters that are designated to fall under the
power of Federal Government; yet, the criminal lawmaking power is
expressly provided for under article 55(5).

Despite such constitutional normative and institutional limitations, however,
there is an inflation of criminal law which resulted in the over-criminalisation
and over-punishment of conducts.*®” Those legislations indicate that some of
the conducts should not have been criminalised; and others are over-punished.
Thus, the criminal law is unjustifiably used to achieve purposes other than the
purpose of the criminal law. Some of the legal provisions are contrary to the
constitutional provisions and values. Criminal laws made by government
agencies are contrary to the constitutional institutional arrangement; even
when the law is properly adopted by the House, when it punishes conducts
that should not be criminalised, or those conducts are legitimately
criminalised but over punished, which is contrary to the Constitution and the
legislative promise to limited use of the criminal law.

The unlimited power of the House is obviously contrary to the basic notion of
limited government; which in turn is contrary to the doctrine of the rule of
law. The court is also applying those criminal rules scrupulously.'®® The
claim of the Government that whatever the nature of the criminal law the
House adopts has to be complied with and the claim that the rule of law
should be maintained at the same time contradicts the very doctrine of rule of
law however it is understood.

167 For detailed discussion, see Simeneh and Cherinet, supra note 4, section 4.3.
%8Simeneh Kiros Assefa, Non-Positivist ‘Higher Norms’ and Formal ~Positivism:
Interpretation of the Ethiopian Criminal Law In 14 MIZAN L. REV. 85 (2020).
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Conclusion

It is stating the obvious that there is a strong link between law and politics.
Because of such strong link, political fights are fought through the law. In this
fight law is used as a means to achieving various ends for those who have
political leverage; at the forefront is the criminal law; there is an excessive use
of criminal law. There is also a constant effort to increase punishment. While
the single most important purpose of criminal law was maintaining the social
existence of men, the instrumental nature of the law and institutions becomes
a challenge to the rule of law.

The mere enforcement of criminal law is equated with the rule of law in this
country. However, in order to better understand the doctrine of the rule of law
or the instrumental nature of criminal law, one has to first adopt a particular
legal theory regarding the nature of law. This theory is a paradigm which
define the understanding of law, the method, the process and institutions. The
Ethiopian law does not appear to be adopting a particular legal theory other
than giving such impression.

The discussion should not be understood to make criminal law as a whole
irrelevant because that part of the criminal law punishing, such as murder,
rape and robbery helps to make the social existence of man possible. Nor is
criminal law the only instrument in the political power struggle. The
constitutional and administrative laws are also used to achieve such objectives
but their overarching objectives are also sanctioned by criminal law. This
makes criminal law quintessentially a political tool. The chronology clearly
depicts that, for the most part, Ethiopia is administered by criminal law rather
than constitutional or administrative law.

Yet, when the content of the law is not known, the lawmaking body is not
democratically elected, the law does not meet the requirements of
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fundamental rights; mere aggressive enforcement of criminal law cannot
create a sense of rule of law. This is clearly so where there is no
contemporaneous constitutional litigation to afford defendants protection
from unreasonable criminal law and punishment.
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Social Enterprise in Ethiopia: Examining Major Regulatory Issues
Tajebe Getaneh Enyew?*
Abstract

Traditionally, private entities were divided into for-profit and non-profit
organizations, with the goal of maximizing profit and social impact,
respectively. Recently, however, both social and financial maximization have
begun to be carried out in a single institution. Investors start a firm with the
primary purpose of fixing the community's social, environmental, economic,
and cultural (SEEC) concerns while earning a modest profit. These types of
businesses are called social enterprises. Social enterprises combine profit and
social mission into a single company. Though their income is primarily
derived from their business, they also get donor-funded grants and
government subsidies. Though these types of businesses are flourishing in
Ethiopia, there is no special regulatory framework in Ethiopia designed for
social enterprise so far. They are treated and regulated as ordinary for-profit
businesses under Ethiopia’s existing Commercial Code. The goal of this
article is to investigate the regulatory concerns of social enterprises and the
viability of regulating them within Ethiopia’s existing commercial laws. To
achieve this goal, the author applies doctrinal research methods. Finally, the
author discusses important regulatory challenges for social companies in
Ethiopia. The major issues of social enterprise regulation identified by this
study include business legal form, evaluation of the social mission, profit
allocation, asset transfer, business sale and merger, disclosure of enterprise
performance, the duty and liability of directors and managers to stakeholders,
and supervision. The author concluded that the existing rules of the

PDepartment of Law, School of Law, Bahir Dar University, P.O.Box 79, Bahir Dar, Ethiopia.
The author can be reached at tajebe01@gmail.com
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Commercial Code are not suitable to regulate these major concerns of social
enterprises. Thus, the author recommends that the government promulgate a
specific law that regulates these issues of social enterprises.

Key words: Social Enterprise; Regulatory Concerns; Social Mission;
Ethiopia

Introduction

Traditionally, private entities were dichotomized as for-profit and nonprofit.*
While for-profit legal entities try to maximize the interests of shareholders,
nonprofit organizations (NPOs) work to tackle social, environmental,
economic, and cultural problems (SEEC) of societies by collecting income
mainly from grants, “legacies,” and membership payments.”> Nowadays,
however, the attributes of for-profit and nonprofit legal entities begin to be
mingled in a single legal entity. On the one hand, nonprofit legal entities
participate actively in income-generating activities like for-profit corporations
to fund their mission.® On the other hand, for-profit business entities enter a
deep commitment to solving the SEEC problems of the community like that
of nonprofit entities.* The fuse of the features of nonprofit and for-profit
entities in a single legal entity causes the creation of another category of a
legal entity called social enterprise, which engages in commercial activity

"Mark S. Blodgett et al, ‘Social Enterprise: Reaffirming Public Purpose Governance through
Shared Value’,Journal of Business and Securities Law, Vol. 16:No. 2, (2016), p. 306.

2 Bob Dohertyet al, ‘Social Enterprises as Hybrid Organizations: A Review andResearch
Agenda’, International Journal of Management Reviews, Vol.16:No. 4, (2014), p. 3.

® Matthew F. Doeringer, “Fostering Social Enterprise: A Historical and International Analysis’,
Duke Journal of Comparative &International Law, Vol. 20: No. 2, (2010), P. 293-294.

“Robert Katz and Antony Page, The Role of Social Enterprise, Vermont Law Review, Vol. 35,
(2010), P 3.
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with the prime mission of solving SEEC problems of society.> Such a type of
legal entity is also known as shared value, mission-driven business, social
business, social entrepreneurship, or triple bottom line.®

In the past few decades, the concept of social enterprise has expanded in
many countries in Europe, USA, Latin America, and Asia.” As social
enterprise is a strategic tool to solve SEEC problems in the community, it
easily gets acceptance in many countries.? Even some countries develop
separate policies and regulatory frameworks for social enterprises with the
view of facilitating them.® The United Kingdom (UK),’® United States of
America (USA),* Canada (British Columbia and Nova Scotia),"> and
Italy*3are countries that develop policies and regulatory frameworks for social
enterprises.

The concept of social enterprise has also begun to be practiced in Ethiopia in
recent periods.* There are many socially conscious businesses running their
commercial activities to address SEEC problems of the society in Ethiopia.

® Alissa Mickels, ‘Beyond Corporate Social Responsibility: Reconciling the Ideals of a For-
Benefit Corporation with Director Fiduciary Duties in the U.S. and Europe’, Hastings
International and Company Law Review, Vol. 32: No. 1, (2009), P. 279.

®Alicia E. Plerhoples, ‘Can an Old Dog Learn New Tricks? Applying Traditional Corporate
Law Principles toNew Social Enterprise Legislation’, Transactions: The Tennessee journalof
Business Law, Vol. 13: No.2, (2012)

"Jacques Defournyand Marthe Nyssens, ‘Conceptions of Social Enterprise in Europe: A
Comparative Perspective with the United States’, (2012), p. 4.

81d. p. 1ff.

® Doeringer, Supra note 3, p. 306 ff.

0. p. 309.

11d. p. 210 ff.

12 Pauline O’Connor, ‘The New Regulatory Regime for Social Enterprises in Canada: Potential
Impacts on Nonprofit Growth and Sustainability’, Centre for Voluntary Sector Studies,
Ryerson University, Working Paper Series, Vol. 1, (2014,), P. 7 ff.

13 Alissa Pelatan and Roberto Randazzo, ‘The First European Benefit Corporation: Blurring the
Lines Between ‘Social” And ‘Business’,  , p.1.

% British council, The State ofSocial Enterprises in Ethiopian, (2016), P. 7.
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This type of business dons not, however, get policy recognition and support
on the part of the government. Rather, they are subject to the same rules of
regulation as other profit-oriented businesses.°They are licensed and
registered in various business legal forms such as partnerships, companies,
and sole traders."®They acquired the status of social enterprise through self-
declaration after they were licensed as an ordinary business."” Nevertheless,
there is some confusion about whether the existing business laws of Ethiopia
are fit to regulate social enterprises in the country. Specifically, it is not clear
whether the existing business regulations of Ethiopia are fit to regulate social
enterprises’ activities and to protect the interests of customers, the
community, donors, and investors. The purpose of this article is, therefore, to
examine the major regulatory concerns of social enterprises and the feasibility
of regulating them through the existing commercial laws of Ethiopia.

1. Nature, Development and Features of Social enterprise
1.1. Nature of Social Enterprise

Though the social enterprise business type is expanded in many jurisdictions
in the world, including Ethiopia, it lacks a single definition.’® In some
European countries, social enterprise is understood as not-for-profit entities
that engage in commercial activities without profit distribution.”® For
example, in Italy, social enterprise is understood as a private legal entity,? in
for-profit or nonprofit legal form, that ‘perform continuously and mainly

8Blodgett et al, Supra note 1, p. 313.
¥ Mystica M. Alexander, ‘A Comparative Look at International Approaches to Social
Enterprise: Public Policy,Investment Structure, and Tax Incentives’, William &Mary
. BusinessLaw Review, Vol.7: No 2, (2016), p. 9.
Id.
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economic activity of production or exchange of goods and services of social
utility, aimed at achieving general interest goals’*" and “either reinvest those
profits in public benefit or use them to increase assets.?? In some other
countries, however, it is used to describe for-profit ventures that carry out a
business to solve SEEC problems with possible distribution of limited profit
to owners.”® For example, in Belgium, it is understood as a company with ‘a
purpose of serving members of the community rather than seeking profit,
independent management, a democratic decision-making process, and the
primacy of people and labor over the capital in the distribution of income.’**
In the UK, it is defined as ‘a business with primarily social objectives whose
surpluses are principally reinvested for that purpose in the business or in the
community, rather than being driven by the need to maximise[sic] profit for
shareholders and owners’.> Furthermore, in South Korea, article 2 of the
Social Enterprise Promotion Act enacted in 2006 (SEPA) defined social
enterprise as;

“[T]hose companies that have been certified (...) that engage in business
activities such as the production and sale of goods and services with the
objective of achieving social goals, including providing vulnerable groups
with social services or jobs, thus improving the local residents’ quality of
life.” Additionally, for an enterprise to be legally recognized as a social
enterprise, the SEPA requires that it “adopt a decision-making structure
where stakeholders (including service recipients, workers, etc.) are

Z\Weisen Tang, The Research on Social Enterprise Legal Systems —To Establish the Social
Enterprise Legal System in China, PhD Thesis, Doctoral School in Comparative And
European Legal Studies, (2014-2015), P. 16 ff.

2 Alexander, Supra note 19, p. 9.

Z1d., p. 2.

2 Doeringer, Supra note 3, p. 308.

% Robert T. Esposito, The Social Enterprise Revolution in Corporate Law: A Primer on
Emerging Corporate Entities in Europe and the United States and the Case for the Benefit
Corporation, William & Mary Business Law Review, Vol. 4, (2013), p. 646.
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represented” and that “at least two-thirds of any profits generated (...) be
used for the realization of social goals”, thus making the elements of
participatory  decision-making and social contribution mandatory
requirements. (Quotations in original)®®

When we see the definition of social enterprise in the context of Ethiopia, we
may not be able to get any literature or legal instrument that gives a clear
definition of social enterprise, as it is a newly developed business type. In fact,
an attempt is made in one literature to give some operational criteria of social
enterprise. To mention it, research conducted by the British Council?®’ tries to
give some operational criteria of determining the social enterprise status of a
business. According to this study, a social enterprise is a legal entity that (1)
gives primacy for achievement of social goals or equal weight with the profit-
making objective; (2) drives its majority fund from its business operation, but
can receive donation; and (3) can distribute few profits but not as a primary
mission.?® Except for these criteria, there has been no any attempt thus far to
define social enterprise in Ethiopia. Because of this, the author adopts the
following operational definition:

Social enterpriseisa privately owned business that undertakes a business
freely with the primary aim of solving SEEC problems of the community in
tandem with limited profit distribution and that collects funds from multiple
sources, including donations. Such entities, from the outset, registered as a
for-profit legal entity, not as a non-profit entity or as a subsidiary of a
nonprofit entity. Though their primary source of such entities is income

% Hwang Deok Soon et al, ‘Social Enterprise in South Korea: International Comparative
Social Enterprises Models (ICSEM)’, ICSEM Working Papers No. 35, (2016), p. 4

2" British council, Supra note 14, P. 7

28
Id.
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generated from their business, they also receive funds from donations, debt,
and other sources of funding.

1.2. Development of Social Enterprises

In its modern sense, social enterprise emerged in Italy in the 1980s.”Social
enterprise first originated from the nonprofit sector when “volunteers”
undertake businesses to render “social services” and create job opportunities
to the disadvantaged people.®° It was in 1991 that social enterprise got official
recognition when the Italian government recognized it in distinctive
legislation, Social Cooperative Act (law 381/1991) and legal form, Social
Cooperative.** Unlike traditional co-operatives whose primary aim is to serve
their members, the Italian social co-operatives aim at serving non-member
communities by undertaking business with total inhibition of profit
distribution to members.** Inspired by the development of social cooperative
social enterprises in Italy, most European countries also introduced Italian-
like co-operative social enterprises at different times.** Italy also enacted
another law on social enterprises in 2005 that allows any legal form of entity,
be it non-profit or for-profit, to operate as a social enterprise, which is referred
to as social enterprise et lege.®* This law also prohibits the distribution of
profit and assets to owners even during the dissolution period.*®

Through different times, most European countries introduced the not-for-
profit social enterprise type, which includes cooperatives, associations,

%Jacques Defourny & Marthe Nyssens, Social Enterprise in Europe:Recent Trends and
Developments, EMES Research Network, 2001, P. 4.

% Alexander, Supra note 19, p.9.

#d.

*21d., p. 5.

% Defourny and Nyssens, Supra note 7, p. 4.

2: Alexander, Supra note 19, p. 9.
Id.
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foundations, and mutual societies®. In general, the social enterprise in most
European countries developed in the nonprofit sector through undertaking a
business to resolve SEEC problems of non-member societies with a total
prohibition of profit distribution and asset lock in the dissolution period. Such
a type of social enterprise is categorized as a “not-for-profit” social
enterprise.”’

The concept of social enterprise, however, has also begun to develop in the
for-profit sector.®® For-profit entities have begun to engage in commercial
activities with the prime motive of solving SEEC problems, but with limited
profit distribution.** Such type of social enterprise is called a for-profit or
hybrid social enterprise and serves two masters: driving profit and solving
SEEC problems.* For-profit social enterprises were recognized for the first
time in Belgium in 1995, during which the Belgium parliament passed a law
that creates a legal form called “Société a Finalité Sociale (SFS)” for social
enterprises.**SFS is a legal form designed for social enterprises with a total or
partial (not more than 6% on the investor’s principal) restriction of profit
distribution.** Similarly, the UK government recognized social enterprises in
a distinct legal form called ‘community interest company (CIC) in 2004.%
The UK’s CIC is a hybrid social enterprise model that integrates “the mission
of creating social betterment with generating a profit for investors.** The
parliament of the UK opted to adopt a for-profit social enterprise than a not-

*Jacques Defourny & Marthe Nyssens, ‘Social enterprise in Europe: At the crossroads of
market, public policies and third sector’, Policy and Society, VVol. 29: No. 3, (2010),P. 232.

% Defourny and Nyssens, Supra note 7, p. 4.

* Katz & Page,Supra note 4, p. 60-61.

¥ Alexander, Supra note 19, p. 2.

“OPlerhoples, Supra note 6, p. 223.

> Doeringer, Supra note 3, p. 308.

4., p. 309.

3 Esposito, Supra note 25, P. 675 ff.

4 Alexander, Supra note 19, p. 12.
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for-profit social enterprise model by justifying that the former is better to raise
capital through attracting investors by rewarding return for owners.*

Similarly, in the USA, many states introduced for-profit social enterprises at
different periods. Vermont introduced a low-profit limited liability
Company,* California introduced Flexible Purpose Corporations (FPCs) in
2011, and Maryland introduced benefit Corporation (BC) in 2010."
Moreover, British Columbia and Nova Scotia in Canada have also introduced
their own hybrid social enterprise legal form namely Community
Contribution Companies (C3s) in 2012, and Community Interest Companies
(CICs) in 2012, respectively®. Like the UK’s CIC social enterprise model,
these two forms of social enterprises designed to enable investors to do
business to bring positive social and environmental externalities, and at the
same time, to drive limited profit for owners.*

The concept of social enterprise is not well developed in Africa compared
with the US and Europe. But there are some movements to seek the
development of social enterprise in the country. For example, Rwanda, which
is the first African country to recognize social enterprise officially, has
introduced the community benefit Company legal form of social enterprises at
the beginning of 2021 through promulgating legislation known as Benefit
Corporation.**However, most African countries do not enact a separate law
for social enterprises, though such a type of business exists in many
jurisdictions.

“d.

“T'1d. P. 688 ff.

8 0’Connor, Supra note 12, P. 7.

“1d. p. 28 ff.

%0 «“Rwanda Becomes 5™ in the world to pass law on conscious Business Practices,” available at
<https://b-labafrica.net/rwanda-becomes-5th-country-in-the-world-to-pass-law-on-
conscious-business-practices/>, accessed on August 20, 2024.
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In Ethiopia, investors in the for-profit sector commence undertaking
businesses with the primary aim of solving SEEC problems of the society by
considering themselves as social entrepreneurs.”® They start to be socially,
culturally, and environmentally conscious and endeavor to fill the gaps left
unmet by other sectors. Ecopia Organic Food PLC,** Eternum Energy
Ventures (EnVent),”®> World Entrepreneurs Do Good (W.E. Do Good)
company,>*Oliberté Limited company,> Eminence Social Entrepreneurs
Company,”® Bahir Zaf Restaurant®’, Whiz Kids Workshop PLC,*and Tebita
Ambulance Company®® are some of the businesses that claim the status of
social enterprise, declaring that their primary aim is solving SEEC problems
of the community. Generally, after recent periods, the concept of social
enterprise is also being practiced in Ethiopia without, however, any policy,
and legal recognition on the part of the government.

L id. p. 4 ff.

S2“Ecopia// Welcome//Company”, availableat <http://www.ecopia.de/>accessed on February
23, 2024

53 “Africa’s Need is Not Another Great Lamp Design— EnVent Energy Energizes Solar Lamp
Distribution in Ethiopia (EcoStories)”, available <http://www.bailiffafrica.org/africas-need-
is-not-another-great-lamp-design-envent-energy-energizes-solar-lamp-distribution-in-
ethiopia-ecostories/> accessed on February 23, 2024

% «“SDUS  Business Alum Builds School in  Ethiopia” available at
<https://business.sdsu.edu/articles/2016/02/Ethiopia> accessed on February 23, 2024

% “Qliberté’s factory in Addis Ababa, Ethiopia: The world’s first Fair Trade Certified™
footwear manufacturing factory” available at <https://www.oliberte.com/pages/fair-trade-
certified/> accessed on February 23, 2024

56 “Eminence Social Entrepreneurs” available at
<https://www.2merkato.com/directory/19911-eminence-social-entrepreneurs)> accessed on
February 23, 2024

* British council, Supra note 14, p.27.

%8 «Mission and Milestones”, available at <http://www.whizkidsworkshop.com/about/mission-
milestones/>accessed on February 23, 2024

% “Team-Tebita Ambulance”, available at <http:/tebitaambulance.com/team/> accessed on
February 23, 2024
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1.3. Basic Features of Social Enterprise

As the name indicates, social enterprise has two dimensions, namely the
enterprise and social dimension. These two dimensions are the major
characteristics of social enterprise. In appreciating the major features of social
enterprises, one may say that social enterprises are the direct replica of public
enterprises. As different literature mentioned, similar to social enterprise, the
public enterprise has two basic aspects, i.e. public and private/enterprise
dimensions.®® But this doesn’t mean that all features of public and social
enterprises are the same. For example, unlike public enterprises, social
enterprises may not be necessarily fully owned by the public or society.
Especially, in the case of for-profit social enterprises, there is no public
ownership at all. The details of each dimension are elaborated herein under.

13.1. The Enterprise Feature

Social enterprises undertake economic activities with the motive of generating
profit.®> They continuously engage in the production and sale of goods and
services, which is the very secret of their survival.®? They employ business
methods, principles, and strategies like that of profit-oriented business®® and
interact with the market, other competitors, and business regulatory
institutions.>* The profit motive of social enterprises makes them efficient and

8 Tewedros Meheret, ‘The Concept and Characteristics of Public Enterprises in Ethiopia’,
Mizan Law Review, Vol. 8: No.2, (2014), P. 342.

S'Keren G. Raz, ‘“Toward an Improved Legal Form for SocialEnterprise’, New York University
School of Law, Vol. 36, (2012), P. 283-310.

2Robert A. Katz & Antony Page, ‘Sustainable Business’, Emory Law Journal, Vol. 62, (2012-
2013), P. 851.

% d.

® Nardia Haigh and Andrew J. Hoffman, ‘Hybrid organizations: The Next Chapter of
Sustainable Business’, Universe Science Direct, Vol. 41, (2012), p. 129.
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innovators.®® They strive to maximize their investment return by winning the
competition that may face in the market.®® Financially, social enterprises
primarily rely on incomes generated from their commercial activities.*’
Though there are some other sources of funds, such as grants, driving an
economic gain through engaging in commercial activities takes the lion share
of their fund source.

The other enterprise feature of social enterprise is the distribution of profit to
investors. Unlike NPOs, social enterprises reward some sort of return to
investors, as an incidental to their non-financial mission.” For example, in the
UK®, Belgium™, USA™ and Canada’®, social enterprise investors can
receive a restricted amount of dividend. Because of the possibility of
distributing a limited amount of profit to investors in social enterprises, social
enterprises, unlike NPOs, can issue equity security to raise their capital
through attracting new equity investors.”® In addition, social enterprises may
also receive a donation from donors like that of NPOs."

8. Gregory Dees and Beth Battle Anderson, ‘For-Profit Social Ventures’, in Marilyn L.
o Kourilsky and William B. Walstad, Social Entrepreneurship,(2003), p. 5.
Id.

"Katz & Page, Supra note 62, P. 853.

% Michael D. Gottesman, From Cobblestones to Pavement, P. 348.

% In the UK, social enterprise investors allowed to receive not more than 50% of the annual net
profit (O’Connor, Supra note 12, P. 46).

™ Social enterprise investors in Belgium permitted to receive not more than 6% of the annual
profit (Doeringer, Supra note 3, p. 309).

™ Alexander,Supra note 19, p.5.

™ In a district of British Columbia and Nova Scotia, social enterprises allowed to distribute
surplus to investors which shall not be exceeded 40% of the total annual profit of the
enterprise (O’Connor, supra note 12).

"Michael Blatchford and Margaret Mason, ‘Introducing the Community Contribution
Company: A New Structure for Social Enterprise’, presented for the Legal Education
Society of Alberta, (2013), p. 17.

™ Raz, Supra note 61, p. 294-295.
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1.3.2.  The Social/Environmental Feature

The social and/or environmental dimension is the other feature of social
enterprises. Social enterprises are created primarily to solve SEEC problems
of society.”Their core objective is the creation of “social value,””® and they
describe their social objectives expressly.”” They, rather than donating some
amount of money to charities, worry about how to address certain social
problems that happen in society.”® They reinvest the majority portion of their
profit to solve SEEC problems in the community.”® Unlike for-profit
businesses, social enterprises make social goals a primary motive of their
existence.%° For-profit businesses practice CSR, not with a true conscious of
solving SEEC problems; but as a means of building a brand for their
business.®" In addition, the objective of social enterprise is to solve SEEC
problems of the society, i.e. non-members of the enterprise. Unlike
cooperative legal entities, which primarily focus on addressing members’
SEEC problems, social enterprises’ focus is to solve SEEC problems of non-
members.*

Moreover, the social dimension of social enterprises includes the social
management system and stakeholders’ participatory corporate governance
system. Users or customers participate in the decision-making process and

™ Fiona Wilson and James E., ‘Business models for people, planet & profits: exploring the
phenomena of social business, a market-based approach to social value creation’, Small
Business Economics, Vol. 40: No. 3, (2013), p. 716.

d.

"Reiser, ‘Theorizing Forms For Social Enterprise’, Emory Law Journal, Vol. 62, (2013), p.
684.

" Raz, Supra note 61, p. 290.

™ Alexander, Supra note 66, P. 34.

8 Alexander, Supra note 19, p. 6.

g,

8  “Demutualization of Cooperatives: Reasons and Perspectives”, available at
<www.coopgalor.com/doc/DemutualizationCooperatives21.5.08.pdf>,accessed on April 26,
2024.
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management of the business through their representatives.® Furthermore, the
social dimension of social enterprises includes the public control
feature.**Social enterprises are supervised by public authorities representing
individuals to ensure the fulfillment of requirements of law and the alignment
of social enterprise deeds to their original motive.*

2. Major Regulatory Issues of Social Enterprises in Ethiopia

Normally, one may identify a lot of areas of regulation of social enterprises
that a law needs to address. The area of regulation may be entry regulation,
operational regulation, and exit regulation. This article may not go through all
these areas of regulation in detail. Rather, the focus of the article is to examine
only the major issues of regulation for social enterprise business types. Hence,
the next analysis of this paper focuses on some selected major issues of social
enterprise regulation.

2.1. Legal Form

The first legal concern of social enterprise is the availability of a legal form
that allows investors to blend social and profit-making objectives in a single
business. Social enterprises are businesses that blend financial and non-
financial missions into a single entity.*® They are motivated by the mission of
realizing “triple bottom lines” (social, environmental, and profit) in a single

8 Defourny and Nyssens, Supra note 7, p. 7.

8 Policy Department C: Citizens' Rights and Constitutional Affairs of European Parliament, A
European Statute for Social and Solidarity-Based Enterprise,European Union, Brussels,
(2017), p.7.

85 |d

8| eff, Benjamin M., Preventing Private Inurement in Tranched Social Enterprises, Seton Hall
Law Review, Vol. 41, (2015), p. 10.
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undertaking.! To license such types of investors to engage in the market, there
shall be a legal form that permits investors to blend both the social and profit-
making objectives into a single business entity. The form shall also be
designed in a way that allows investors, customers, employees, funders, and
other stakeholders to identify socially-oriented businesses from profit-oriented
businesses.?® Though it may not be conclusive evidence as to the genuineness
of the social mission, the nomenclature of the form of the business can at least
gives the first-impression to stakeholders that whether the enterprise’s
primary motive is to realize social missions.®® Mission-sympathetic parties,
including donors, employees, customers, and investors who want to make a
contribution to social-oriented businesses, will, at first glance, look at the
name of the form using which social enterprises are licensed and registered to
identify the entity’s primary mission.” If the form of the enterprise transmits
a message to society about the purpose of the business, stakeholders may
easily distinguish socially conscious businesses from others. This can help
them avoid confusion in determining the status of the businesses while they
make interactions with such businesses.

Furthermore, the form of the social enterprise shall allow the social
entrepreneur to build a brand for their products and services.** Branding is the
core advantage that social entrepreneurs can receive from investing in social
enterprises.” Because of the social aspect of social enterprises, customers will
give special preference for products and services of such enterprises; donors
may incite to support such businesses; talented employees may be attracted to

8Murray, J. Haskell, Choose Your Own Master: Social Enterprise, Certifications and Benefit
Corporation Statutes, American University Business Law Review, Vol. 2: No. 1, (2012), p. 4.

®]John Tyle et al, ‘Producing Better Mileage: Advancing the Design and Usefulness of Hybrid
Vehicles for Social Business Ventures’, Quinnipiac Law Review, Vol. 33, (2015), p. 242.

¥ 1d. p. 243.

% Katz & Page,Supra note 4, P. 93.

L1d., P. 4.

%2plerhoples, Supra note 6, P. 235.
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work in such businesses; and investors may become interested investing in
such businesses.”® But this can be so when there is a form that is specifically
designed for social enterprises and easily identifiable. The name of the legal
form of social enterprises in the UK is the best example for this discussion.
UK has designed “Community Interest Company” as a legal form for social
enterprises.g4The name ‘Community Interest Company’ transmits the
message to society about the purpose of the businesses that adopt this form. It,
at least, tells the community that the businesses that are licensed through this
form have the mission of serving the community along with profit-making
motives. Generally, the name of the form shall also be easily identifiable by
customers, donors, and other stakeholders.

Under the current Ethiopian Commercial Code, a person can engage in
businesses either as a sole proprietorship,*or through a business
organization.”® A person may need to undertake a business in his individual
capacity without creating any cooperation with someone else. The available
legal form for such a type of businessperson is sole proprietorship. Individuals
may also conduct a business in cooperation with other persons who have a
common objective by bringing their capital or labor together.”’ The available
legal forms for such types of businesses are joint venture, general partnership,
limited partnership, Private Limited Partnership, Share Company, one person
limited company, and private limited company.®® In fact, some writers list
cooperative legal form as an additional available legal form for businesses in

% Murray, Supra note 87, p. 52.

 O’Connor, Supra note 12, P. 37.

% Commercial Code of Ethiopia, 2021, Federal Negarit Gazzete, Exra Ordinary Issue, Proc.
No. 1243/2021, art. 5 ff (hereinafter, Commercial Code of Ethiopia).

%d., art. 172 ff.

" Gizachew Silesh, The Commercial Dichotomy of Business organization and Its Legal
Significance Under the Ethiopian Law, Bahir Dar University Journal of Law, Vol. 3,: No. 1,
(2014), p. 40.

% Commercial Code of Ethiopia, Supra Note 84, art. 174.
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Ethiopia.®This author, however, does not agree about the availability of
cooperative business legal form in Ethiopia. The cooperative legal form is not
a legal form available for investors. It is a legal form designed for individuals
who want to solve their common SEEC problems.’®®An investor cannot
choose a cooperative legal form as an option for his investment. From the
outset, it is hardly possible even to say that cooperatives are businesses since
their objective is not to make a profit from their business.

Given these legal forms of business, the next issue is whether social
enterprises in Ethiopia can operate using either of these business forms. This
issue can be analyzed from two perspectives. First, it can be explored from the
perspective of social entrepreneurs. Under the current business laws of
Ethiopia, though there is no clear permission, at least; there is no prohibition
to operate a business with the primary motive of solving SEEC problems of
the society along with the distribution of a limited amount of profit.
Individuals who want to undertake a business in Ethiopia as a trader or
businessperson need, among others, to engage in economic activities that are
designed as such by law professionally and for gain.'®* The law does not,
however, prohibit the reinvestment of the majority portion of businesses’
profit to social purposes so long as owners agree to that effect.

What if, for example, investors agree to limit their portion of return to be
distributed to them only ten percent or else and to reinvest the remaining to
social purposes? Can the regulatory authority refuse to license and register

% For example on a legal guide written by Mehrteab Leul & Associates Law Office mentioned
cooperative legal forms as one form available for doing business in Ethiopia (Mehrteab Leul
& Associates Law Office, Doing Business in Ethiopia: A Brief Legal Guide, 1% ed.,(2015),

p., 4 ff).

10 Cooperative societies proclamation, 2016, Federal Negarit Gazette, proc. No. no. 985, 23™
year no. 7, Article 2/1

01 Commercial Code of Ethiopia, Supra note 95, art. 5; and Commercial Registration and
Licensing, 2016, Proc. No. 980, 22" year, no. 101, art 2/2.
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such investors as a trader or businessperson? The answer is probably not. The
law requires only the continuous engagement of a person in commercial
activities and the driving of some benefit from such activities in the form of
profit, regardless of the amount to be distributed to him. Even the law may not
prohibit the reinvestment of the majority portion of businesses’ profit for the
social mission unless such act has an intention of illegal activities. Thus,
persons who want to undertake economic activities with the primary objective
of resolving SEEC problems in tandem with the distribution of a limited
amount of profit can be licensed as a trader/businessperson using the existing
businesses legal forms. Even though the law does not prohibit the licensing
and registration of such types of businesses, the name of existing legal forms
do not fit to protect the interests of stakeholders and social entrepreneurs. As
mentioned above, the names of the legal form of social enterprises needs to
communicate the purpose of the enterprise.

The existing legal forms of business in Ethiopia are not, however, able to
describe the purpose of the business to the community.For example, a social
enterprise that wants to be licensed and registered as a general partnership,'®
limited partnership,'® share company®or private limited company®is
required by law to include the name of the form using which they have been
established next to the trade name of the business. These forms, however, do
not tell the mission/purpose of the business. None of them send a message to
stakeholders, including customers, donors, investors, and others, whether the
mission of the business is solving SEEC problems or maximizing owners’
financial interests.

102 commercial Code of Ethiopia, Supra Note 95, art. 184/1.
19319, art. 213/2.

10414, art. 246.

195 1d. art. 497.
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For example, Ecopia (Ecological Products of Ethiopia) private limited
company (PLC) is a for-profit social enterprise that operates a food processing
business in Ethiopia with the objective of creating the market opportunity for
farmers, improving food security and rural development in the country.*®® But
these missions of the Ecopia PLC cannot be inferred from the name of the
form through which the Ecopia operates, i.e. from the ‘Private Limited
Company’. The name Private Limited Company’ does not have any
indication as to the purpose of the business.Donors who want to make a
donation; customers who want to buy from the socially conscious business;
investors who want to buy socially oriented businesses’ equity; and other
stakeholders cannot easily identify whether Ecopia is a socially committed
company or not.

Similarly, this problem creates a difficulty for owners of the Ecopia PLC to
build a brand for their products and services. Unless the purpose of the
enterprise can be deduced from the name of the form of the business, it can’t
receive the advantage of the branding of its products and services. In fact,
social enterprises can communicate the purpose of their firm to the people
using a trade name, as the law doesn’t forbid using such types of trade names.
But, in such a case, the brand will be limited only to the specific enterprise,
which uses a trade name that conveys the purpose of the business. There will
not exist legal branding for the social enterprise in general. Even allowing
social enterprises to operate in a scattered legal form using their own trade
name will cause uncertainty of form for a social enterprise on the part of
socially conscious investors and societies.

106 «“Ecopia (Ecological Products of Ethiopia)” available at <http://www.ecopia.de/ecopia-
organic-food/> accessed on April 15, 2024.
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2.2, Evaluation of the Social Mission of Social Enterprise

Normally, when social entrepreneurs enter the market, their intention is
expected to be benefiting society at large."’ They engage in the market
claiming that their primary mission is to solve SEEC problems of the
community. Sometimes, however, the social motive of social enterprise
investors may not be as true as declared. Profit seeking investors may falsely
claim the status of social enterprise.'®® Especially, the existence of branding
advantage in social enterprises may inspire greedy investors to claim
deceitfully the status of social enterprises.'®The fake status of a social
enterprise may, consequently, result in the problem of “green or social
washing”, whereby investors use or attempt to use the “branding” and
“goodwill” advantage of social enterprise, by alleging that they are social
entrepreneurs.'°It may give rise to a problem where investors “pay only lip
service to the social mission thereby depriving the potential branding and
signaling benefits of being perceived as a social enterprise without actually
contributing a significant social benefit. '

To show this problem, Robert A. Katsz & Antony Page describes it as “a wolf
(the conventional business) in sheep's clothing (the social enterprise
form).”***To avoid the mock use of the status of social enterprises, social
entrepreneurs shall be required by law to pass a certain criteria of social

Dana Brakman Reiser, ‘Benefit Corporations —A Sustainable Form of Organization?’,Wake
Forest Law Review, Vol. 46, (2011), p. 597.

% Michael A. Hacker, “Profit, People, Planet” Perverted: Holding Benefit Corporations
Accountable to Intended Beneficiaries, Boston College Law Review, Vol. 57, (2016), P.
1757.

1%9Katz & Page, Supra note 62, p. 865.

110 Hacker, Supra note 108, P. 1757.

MlKatz & Page, Supra note 62, p. 865.

112|d.
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mission evaluation.** They have to be required by law to show whether they

are really inspired by and to achieve social missions. To do so, the law shall
set clear social mission evaluation criteria that a social enterprise needs to
pass. In fact, the standards that the social mission of the enterprise going to be
evaluated may vary depending on the SEEC problem of countries. For
example, in the social enterprise model law of USA, the social mission of the
enterprise is evaluated by requiring it to pass the public benefit test i.e.
bringing ‘a material positive impact on society and the environment ... as
measured by a third-party standard.”  (Internal  quotations
omitted).**Specifically, in the USA, social mission is said to exist when the
purpose of the enterprise is;

providing low-income or underserved individuals or communities
with beneficial products or services; (2) promoting economic
opportunity for individuals or communities beyond the creation of
jobs in the normal course of business; (3) protecting or restoring the
environment; (4) improving human health; (5) promoting the arts,
sciences, or advancement of knowledge;(6) increasing the flow of
capital to entities with a purpose to benefit society or the
environment; [or] (7) conferring any other particular benefit on
society or the environment."*

In general, it is the concern of social enterprise regulation to set some social
mission evaluation yardsticks for a legal entity to acquire the status of social
enterprise and to prevent the fake use of the status of social enterprise that
may ultimately result in a social or green washing problem.

BBJatchford and Mason, Supra note 73, p. 8, and Reiser, Supra note 107, p. 597.

Reiser, Supra note 77, p. 690.

M5 American Model Benefit Corporation Legislation with Explanatory Comments, (2016),
section 102.
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When social businesses are left to be regulated under Ethiopia's existing
commercial rules, the regulating organ cannot order them to meet specific
social mission evaluation criteria because there is no legal basis for doing so.
It may expose stakeholders to being manipulated by sham social
entrepreneurs. Sham social entrepreneurs may use their false status to get
donations, attract customers, and get government subsidies, if any. Therefore,
it can be simply concluded that the existing business laws of Ethiopia don’t fit
to regulate the social mission evaluation concern of social enterprises.

2.3. Allocation of Profit

The very reason for the emergence of any social enterprise is to achieve a
certain social goal, rather than maximizing owners’ private gain.ll6Accruing
of private benefit to owners through distributing profit is their incidental
mission."*’As time goes by, however, the primary mission of social
entrepreneurs may be “shadowed” by the profit-making motive.**®Investors
may be fascinated by the profitability of their enterprise and decide to drift
towards receiving a lot amount of dividend from their enterprise’s
profit.**The possibility of shifting towards profit maximization to owners of
social enterprises may be exacerbated after the enterprise builds a brand to its
products and services in the pretext of SEEC problems. The tendency of
investors to receive much profit from their social enterprise will finally lead to
the problem of mission drift,*® “a process of organizational change where an

16 Alexander, Supra note 19, p. 4.
117 Raz, Supra note 61, p. 289.
18 Joseph W. Yockey, ‘The Compliance Case for Social Enterprise’, Michigan Business &
Entrepreneurial Law Review, Vol. 4, (2014), P. 6.
9yockey, Joseph W., Does Social Enterprise Law Matter? Alabama Law Review, U lowa
- Legal Studies Research Paper No. 14-06, (2014), p. 780.
Id.
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organization diverges from its main purpose or mission” through time."**The
existence of mission drift, obviously, will cause the loss of non-financial
missions of the enterprise.

Thus, it is the concern of social enterprise regulation to regulate the allocation
of the profit and thereby to thwart the problem of drifting of the mission of the
enterprise towards profit-making by forgetting its original mission. A
regulation needs to be made by law as to how much of the profit of social
enterprises shall be allocated.***Profits need to be allocated in a way that can
balance the interests of shareholders and stakeholders of social
enterprises.*A legal specification needs to be made as to how much of the
profit should be reinvested to the SEEC missions and to be distributed to
owners. This will help to maintain or lock the SEEC missions of the
enterprise by preventing owners of social enterprises from distributing the
whole or the huge part of the profit to their private benefit.'*Indeed, a
difficulty may arise in determining the amount of profit to be distributed to
owners and to be reinvested for social purposes. For example, if we put the
cap for the profit to be distributed to owners above 50%, in effect, social
enterprises may become the same with for-profit businesses that discharge
their corporate social responsibility (CSR) properly. The social missions may
still remain subordinate to profit-making objectives, and it may be hardly
possible to say that the primary purpose of social enterprises is solving SEEC
problems. Similarly, if we make the cap of profit to be distributed to owners
very few, it may have the effect of discouraging investors to undertake social
enterprises in the country. Thus, the restriction shall be in the middle of the

121 Chris Cornforth, ‘Understanding and Combating Mission Drift in Social enterprises’, Social
Enterprise Journal, Vol. 10: No.1, (2014), p. 3.
122 The UK’S Mission Alignment Working Group, Profit with Purpose Businesses, (2014), p.
14.
123 Id
g
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two extremes, i.e. it shall reconcile the interests of stakeholders and investors
in the social enterprise.

When we scrutinize the existing profit allocation rules of businesses in
Ethiopia, the law doesn’t regulate the profit allocation of businesses. The law,
rather, leaves the power to determine the allocation of the profit of the
business to be determined by the decision of investors.**Thus, when we
allow social enterprises to operate under the existing business laws, the
allocation of their profit will be determined by the decision of owners like that
of traditional for-profit businesses. If, for example, investors in social
enterprises decide to distribute the whole profit of their business to their
private benefit, there is no legal means to prohibit them from doing so. The
regulatory authority can’t forbid them from doing that since there is no law
that imposes a restriction on the allocation of profit of social enterprises.
Letting investors distribute the profit of the enterprise to owners without
imposing any restriction may, however, create an opportunity for owners of
social enterprises to drift towards maximizing the interests of owners through
distributing more profit of the business as time goes by. Even it may create a
chance for owners to distribute the sum of money collected from donors to
their private benefit. Some self-interested entrepreneurs may enrich
themselves by distributing donor-funded capitals for their private benefit. To
conclude, the existing business laws of Ethiopia do not fit to regulate the
profit allocation of social enterprises. Rather, the Ethiopian government needs
to enact a special law for social enterprises that sets a limitation on the amount
of dividend social enterprise investors should receive.

25 For example, the profit allocation of share companies required to be determined by the
ordinary shareholders meeting (Commercial Code of Ethiopia, Supra Note 95, art. 394/1).
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24. Asset Transfer, Sale of Business, and Merger

Besides the aforesaid regulatory concerns, the transfer of assets to members or
to third party both at the time of dissolution and operational stage; the sale of
the social enterprise to another investor; and the merger of the social
enterprise with other for-profit businesses are concerns that a social enterprise
regulation needs to address. Firstly, the concern of asset transfer arises when a
specific asset is transferred to other third parties through sale or else during
the operational life of the enterprise. Here, an asset is understood as “an item
or property which is owned by a [social enterprise]...and which has a money
value.”*? It includes tangible assets such as land and equipment, intangible
assets such as trade name and goodwill, and financial assets such as shares
and stocks."?” Normally, a transfer of a single asset to another person may not
be problematic provided that the asset is transferred with a fair market value
and in realizing social objectives.'?

Nevertheless, sometimes, directors of social enterprises may, for example, sell
an asset of the social enterprise below the market value of the asset to another
for-profit business in which they have a share.*® An asset may be transferred
to owners or directors below the market price in the pretext of sale to drive
income for their non-financial objectives. This will ultimately weaken the
attainment of the non-financial missions of the enterprise. It may also result in
the problem of mission drift. To prevent the happening of such problems,
some restrictions need to be imposed by law on the transfer of assets during
the operational life of the enterprise.

1% The Free Dictionary”, available at <https:/financial-dictionary.thefreedictionary.com/asset>
accessed on April 20, 2024.

127 Id

128 Carol Liao, ‘The Next Stage of CSR for Canada: Transformational Corporate Governance,
Hybrid Legal Structures, and the Growth of Social Enterprise’, McGill International Journal
of Sustainable Development Law and Policy, Vol. 9: No. 1, (2013), p. 80.

129 Esposito, Supra note 25, P. 677.
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Secondly, the issue of asset transfer in social enterprises may arise at the time
of the dissolution of the enterprise.*** Comparable with traditional for-profit
businesses, social enterprises may be dissolved due to different reasons. Then,
the issue that will arise is how the assets that are left after the accomplishment
of liquidation should be distributed. In traditional for-profit businesses, upon
their dissolution, assets left after the liquidation process are permitted to be
distributed to owners or shareholders.*** But if the assets of social enterprises
are allowed to be distributed freely to owners upon the dissolution of social
enterprises, it may affect the interests of donors who were donating grants to
the enterprise; customers who paid beyond the market price for the products
and services of the enterprise, thinking that the enterprise is a socially
motivated entity; and the government, which may give to the enterprise
different policy supports, including tax credit. To protect the interests of such
stakeholders, there shall be some means of locking the assets of social
enterprises during the dissolution of social enterprises. In the UK, for
example, during the dissolution of a social enterprise, equity shareholders can
receive only to the extent of their paid-up capital, and if there is a residual
asset of the dissolved business, it shall be transferred to other similar
community-benefit enterprises.**> The experience of the UK can be adopted
in Ethiopia to lock the assets of social enterprises during dissolution.

The other concern of the social enterprise regulation is when there is the sale
of the social business as a whole or merger of a social enterprise with another

130 |d

31 Under the Ethiopian commercial code, assets left after the settlement of the debts of the
business organization allowed to be distributed to owners or shareholders of the dissolved
business (Commercial Code of Ethiopia, Supra note 95, art.211/1 and 486).

132 “The Community Interest Company Regulations
2005, https://www.legislation.gov.uk/uksi/2005/1788/regulation/23/ made last accessed on
May 24, 2024.
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for-profit business.*** The owner of a social enterprise may decide to sell his

enterprise/the whole business to another person for different reasons. Buyers,
profit-oriented buyers, may become interested in buying the enterprise since
social enterprises are better than traditional for-profit businesses in building a
brand for their products and services.***The sale of the businesses has two
prominent problems. On the one hand, the seller may enrich himself by
selling the whole business, including capital collected from grants and other
supporting mechanisms. On the other hand, the new owner may divert away
from the original social mission of the social enterprise entity and may focus
on generating much profit to his own benefit.*> As Susan Mac Cormac
wrote, the social mission of social enterprise, in most cases, ‘is dependent on
founders' fervor, and when founders retire or sell, their social legacy is often
lost as more traditional owners and managers takeover.”**® This problem is
named a legacy problem.*® The legacy problem is defined as the “risk of
subordinating social missions to the profit” following the change of
ownership of the social enterprise."*® It is one type of mission drift that new
owners of social enterprises drift away from their non-financial objectives
towards driving profit for private benefit following to a change of
ownership."* Stakeholders of social enterprises, especially donors and
beneficiaries, may lose a certain interest in the social enterprise provided that
there is a loss of legacy of the original founder after the enterprise has been

%3).Haskell Murray, ‘Social Enterprise Innovation: Delaware's Public Benefit Corporation
Law’, Harvard Business Law Review, Vol .4, (2014), P. 366.

B34 1d., p. 40.

¥5Susan H. Mac Cormac Et Al., ‘The Emergence of New Corporate Forms: The Need for
Alternative Corporate Designs Integrating Financial And Social Missions’, Summit on The
Future of The Corporation: Paper Series On Corporate Design, p. 88- 97 As Cited by Katz'
& Page,Supra note 4, P. 96.

136 |d

37 Katz & Page,Supra note 4, P. 95.

138 |d

3%y ockey,Supra note 119, p. 793.
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taken over by another new purchaser. To minimize this problem, the UK
social enterprise legislation, for example, allows the sale of socially conscious
businesses only to similar community benefit companies.**® If the social
business is transferred to non-community benefit entities, it has to be sold at a
market value that, in turn, shall be used by the seller for community
purposes.'** Similarly, the Ethiopian government shall enact a law that
stipulates asset lock provisions for social enterprises to maintain the mission
of the enterprise during the sale of social enterprises.

Loss of legacy may also occur when there is a merger of social enterprises
with another for-profit business.***A social enterprise may merge with
another traditional for-profit business due to different reasons. The merger of
a socially conscious entity with a profit-conscious entity may result in the loss
of the legacy of social mission, or it may at least give rise to a difficulty in
detecting whether the legacy of social mission survives after the action of the
merger. Therefore, to avoid such undesirable consequences of the merger, a
legislative regulation must be made about the merger of socially conscious
entities with profit-oriented entities. Different ways of regulation may be
introduced to eliminate the problems of mergers of social enterprises with for-
profit businesses. For example, the Vermont social enterprise statute requires
boards of directors to provide justification why they propose mergers of a
social enterprise with for-profit entities.*** In addition, in order to reduce the
possibility of merger of social enterprise with for-profit businesses, social

10The Community Interest Company Regulations
20057 <https://www.legislation.gov.uk/uksi/2005/1788/requlation/23/ made> accessed on
May 24, 2024.

1 Henry Peter et al, The International Handbookof Social Enterprise LawBenefit
Corporations and Other
Purpose-Driven Companies, Springer, 2023, P, 64.

“2plerhoples, Supra note 6,P. 236.

3 Esposito, Supra note 25, p. 698.
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enterprise legislations of many countries, require the proposal of the merger to
be approved by two-third vote of shareholders.**Generally, because of these
potential problems which may arise following the transfer of asset, sale of the
enterprise or merger of the enterprise with another for-profit business,
regulating the transfer of assets of social enterprises both during the
operational and dissolution stage; change of ownership in the sell-out or
takeover of it by another person; and the merger of social enterprises with
another traditional for-profit businesses become the concern of social
enterprise regulation.

If we regulate social enterprises through the existing commercial laws of
Ethiopia, we may not have any restrictions on the asset transfer, sale, or
merger of a business. As per the Ethiopian commercial laws, during the
operational life of the business, owners have full freedom to transfer a specific
asset of their business to a third party through sale, donation, or otherwise.
There is no legal restriction on the transfer of the assets of businesses to a
third party (outsiders), so long as the owners agree. Similarly, under the
existing laws, assets left after the process of liquidation during the dissolution
of businesses are allowed to be distributed freely to shareholders or owners of
the business.**® Hence, if we regulate social enterprises under the existing
business laws of Ethiopia, it means that they can freely transfer the assets of
the enterprise without being locked both during the operational and
dissolution period.

Moreover, under the existing business law rules of Ethiopia, there are no any
restriction as to the sale of businesses.**® Owners of the businesses can sell
their business as a whole if they want. There is no any provision that requires

144 Id
5 Commercial Code of Ethiopia, Supra note 95, Art. 211/1, 233, and 486.
Y6 1d., art. 122 ff/
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owners to consider the interests of stakeholders at the time of sale of a
business to another person in the existing business law of Ethiopia. Owners
are free to maximize their private interest through selling their business to the
maximum purchase price, regardless of its impact on the stakeholders’
interest in the post-sale. Furthermore, as per the commercial code of Ethiopia,
business entities are free to decide the merger of their business with another
business legal entity**’unless it has an anti-competitive effect.**® The decision
to merge with another firm is left to be made by the concerned business entity.
Unless the merger has an anti-competitive effect on the market, there is no
ground on which the regulatory organ can interfere in the merger decision of
business firms.

Thus, if we regulate social enterprises through the existing business rules of
Ethiopia, they will be free to sell their business to a third party without
considering the interests of other non-stockholders interests. This may,
however, create a couple of problems. First, the owners may enrich
themselves by selling the whole business, which comprises assets collected
from donations, government support, and contributions from other socially
conscious persons. Second, the sale of a business may result in the loss of
legacy problem whereby the new purchaser changes the social mission of the
enterprise to profit mission. This also affects the interests of stakeholders who
had made different contribution thinking that the non-financial missions of the
enterprise will remain intact. Similarly, if we let social enterprises to be
housed under the existing business laws, they can merge with another for-
profit business without being restricted. This may also have the effect of loss
of a legacy of the original social enterprise. After the taking place of the
merger of the enterprise with another for-profit business, the social mission of

17 Commercial Code of Ethiopia, Supra note 95, art. 565 ff.
8 Trade Competition and Consumer Protection Proclamation, (2013), Federal Negarit Gazette,
20™ year, no 28, Proc. No. 813, art. 9.
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the entity in the pre-merger may be darkened by the profit-making mission of
the for-profit business. Generally, the existing business laws of Ethiopia don’t
fit to regulate the asset transfer, sale, and merger concerns of social
enterprises.

2.5. Disclosure of the Performance of the Enterprise

Like the case of traditional profit-making businesses, there is a problem of
information asymmetry in social enterprise.**°In most cases, the information
of the social enterprise is not known for outsiders.**°It is only reachable for
persons who control the enterprise, such as managers, directors, and owners.
The problem of information asymmetry may frighten stakeholders to make
interactions with social enterprises. Unless there is disclosure of the social
performance of the enterprise, donors, customers, quasi-donors, and socially
conscious investors may not know whether their contribution is really used to
address SEEC problems. To reduce this problem, therefore, minimum
disclosure legal requirements need to be set by law that any social enterprise
must fulfill.**1t is only when the act of the social enterprise is disclosed that
individuals or the government know whether the enterprise actually acts in
line with its non-financial mission, and can apply for regulatory measures to
be taken against any deviance, if any.™

One means of disclosing the performance of the social enterprises is requiring
them to make a report on their performance with respect to their non-financial
objectives to the enforcement organ."**Unlike traditional for-profit businesses,
social enterprises should be required to produce a report of the performance of

“Syockey, Supra note 119, P. 792.

%01d. P.793.

151 The UK’S Mission Alignment Working Group, Supra note 122, p. 13-14.

152 policy Department C: Citizens' Rights and Constitutional Affairs of European Parliament,
Supra note 84, p. 28.

153 The UK’S Mission Alignment Working Group, Supra note 122, p. 13-14.
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both financial and social missions annually or biannually according to the
manner and conditions set for by law. This reporting requirement will help to
know whether the social enterprise genuinely acts in accordance with its
original mission.”*It will also serve as the regulatory body to take any
measure provided that there is a deviation from the original mission.

In fact, the mere existence of self-reporting of the performance of the entity
may not necessarily safeguard the continuity of the original mission of the
enterprise. It shall be, rather, evaluated against certain standards and shall be a
certified enterprise.***Specifically, there shall exist auditing of the non-
financial social performance of social enterprises, social auditing, in addition
to financial auditing of the enterprise.**The social performance of an
enterprise shall be audited by independent and professional social
auditors.”*'Social auditing shall be made in order to protect stakeholders of
social enterprises from the problem of social or “green washing” _ claiming to
be a socially conscious business, though it actually not.**®In general, requiring
social enterprises to fulfill minimum standards of transparency will be one
concern of regulation of social enterprises since it is a strategic tool to give a
notice for stakeholders of social enterprises such as customers, donors, and
investors whether the enterprise really acts in accordance with its original
mission.**®

154 |d

%5 Rebecca Lee, The Emergence of Social Enterprises in China: The Quest for Space and
Legitimacy, p. 96.

156 |d

7y ockey, Supra note 119, P. 822.

B8«Social Accounting and audit for the Community Sector” available at
<https://socialauditnetwork.wordpress.com/2015/12/12/the-need-for-social-audit/> accessed
on April 26, 2024.

%%John Tyle et al, Producing Better Mileage, Supra Note 88, p. 292.

266


https://socialauditnetwork.wordpress.com/2015/12/12/the-need-for-social-audit/

Social Enterprise in Ethiopia: Examining Major Regulatory Issues

Under the existing Ethiopian business law, we can find some rules that
require businesses to fulfill some standards of transparency. For example, as it
is provided under the commercial code, directors of share companies are
required to prepare the annual report on each financial year with respect to the
balance sheet, profit and loss accounts, and the company’s activities and
affairs in the financial year.***They are mandatorily required to prepare the
annual report on the above-mentioned areas. Similarly, though it is not a
mandatory requirement, the law indicates the possibility of making a report in
the case of partnership business on the management of the partnership
provided that the partners require.'**Besides the requirement of reporting, the
law requires, especially in the case of share companies and private limited
companies, the auditing of such reports by professional auditors.'®? The law
imposes a duty on auditors to audit “the books and securities of the company;
to verify the correctness and accuracy of the inventories, balance sheets, and
profit and loss accounts; [and] to certify that the report of the board of
directors reflects the correct state of the company’s affair.**®

But when we carefully see these transparency requirements, they have two
major shortfalls. On the one hand, the disclosure requirements emphasize
only the financial performance of the businesses. There is no clear and
mandatory requirement of reporting and auditing of the non-financial
performance of the business. The existing reporting and auditing requirements
focus on the disclosure of the financial performance of the business, including
the balance sheets and profit and loss accounts.On the other hand, even the
reports of the financial performance of businesses are not required to be made
for a regulatory organ, and rather, the law requires such reports to be prepared

160 Commercial Code of Ethiopia, Supra note 95, art. 349, 426.
16114, art. 191/4.

12 1d., art. 349 ff.

163 1d. art. 349.
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at the partnership or company level and to be read out to partners or
shareholders in their meeting. The existing business laws of Ethiopia don’t
require the reports of the businesses to the regulatory authority and to be
evaluated by the authority, except the reports of financial businesses.*®*

Likewise, if we make social enterprise licensed and regulated through existing
business laws, they may not prepare any social performance reports and they
may not also be audited since there is no rule that requires social reporting and
auditing. The social performance of social enterprises is neither disclosed to
society nor audited to determine whether it is adequate and rightly made. This
may, however, cause stakeholders, including the government to face the
problem of information asymmetry. Stakeholders may not exactly know
whether the enterprise acts in accordance with its original social mission or
not. Because of the information asymmetry, they may be cheated by fake
social enterprises. Donors may, for example, donate a certain amount of
donation to fake social enterprises due to the problem of lack of information
about the actual performance of the enterprise. To sum up, the disclosure
requirements under the existing business law of Ethiopia are not sufficient to
regulate the social performance of social enterprises.Rather, there shall be a
disclosure requirement that requires social enterprises to report both the
enterprise and social dimension performance of the business, i.e. combination
of reporting standards for for-profit and NPOs.

%4 Financial businesses including banks, micro finances and Insurances are required to produce
a report of the financial statements and other reports prescribed by National Bank of
Ethiopia to the regulatory authority, National Bank of Ethiopia. (See Banking Business
Proclamation, 2008, Federal Negarit Gazzeta, Proc. No. 592, 14" year, No. 57, art. 28,
Micro Finance Business Proclamation, 2009, Federal Negarit Gazzeta, Proc. No. 626, 15"
year, No. 33, art. 15/2 and Insurance Business Proclamation, 2012, Federal Negarit
Gazzeta, Proc. No. 746, 18th year, No. 57, art. 33).
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2.6. Duty and Liability of Directors and Managers towards
Stakeholders

The other concern of social enterprise regulation is the duty and liability of
directors and managers towards stakeholders.'®® In the corporation tradition,
though they are owned by shareholders, the power to control the activities of
the corporation is exercised by directors and managers.**°Shareholders, in
most cases, have a very limited participation in the management of the
activities of their business, except that they participate in the corporate
governance through shareholders’ meeting.**’They are simply beneficiaries
of the fruits of their business. They empower directors and managers to
manage and control the corporation as a proxy for them.'®® In such a case,
directors and managers are required to act in the best interest of their
appointees_ shareholders of the enterprise.'**Specifically, they do have a duty
to act in the best interest of the corporation and its shareholders.*”’Any breach
of such duty will result in a derivative suit'"* against them by shareholders
and may finally make them liable.”? But they don’t have a mandatory duty to

%5Thomas J. White 11X, ‘Benefit Corporations: Increased Oversight through Creation of the
Benefit Corporation Commission’, Journal of legislation, Vol. 41: no. 2, (2014-2015), p.
342.

186 Hacker, Supra note 108, P, 1761.

17 “Role of Shareholders of the Corporation”, available at
<https://thebusinessprofessor.com/knowledge-base/role-of-shareholders-of-the-
corporation/>, accessed on May 24, 2024.

%8 |d. P, 1761 &1762.

%5\White 11X, Supra note 165, p. 342.

70 Hacker, Supra note 108, P. 1762.

™ Derivative suit mans “[a] lawsuit brought by a shareholder of a corporation on its behalf to
enforce or defend a legal right or claim, which the corporation has failed to do” (“Derivative
Action,” available at <https://legal-

- dictionary.thefreedictionary.com/Derivative+suit>accessed on May 15, 2024.

Id.
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solve SEEC problems of the community, stakeholders, but not to create a
negative impact on them.*”

Because of these blended objectives of social enterprises, directors and
managers of such businesses need to strive to realize both missions
simultaneously.'™ They have the duty to maximize the interests of owners
and stakeholders through driving appropriate profit and through enforcing the
non-financial mission of the enterprise properly, respectively."”®In social
enterprises, therefore, the duty of directors and managers includes their
accountability to stakeholders “who [have] an interest or concern with the
business but do not necessarily have an ownership interest in the business.”*"®
Thus, like that of traditional for-profit businesses, a legislative declaration
needs to be made about the existence of the duty of directors and managers of
the social enterprises to protect the interests of non-shareholders.*’” The
liability of directors and managers towards non-shareholders for the failure to
discharge their duty towards stakeholders of a social enterprise shall be
established by law.

In fact, the mere declaration of the existence of the duty of directors or
managers to protect the interests of non-stockholders may not be a guarantee
for the protection of stakeholders’ interests in the enterprise. Directors or
managers may act against the interests of stakeholders by breaching their duty
to act in accordance with what is required by law.®In such a case, another
specific issue may arise as to how and by whom a suit should be instituted

173 Id

4 Esposito, Supra note 25, P. 699.
175 Id

178 \White 11X, Supra note 165, p. 342.
H7Blodgett et al, Supra note 1, P.326.
78 Hacker, Supra note 108, P, 1765.
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before a court of law against a director or manager that violates his duty.*°In

traditional for-profit businesses, any breach of directors or managers’ duty
gives shareholders the right to institute a derivative suit before a court of
law.*® Shareholders can seek remedy before a court for the damage they have
suffered due to the failure of directors or managers to discharge their
corporate duty properly. Similarly, there shall be a means for stakeholders of
social enterprises to claim the damage they will have suffered because of the
failure of directors or managers to act in accordance with their duty that they
have towards non-stockholder. Non-stockholders need to have the
opportunity to claim their violated interest before a court either through being
represented by shareholders of the enterprise®*or by themselves.

When we examine Ethiopia's existing business laws, we may not locate a
section that specifically states the presence of duties and liabilities of directors
and/or managers to stakeholders. In fact, the law does impose a general duty
on them to carry out the duties outlined in the memorandum, or partnership
agreement.’® This demonstrates that, in addition to the law, the duties of
managers and directors can be derived from a company's memorandum or
partnership agreement. Thus, for example, if a social enterprise imposes a
duty on its manager and directors to consider the interests of stakeholders
under its memorandum or partnership agreement then the law will make
directors and managers liable for any breach of that duty. However, the issue
arises when managers and directors of social enterprises are not required to
consider the interests of stakeholders under their memorandum, articles of
association, or partnership agreement. In such a circumstance, there is no legal

179 |d

80 1d. P, 1764.

181 For example, in USA, in almost all states, right to bring a legal action before a court of for
the violation of stakeholders’ right is required to be exercised by shareholders representing
non-shareholders.(Esposito, Supra note 25, P. 700).

182 Commercial Code of Ethiopia, Supra note 95, art. 315.
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basis for holding directors and management accountable for their failure to
heed the interests of stakeholders.

Should we regulate the duties of managers and directors of social enterprises
under the present business legal environment, shareholders will be the only
ones who can file a court action to enforce directors' liability. However,
shareholders/owners of social enterprises may collude with directors to ignore
their enterprises' social goals in favor of focusing on profit. In such instances,
no one can hold directors or management accountable to stakeholders. In
general, Ethiopia's existing business rules are not adequate to control the
duties and liabilities of directors and managers of social enterprises toward
stakeholders.

2.7. Regulatory Supervision

Thus far, attempts have been made to enlist the unique substantive regulatory
concerns of social enterprises. Indications have also been made as to the need
for the determination of such substantive concerns by legislation. The mere
existence of a well-designed regulation may not be, however, a guarantee for
the proper enforcement of such regulatory rules.®** Though they are
voluntarily established social-oriented businesses, in some cases, they may
fail to act in accordance with their blended objective. Thus, a regulatory
oversight needs to be made by a government enforcement organ, whether
these businesses are actually performing as required by law. Specifically,
there shall exist an enforcement authority that can supervise the activities of
social enterprises, receive complaints and take administrative measures,
protect investors and customers from being misled by false social enterprises,

®Dana Brakman Reiser, ‘Regulating Social Enterprise’, UC Davis Business Law Journal,
Vol.14, (2013), P. 240
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maintain the community interest in such businesses, and follow up on the
general state of the social enterprise sector in the country.*®*

Currently, no formal regulatory authority exists to oversee social enterprises.
They are, instead, governed and overseen by the Ministry of Trade and
Regional Integration and similar regional trade bureaus. They are overseen as
conventional profit-making firms by the profit-oriented business supervisory
body. The current monitoring of social enterprises, however, is restricted to
the business element of such enterprises, as there is no explicit regulatory
legislation requiring the regulatory body to monitor the social performance of
social enterprises. Consequently, they are left to run freely without any
regulatory follow-up about their social mission. However, allowing social
enterprises to operate in the market without being monitored by any
regulatory organization for their social performance may encourage
fraudulent social entrepreneurs to claim the status of a social enterprise. To
attract consumers and acquire donor-funded financing, a business that spends
a little amount of money on a social purpose can claim the status of a social
enterprise. This could lead to misleading stakeholders such as investors,
donors, consumers, and even the government. A fake social enterprise may
influence stakeholders in social enterprises due to information asymmetry. To
address this issue, a regulatory authority shall be established to oversee social
enterprises from the time they enter until they exit. There must be an authority
that can license social businesses by ensuring that all requirements are met
during formation, supervise their operations during the operational stage and
exit period, and take appropriate action against them if they violate the law.

Another related problem is which government authority should be tasked with
regulating social enterprises in Ethiopia. Should they be governed by the
Ministry of Trade and Regional Integration (MOTRI) and the Regional Trade

184|d
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Bureaus, Charities, and Civil Societies Agency (CSA), or both, or do we need
a new regulating body? If we give trade bureaus the authority to regulate
social enterprises, they will fail to supervise the social performance of social
enterprises because they are unfamiliar with how businesses' social
performance may be monitored. These authorities are not experts in
overseeing charitable activities of legal entities. Rather, they are intimately
conversant with business supervision issues. Similarly, allowing them to be
governed by the CSA will not be helpful in overseeing the commercial
component of social enterprises, as the CSA's specialty is solely supervising
the social works of organizations. The other option is to delegate the
responsibility for supervising social companies to both authorities, namely
MOTRI and the CSA. Giving the CSA the responsibility to supervise the
social component of social enterprises and the MOTRI the commercial aspect
will be an effective approach to regulating social enterprises because both are
professionals in their respective fields. However, delegating the responsibility
for regulating social enterprises to two separate regulatory authorities may
cause inconvenience for social enterprises. For example, they will be expected
to report their business performance to MOTRI and their social performance
to the CSA. This will not be convenient for social enterprise founders,
managers, or directors.

The author, however, believes that Ethiopia should establish a distinct
regulatory entity that is solely responsible for overseeing social enterprises
from their entry to their exit. A single regulatory authority shall oversee the
social and business performance of social enterprises. Establishing a single,
separate regulatory authority for social enterprises will help to ensure strict
regulatory oversight of their social and financial performance, while also
making it easier for social entrepreneurs to meet supervision requirements. In
fact, one may argue that having a single regulatory authority for a specific
type of business will be costly to the government. However, the cost that a
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government may pay in supervising such enterprises through a separate
authority will not outweigh the advantage that the country, including the
society, will derive from improved supervision. Thus, the cost that the
government may expend for the supervisory organ of social enterprises shall
not be used as a reason not to establish a separate regulatory authority for such
organizations.

Conclusion

The primary purpose of this study was to investigate the major regulatory
concerns of social enterprises and the possibility of regulating them under
Ethiopia's existing commercial laws. To accomplish this goal, the author cites
a few regulatory concerns of social enterprises. The first two primary
regulatory concerns identified in this article are developing an appropriate
legal form and establishing the standards for obtaining social enterprise status.
Furthermore, the article highlights certain significant regulatory issues that
arise throughout the operational stage of social enterprises. The areas of
regulation identified by this study include profit allocation, asset transfer and
sale, social enterprise mergers, disclosure of social performance, the duty and
obligation of directors and managers, and oversight of social enterprises.
Lastly, regulating the fate of the assets of the social enterprise during
dissolution is also another area of regulation that the article identifies.

Furthermore, the author finds that the regulations of Ethiopia's commercial
code are insufficient to address the regulatory issues of social enterprises. It is
stated that existing legal forms of business are unsuitable for social enterprise
business types since none of them can communicate the aim of the enterprise
to the community. Existing legal forms cannot protect the interests of social
enterprise owners, i.e., brand building interests, and stakeholders' interests,
i.e., distinguishing social enterprises from others, because they are not
structured to convey the message of the business's purpose. It is also stated
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that the existing business legal structures are insufficient to evaluate the social
mission of the enterprise during formation, limit the enterprise's profit
distribution, regulate the transfer of an asset, the sale of the social enterprise,
the merger of the social enterprise with other profit-oriented businesses, and
regulate the disclosure of information about the enterprise’s performance. It is
also noted that Ethiopia's current business regulatory regime is unsuitable for
placing obligations and liabilities on directors in order to maximize the
community's interests. The existing rules limit the duty and liability of
directors and management to the firm owners, not stakeholders. Stakeholders
cannot file a lawsuit in court when directors and management fail to
maximize the community's societal interest. It was also discovered that there
is currently no supervisory authority in place to monitor the social
performance of social enterprises.

Hence, since the existing legal regime of businesses doesn’t address the
potential concerns of social enterprises, problems such as information
asymmetry, mission drift, social washing, and loss of legacy or existence of
fake social enterprises might have arisen if we left them to be regulated in the
existing business regulatory regimes of Ethiopia. It is open for owners of
social enterprises to manipulate capital collected from donations for their
personal benefit.

To address these concerns of social enterprise regulation, the government
shall enact a separate regulatory legal regime for social enterprise. It shall
frame a regulatory framework that can prevent the happening of information
asymmetry, mission drift, loss of legacy, entrance of fake social
entrepreneurs, and social/green washing problems in the social enterprise
sector. It shall, in particular, specify the legal forms for social enterprises,
criteria for licensing and registration of social enterprises, and evaluate the
social mission of the business. The intended regulation shall also determine
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the allocation of profits, asset transfer, sale and merger of social enterprises,
and disclosure of social and financial performance. It shall also impose duties
and liabilities on managers and directors of social enterprises towards
stakeholders and empower the latter to claim against directors or managers for
the breach of their duty before a court of law, either through the regulatory
organ or by themselves. Finally, there shall be a law that shall establish a
specific and separate regulatory authority empowered to regulate social
enterprises.
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Assessing Ethiopia’s Readiness to Combat Computer-focused
Crimes: A Legislative Analysis.

Molalign Asmare Jemberie‘/&Audrey Guinchard!!
Abstract

The rapid digitalisation of Ethiopia’s telecommunication services has
brought not only opportunities but also challenges, not the least an
increasing vulnerability to cybercrime attacks. The Ethiopian
government started to criminalise computer-focused offences in the
2004 Criminal Code by including a short list of computer crime
provisions, partially completed by the 2012 Telecom Fraud Offence
Proclamation. A decade later, the 2016 Computer Crime
Proclamation significantly amended these offences and their
punishments. Yet, the Ethiopian legislator is contemplating a third set
of legislation, with the 2019 draft Computer Crime Proclamation.
This article critically analyses these three legislative reforms. It
contends that the 2016 Computer Crime Proclamation represents a
strong positive step towards a proportionate and adapted response to
computer-focused crimes. Ethiopia’s current readiness to tackle
cybercrime would be, however, strengthened if it were to further
improve the provisions of the 2016 Proclamation. Unfortunately, the
2019 Draft Proclamation is not the way forward. As it stands, it
would perpetuate the cycle of revisions without being justified by
rapid changes in technological advancement or by the specificities of
cybercrimes, such as their scale and transnational dimension. For the
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reform to be effective and long-lasting, the legislator should
simultaneously maintain the 2016 Proclamation, which successfully
modernised the law, and remedied its deficiencies. Reform should
notably consider the specific features of computer-focused crimes and
the best experiences from international and regional standards,
notably the Budapest Convention, and the AU Malabo Convention.
Such an approach would reinforce Ethiopia’s adequate
criminalisation of computer-focused crimes cognisant of the
cybercrime and cybersecurity ecosystem.

Key words: Computer-Focused Crimes, Taxonomy, Legislative
Response, Gaps, Punishment, Proportionality

Introduction

Following late telecom liberalisation in 2020 and digitisation of
Ethiopian telecommunication services from the late 1990s onwards,
Ethiopia’s access to the internet has steadily increased, reaching its
peak in 2022 with a 25% internet penetration rate from a 1.9%
internet penetration rate in 2014.% Despite this penetration rate
slowing down to 19.4% in 2024° due to non-technical issues,’

' Federal Democratic Republic of Ethiopia, Digital Ethiopia 2025: A Strategy for
Ethiopia Inclusive Prosperity, 51 (2020); Tsicie, Abiie and Feyissa, Cirma.,
Ethiopia: Past, present, and future, in Eli M. Noam, (ed.) Telecommunications in
Africa, Oxford University Press, (1999), pp.51-78, spec, pp.53-56.

2 Data Portal, Digital 2022: Ethiopia, Stage of the Digital in Ethiopia in 2022,
https://datareportal.com/reports/digital-2022-ethiopia?rg=ethiopia%202022
(accessed July 30, 2024). From a 1.9% internet penetration reported for 2014,
Kinfe Micheal Yilma and Halefom H. Abraha, The Internet and Regulatory
Response in Ethiopia: Telecoms, Cybercrimes, Privacy, E-commerce, and the New
Media, Mizan Law Review Vol.9: No.1 (2015), 108-153, spec 110

® Data Portal, Digital 2024: Ethiopia, State of digital in Ethiopia in 2024,
https://datareportal.com/reports/digital-2024-ethiopia (accessed on July 26, 2024).

Digital Watch Observatory, Geneva Internet Platform (digwathch), Ethiopia,
https://dig.watch/countries/ethiopia (accessed on July 26, 2024).

* Federal Democratic Republic of Ethiopia, State of Emergency Proclamation No
6/2023, Federal Negarit Gazzete, (November 2023); A State of Emergency
Proclamation No. 5/2021, Federal Negarit Gazzete, (November 2021). These
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digitised telecommunication services have brought significant benefits
to its economy and society.” This has, however, increased
vulnerability to cybercrime risks, which is also the case worldwide.’
This article critically analyses Ethiopia’s responses to cybercrime,
focusing solely on computer-focused crimes.” It contends that the
Computer Crime Proclamation N0.958/2016,° represents a significant
and positive step towards a proportionate and adapted response to
computer-dependent crimes, compared to the initial criminalisation in
the 2004 Federal Democratic Republic of Ethiopian (FDRE) Criminal
Code.’

Nevertheless, Ethiopia’s readiness to tackle cybercrime would be
strengthened if it were to further improve the Proclamation’s

Proclamations allowed for communication restrictions in some part of the
countries such as Tigray, Afar, Amhara, Western Oromia and so on.

® Elvis Melia, The Impact of Information and Communication Technologies on Jobs
in Africa: A Literature Review, Deutsches Institut fiir Entwicklungspolitik (giz),
30 (2019); Tsicie and Feyissa supra note 1.

® For Ethiopia, Kinfe Micheal Yilma, Developments in Cybercrime Law and Practice
in Ethiopia, Computer Law & Security Review Vol.30: No.6, (2014) p. 720, pp.
720-721; globally, Stein Schjolberg, The Road in Cyberspace to United Nations: A
Report on the Development of Global Cyber security Since 2008 and
Recommendations for Future Initiatives, 63, 2007-2008 (HLEG, GCA, ITU),
(2018) p.1.

" Also called computer-dependent crimes, see Thomas Holt and Adam Bossler,
Introduction, in Thomas Holt and Adam Bossler, Cybercrime in Progress: Theory
and Prevention of Technology-Enabled Offences, Routledge (2015), p.7; Jonathan
Clough, Principles of Cybercrime, Cambridge University Press,(2015), pp.10-12;
see discussion infra, II.

8A Proclamation to Provide for the Computer Crime, Proclamation No. 958/2016,
Federal Negarit Gazeta, 22™ Year No. 83, (Addis Ababa 7™ July, 2016), Article 5.
[hereinafter the 2016 Proclamation]. The text is available on Federal Democratic
Republic of Ethiopia, Ministry of Innovation and Technology website
athttps://mint.gov.et/docs/telecom-fraud-offence-proclamation-no-761-
2012/?lang=en (accessed on July 30, 2024).

°See the Criminal Code of the Federal Democratic Republic of Ethiopia, Negarit
Gazzeta, Proclamation No0.414/2004, 9" of May, Article 706-711, (2004),
[hereafter the “2004 Criminal Code”]. Book VI “Crimes against Property,”
Chapter III “Crimes against Right in Property,” Section II “Computer Crimes”
from Articles 705-711.
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substantive criminal law provisions on computer-focused crimes. This
article argues that the third legislation currently explored, the 2019
Draft Proclamation, is not the way forward."® To be effective and
long-lasting, tailored to cybercrime’s specificities and able to
withstand the rapid technological advancement characteristic of
digital technologies, the proposed text should be substantially revised,
should the legislator decide to go forward with it.

Introduced in 1894, Ethiopia’s telecommunication network struggled
to expand and recover from the Italo-Ethiopian wars of the first half of
the 20™ century.'* It took a series of market reforms in 1996 to
broaden its telecommunication services, offering mobile services by
1999, 3G in 2001, roaming by 2003 and broadband in 2004.* With
this rise in quality telecommunications, the threat of cybercrimes
became an increasing possibility, calling for the newly reintroduced
Ethiopian Federal Government to regulate the use of information

 The Draft Proclamation to Provide for the Regulation of Computer Crime,
Computer Proclamation No..../2019, at Article 3. [hereinafter the 2019 draft
Proclamation].

"Tsicie and Feyissa supra note 1; ITU, Internet from the Horn of Africa: Ethiopia
Case Study, Geneva, (July 2002) pp.6-12 available at
https://www.itu.int/osg/spu/casestudies/ETH_CS1.pdf (accessed on July 30, 2024).
[hereinafter “ITU: Ethiopia Case Study”]; Timothy John Charles Kelly, "Concept
Project Information Document (PID)-Ethiopia Digital Foundations Project-
P171034." World Bank Group (2019), p.47 — the World Bank Group had financed
some of the telecommunication infrastructures; Taye E. Dubale,
Telecommunication in Ethiopia, in UNTCAD, Multi-Year Expert Meeting on
Services, Development and Trade: The Regulatory and Institutional Dimension,
(Geneva, 17-19 March 2010) p.2. Can also be consulted TheEthiopian
Telecommunications Corporation (ETC), Birds Eye View of the Ethiopian
Telecommunications Corporation in the Past Millennium,Tele Negarit, 44:1
(2007), pp.40-43.; and Brief Historical Review of Telecom Sector in Ethiopia,
https://www.ethiotelecom.et/history/ (accessed on July 30, 2024).

21d. Yilma and Abraha, supra note 2, pp.114-119.
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technology in the country.™® Ethiopia used the revision of the 1957
Penal Code to introduce a specific chapter on Computer Crimes in its
2004 Criminal Code.* Multiple sources inspired the drafting of this
first cybercrime legislation, notably: the Convention on Cybercrime n.
185", despite Ethiopia not being a signatory; and the US and UK
legislations.'® The Ethiopian Government’s commitment to tackle
cybercrime was later reinforced with the introduction of the 2009
Information and Communication Technology Policy, the 2011
National Information Security Policy, and the 2011 Criminal Justice
Policy."” Nevertheless, the Code suffered from some weaknesses, not

3 The federal structure was re-introduced in 1991, followed by a new constitution in
1995, Constitution of the Federal Democratic Republic of Ethiopia (FDRE)
Constitution, (21 August, 1995), Article 5 (2). See notably Yilma supra note 6, pp.
720-721.

 For the 2004 Criminal Code, supra note 9; the Penal Code of The Empire of
Ethiopia 1957, Proclamation No. 158 of 1957, Negarit Gazeta, Gazette
Extraordinary, 23 July 1957. The technology born crimes was not criminalized in
the Penal Code.

%5 Council of Europe, Convention on Cybercrime, ETS 185, 23.XI, Budapest, (2001).
[hereinafter the “Budapest Convention™].

16SeePAT P4 Pho Lo AR IPNGA, PRLTNANPHARAD-PDTEA ATt FHI AT P
(Explanatory Note to the 2004 Criminal Code). [original language was in Amharic,
translation: mine]. [hereinafter “Explanatory Note to the Criminal Code”]. As
stated in the Explanatory Note to the 2004 the Criminal Code, the main sources of
national criminal code computer crime provisions are the 1990 Massachusetts “Act
to Prevent Computer Crime”, the 1994 Texas “Computer Crime Statute,” the 1990
UK “Computer Misuse Act”, the USA “Fraud and Related Activity in Connection
with Computer”.

" These policies contribute to a country’s readiness to fight cybercrime. See notably:
Marco Gercke, Understanding cybercrime: a guide for developing countries,
International Telecommunications Union (2009), pp.63-83; Marco Gercke,
Understanding cybercrime: Phenomena, challenges and legal
response, International Telecommunication Union 366 (2012), pp.97-113, 169-
280; UNODC, Comprehensive Study on Cybercrime, February 2013; M. Y.
Ayenew, Assessment of Cybercrime Governance in Ethiopia Since 2004, New
Media and Mass Communication Vol.96 (2021) p.1 DOI: 10.7176/nmmc/96-01;
Beatrice Brunhober, Criminal Law of Global Digitality: Characteristics and
Critique of Cybercrime Law,in Matthias C. Kettemann, Alexander Peukert, and
Indra Spiecker gen. Déhmann, The Law Of Global Digitality, Routledge (2022)
pp223, 245-247. See also Michal Chora$, Rafal Kozik, Andrew Churchill, and
Artsiom Yautsiukhin, Are We Doing All the Right Things to Counter Cybercrime?
in Babak Akhgar and Ben Brewster, (eds) Combatting Cybercrime and

282



Assessing Ethiopia’s Readiness to Combat Computer-focused Crimes

least the non-criminalisation of illegal interception.’® In 2012, the
Telecom Fraud Offense Proclamation partly attempted to tackle some
of the Code’s deficiencies concerning cyberattacks against the
telecom critical infrastructures.*® These inadequacies of the first wave
of law making led to a legislative overhaul barely a decade later, along
with further revisions of the above policies.® At the heart of this
second wave of legislative reforms, is the 2016 Proclamation, which
repealed the Computer Crimes chapter of the Code as well as Article
5 of the 2012 Proclamation, followed soon after by a new ICT
Policy.? The 2016 Proclamation’s drafting committee conducted
extensive research on cybercrime, identifying prevalent attacks and
vulnerabilities, and examining gaps in relevant laws.?? It also
consulted international standards, model laws, and national legislation
to align the law with the international aspect of computer crimes.
Despite Ethiopia not being a signatory to both, the

Cyberterrorism. Advanced Sciences and Technologies for Security Applications,
Springer, (2016), p. 279.

8See e.g.Yilma, supra note 6; Yilma and Abraha, supra note 2.

YA Proclamation on Telecom Fraud Offense, Proclamation No.761/2012, Federal
Negrait Gazeta, (September, 2012). [hereinafter the “2012 Telecom Fraud
Proclamation”]. Article 5 of the Proclamation that deals with computer related
crimes has been repealed by the 2016 Computer Crime Proclamation.

? Kinfe Micheal Yilma, Some Remarks on Ethiopia’s New Cybercrime Legislation,
Mizan Law Review Vol.10: No.2, (2016), pp. 448, 453-454; Kinfe Micheal Yilma,
Ethiopia’s New Cybercrime Legislation: Some Reflections, Computer Law&
Security Review, Vol. 33, (2017), p. 250.

2 Soon after, there are also the Federal Democratic Republic of Ethiopia, National
Information and Communication Technology Policy and Strategy, (September,
2017). [hereinafter the 2017 New ICT Policy].

ZongeT MM YBARPEMNLLP (The Explanatory Note to the Computer Crime
Proclamation), 2-4 (2016) [original language was in Amharic, translation: mine].
[hereinafter “Explanatory Note to Computer Crime Proclamation”].
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BudapestConvention and the future Malabo Convention®had a
noticeable influence on the Ethiopian legislature.?*

The 2016 Proclamation’s scope is wider than the particular focus of
this article. This lex speciali created computer-content crimes,
including terrorism; and introduced legal mechanisms to prevent,
control, investigate, and prosecute computer crimes, and collect
evidence.® These provisions have been heavily criticised for
favouring law enforcement authorities to the detriment of the basic

% The Draft African Union (AU) Convention on the Establishment of a Credible
LegalFramework for Cyber-security in Africa, AU Draft Version, (2011), and later
adopted as the African Union, the African Union Convention on Cyber Security
and Personal Data Protection, 27 June 2014 (EX.CL/846(XXV)). [hereinafter the
“Malabo Convention™].

# Notably: ITU, Computer Crime and Cybercrime: Southern African Development
Community (SADC) Model Law, Harmonization of ICT Policies in Sub-Saharan
Africa (HIPSSA). (2013). [hereinafter the “ITU SADC Model Law”]; United
Nations Economic and Social Commission for West Asia (ESCWA) (2007),
Models for Cyber Legislation in ESCWA Member Countries, E/ESCWA/
ICTD/2007/8, Beirut: ESSWA [hereinafter the ESCWA Model Legislation]; G8
Communiqué, Meeting of Justice and Interior Ministers, December 9-10,
1997,Communiqué Annex: Principles and Action Plan to Combat High-Tech
crime, available at
https://www.justice.gov/sites/default/files/ag/legacy/2004/06/08/97 Communique.p
df (last visited on July 31, 2024); and UN General Assembly Resolutions from
1990-2004: The UN General Assembly Resolution 45/121, Eighth United Nations
Congress on the Prevention of Crime and the Treatment of Offenders,
A/RES/45/121, (14 December 1990); The UN General Assembly Resolution
55/59, Vienna Declaration on Crime and Justice: Meeting theChallenges of the
Twenty-first Century,A/RES/55/59, (4 December 2000); The UN General
Assembly  Resolution  55/63, Combating the Criminal Misuse of
InformationTechnologies, A/RES/55/63, (4 December 2000); The UN General
Assembly  Resolution 56/121, Combating the Criminal Misuse of
InformationTechnologies, A/RES/56/121, (19 December 2001); The UN General
Assembly Resolution 57/239, Creation of a Global Culture of Cyber-
security, A/RES/57/239, as annexed, (20 December 2002); and The UN General
Assembly Resolution 58/99, Creation of a Global Culture of Cyber-security and
theProtection of Critical Information Infrastructures, A/RES/58/199, (23
December 2003).

% The 2016 Proclamation, supra note 8.
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protection of human rights, especially freedom of expression.”® In
contrast, its Articles on computer-focused crimes have not attracted
comments, whether praises or criticisms, although they represent a
significant modernisation of the 2004 offences.”” Furthermore, the
2019 Draft Proclamation proposes further amendments to the
computer-focused offences, in addition to possibly remedying the
controversial aspects of the Proclamation.?

This frequent cycle of revisions of the criminal law framework raises
the question of the legislation’s adequacy in tackling computer-
focused crimes. Are the revisions justified by the need to update the
criminal law to account for new, unforeseeable modi operandi and
rapid technological advancement? Or are they the symptom of the
legislator’s difficulty in structuring the criminal law to capture the
specificities of cybercrime while remaining technologically neutral?
One way to measure this adequacy could be by looking at the number
of crime reports, prosecutions and convictions for computer-focused
crimes. Yet, reliable national statistics on cybercrimes are notoriously

% Article 19, Ethiopia: Computer Crime Proclamation: Leal Analysis, Free World
Center, (2016) pp. 1-32; Dagne Jembere & Alemu Meheretu, Implications of the
Ethiopian Computer Crime Proclamation on Freedom of Expression. Jimma
University Journal of Law, Vol. 10, (2018)
https://doi.org/10.46404/jlaw.v10i0.989; Shishay Abraha Mehari, Implications of
the Ethiopian Computer Crime Proclamation on the Enjoyment of Human Rights,
ljrar- International Journal Of Research And Analytical Reviews Vol.7: No. 2,
(2020) p.110, 116-119. For an overview on freedom of expression, see also
Freedom House, Freedom on the Net 2021, Ethiopia,
https://freedomhouse.org/country/ethiopia/freedom-net/2021 (accessed on Sept.,
22, 2021).

ZSee Yilma supra note 20.

®The 2019 draft Proclamation, supra note 10, Art. 3; Kinfe Micheal Yilma,
Cybercrime Law Making and Human Rights in Ethiopia, Mizan Law Review Vol.
15: No.1, (2021), pp.73-106.
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lacking;”® and there is a ‘conspicuous divergence’ between reported
cybercrimes and successful prosecutions, even in countries where
cybercrime legislation is several decades old and statistical tools
already exist albeit in need of tweaking as in the UK.* Ethiopia is no
different in this respect, with only a few reported cases®! and a paucity
of information on cyber-attacks due to poor reporting.*> A more
fruitful approach to evaluate the adequacy of substantive criminal law
is to analyse the structure of the offences and their penalties by
reference to existing international legal instruments, notably the
Budapest Convention, even though a country such as Ethiopia has not
ratified the Convention. The specificities of cybercrimes, especially
their large-scale and transnational nature, call indeed for national
legislators to establish a common legal ground for the criminalisation
and punishment of computer-focused crimes. This allows for their
country to avoid becoming a safe haven where cybercriminals cannot

®Gargi Sarkar & Sandeep K. Shukla, Behavioral Analysis of Cybercrime: Paving
The Way For Effective Policing Strategies, Journal Of Economic Criminology
Vol. 2, (2023), p.1, 7. On the lack of statistics, Clough, supra note 7, pp.15-16;
David S. Wall, Cybercrime : the transformation of crime in the information age,
Polity (2007), pp.25-40; Audrey Guinchard, Between hype and understatement:
reassessing cyber risks as a security strategy, Journal of Strategic Security Vol. 4:
No. 2, (2011), pp. 75-96; Bert-Jaap Koops, The Internet and its opportunities for
cybercrime, in M. Herzog-Evans (Ed.), Transnational Criminology Manual, Wolf
Legal Publishers (2010), pp. 735-754; Alisdair A. Gillespie, Cybercrime: Key
Issues and Debates, 2nd edition, Routledge, (2019), ch 1; lan Walden, Computer
Crimes and Digital Investigations, Second Edition, Oxford University Press,
(2016), p. 7; lan Walden, Crime and Security in Cybercrime, Cambridge Review
Of International Relations Vol. 18: No.1 (2005), p. 51, 53.

For a summary on the UK for example, see Appendix B, in Criminal Law Reform
Now Network, Reforming the Computer Misuse Act 1990, Report, (2020)
http://www.clrnn.co.uk/publications-reports/(accessed on July 27, 2024).

Yilma, supra note 28.

For an unofficially sanctioned survey, see the work of Hailu, Halefom, The state of
cybercrime governance in Ethiopia. Article published on ResearchGate, available
at https://www. researchgate. com (2015); see also the Ethiopian Monitor, INSA
Thwarts 787 Cyber-Attacks on Ethiopia in 2019/20 FY,
https://ethiopianmonitor.com/2020/08/24/insa-thwarts-787-cyber-attacks-on-
ethiopia-in-2019-20-fy/ (accessed on July 2, 2024).
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be prosecuted simply based on deficiencies in the criminalisation of
the relevant offences.®

This article therefore has adopted a doctrinal approach to assess
Ethiopia’s readiness to combat computer-focused crimes. It argues
that the 2016 Proclamation, compared with the 2004 Code,
significantly improved the criminalisation of computer-focused
offences and their punishment. Further improvements can still be
sought, not because of technological advancement justifying a third
reform, but because of the Proclamation’s deficiencies in articulating
some aspects of cybercrime offences and their penalties. This article
will thus start with section 2 on the contextualisation of Ethiopia’s
cybercrime legislative response, to critically review the current
taxonomies in cybercrime legal instruments and scholarly work and
sketch the conceptual framework on proportionate penalties. It will
then analyse how the 2016 Proclamation has articulated the computer-
focused offences (section 3), and their penalties (section 4), both by
reference to the 2004 Code and in anticipation of the third revision,
i.e. the 2019 Draft Proclamation. It then concludes in section 5 that the
2019 Draft Proclamation would need important revisions to

¥ The Council of Europe, Committee of Experts on Crime in Cyber-Space,
Explanatory Report to the Convention on Cybercrime, Explanatory Report-ETS
185-Cybercrime (Convention),Budapest, 23.X1.2001, (2001). [hereinafter the
“Explanatory Report to the Budapest Convention”]; UNODC, supra note 17;
Helena Carrapico & Benjamin Farrand, Cybercrime as a Fragmented Policy Field
in the Context of the Area of Freedom, Security and Justice, in Ariadna Ripoll
Servent and Florian Trauner, (eds), The Routledge Handbook Of Justice And Home
Affairs Research, Routledge, (2017), pp. 146-156, 148; Wang Qianyum, A
Comparative Study of Cybercrime in Criminal Law: China, United States,
England, Singapore and The Council of Europe, PhD Thesis, Erasmus University:
Rotterdam, unpublished, 342-353 (2016).
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adequately complement the current 2016 Proclamation and provide
Ethiopia with a fully adequate substantive criminal law framework.

1. Contextualising Ethiopia’s Legislative Responses to
Cybercrimes

Due to the frequent, large-scale nature and transnational dimension of
cyberattacks, the fight against cybercrime calls for a baseline, a
common denominator, which in substantive criminal law, means
establishing a taxonomy of offences to inform their criminalisation as
much as their punishment®* In this section the article aims to assess
the legislative response to cybercrimes in Ethiopia.

1.1. Defining cybercrimes: taxonomies to inform
criminalisation

The term cybercrime has become a familiar occurrence, but it remains
ill-defined, often used interchangeably with other expressions such as
computer crime, e-crime, internet crime, digital crime, online crime,
virtual crime, techno-crime, and networked crime.*® Both the

% Jeremy Horder, Ashworth’s Principles of Criminal Law, 10th edition, Oxford
University Press, (2022), ch. 4; Jeremy Horder, The Classification of Crimes and
the Special Part of the Criminal Law, in Robin Antony Duff and Stuart
Green, Defining Crimes: Essays on the Special Part of the Criminal Law, Oxford
University Press (2005), p.21; Andrew P. Simester and Andreas Von
Hirsch, Crimes, harms, and wrongs: On the principles of criminalisation,
Bloomsbury Publishing, (2011), pp 202-208; George P. Fletcher, The Grammar of
Criminal Law: American, Comparative, And International: Volume One:
Foundations. Oxford University Press, 2007, pp 69-80; similarly, lan Walden,
(2016), supra note 29, p. 26.

For example, in the law literature, Clough, supra note 7, ch. 1; Walden, supra note
29, ch 2; Marc D. Goodman and Susan W. Brenner, The Emerging Consensus on
Criminal Conduct in Cyberspace, International Journal of Law & Information
Technology, Vol.10 No.2 (2002), pp.139-223.; Mohamed Chawki, Ashraf
Darwish, Mohammad Ayoub Khan, and Sapna Tyagi, Cybercrime, Digital
Forensics and Jurisdiction, Vol. 593. Springer, (2015), ch 1; in criminology, Wall
supra note 29, ch 2; Michael McGuire, It Ain't What It Is, It's The Way That They
Do I1t? Why We Still Don't Understand Cybercrime, in Leukfeldt Rutger and

35
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domestic and the international legal framework provide no accepted
definition for the term cybercrime. At the international level, neither
the Budapest Convention nor the Malabo Convention, nor for that
matter, the UN Draft Convention, have defined the term.*® The
Mmeaning of ‘cybercrime’ can be derived from the broad range of
offences the texts criminalise. These offences widely differ in their
constitutive elements and rationale, ranging from hacking to
unauthorised interference, fraud, child pornography and, for the
Budapest Convention only, copyright infringements. At a national
level, Ethiopia’s 2016 Proclamation chose a different approach, also
adopted by the 2019 Draft Proclamation. Its Article 2 expressly
defines ‘computer crime’ by means of three categories of offences:
those ‘against a computer, computer system, data or network’; the
‘conventional crime[s] committed by means’ of digital technologies,
such as fraud; and the content-related crimes, such as child
pornography.At the policy level,the2021 Draft National Cybersecurity
Policy and Strategy of Ethiopia adopts a similarly broad definition of

Thomas J. Holt, (eds) The Human Factor of Cybercrime, Routledge (2019), 3-28,
8. Matthew David, Networked Crime. Does the Digital Make the Difference?
Bristol University Press 2023, ch 1; Ravinder Barn & Balbir Barn, An Ontological
Representation of a Taxonomy for Cybercrime, Research Papers. 45, in 24TH
European Conference on Information Systems (ECIS 2016) 1, (2016),
https://aisel.aisnet.org/ecis2016_rp/45 (accessed July 30, 2024).

% UN draft Comprehensive International Convention on Countering the Use of
Information and Communications

Technologies for Criminal Purposes, AJ/AC.291/22/Rev.3 (Reconvened concluding
session of the Ad Hoc Committee (July 29 - August 9, 2024)
https://www.unodc.org/unodc/en/cybercrime/ad_hoc_committee/ahc_reconvened
concluding_session/main (accessed July 30, 2024).

289


https://aisel.aisnet.org/ecis2016_rp/45
https://www.unodc.org/unodc/en/cybercrime/ad_hoc_committee/ahc_reconvened_concluding_session/main
https://www.unodc.org/unodc/en/cybercrime/ad_hoc_committee/ahc_reconvened_concluding_session/main

Bahir Dar University Journal of Law Vol.14, No.2(June 2024)

cybercrime as a crime committed by using information and
communication technologies and networks, particularly the Internet.*’

In the absence of an accepted legal definition of cybercrime, scholars
from non-legal disciplines have proposed various classifications,
noting the difficulties in establishing relevant taxonomies, with some
authors adapting over time their proposed categories to better account
for cyber behaviours®® Legal scholars have been less
adventurous,*mostly following the classification of the international
legal instruments®® used by international organisations.* The

% The Federal Democratic Republic of Ethiopia National Cyber-security Policy and
Strategy, draft 1.0, Addis Ababa, 2 (February, 2021), at iii. [hereinafter “the 2021
Draft Cyber Security Policy,” original document in Amharic, translation: mine].

% In criminology, notably Wall, supra note 29; David S. Wall, The Internet as a
Conduit for Criminals, in April Pattavina (ed.) Information Technology and the
Criminal Justice System, Sage (2005), pp.77-98, 82 (2005) as revised in 2015;
Thomas J. Holt, Adam M. Bossler, and Kathryn C. Seigfried-Spellar. Cybercrime
and digital forensics: An introduction. An Introduction, Routledge, (2022), ch. 1;
in psychology and criminology, Kirsty Phillips, Julia C. Davidson, Ruby R. Farr,
Christine Burkhardt, Stefano Caneppele, and Mary P. Aiken, Conceptualizing
Cybercrime: Definitions, Typologies and Taxonomies, Forensic Sciences, Vol. 2:
No. 2 (2022), p.379, 383-389; Douglas Thomas and Brian Loader, Introduction,in
Douglas Thoms and Brian Loader, (eds), Cybercrime: Law Enforcement, Security
And Surveillance In The Information Age, Psychology Press (2003), p3.; in
computer science and business studies,Charlette Donalds and Kweku-Muata
Osei-Bryson, Toward a cybercrime classification ontology: A knowledge-
based approach, Computers in Human Behavior, Vol 92 (2019), p.403; in
computer science alone, seeSarah Gordon and Richard Ford, On the definition and
classification of cybercrime, Journal In Computer Virology, Vol. 13: No. 2, (2006)
14; George Tsakalidis, Kostas Vergidis, and Michael Madas, Cybercrime offences:
Identification, classification and adaptive response, in 2018 5th International
Conference On Control, Decision And Information Technologies, IEEE, (2018),
p.470.

¥ For e.g., Walden (2016), supra note 29, ch 2; Clough, supra note 7, p.17; Gillespie,
supra note 29, pp. 3-7; Goodman and Brenner, supra note 35.

“°The Budapest Convention, supra note 15; Malabo Convention, supra note 23;
Commonwealth of Independent States, Agreement on Cooperation in Combating
Offences related to Computer Information, (2001); ITU-SADC Model Law, supra
note 19.

“* From early on: Council of Europe, Computer-related crime : recommendation no.
R. (89) 9 on computer-related crime and final report of the European Committee
on Crime Problems, (1990), p.12-14; [hereinafter the “Bequai Report Council of
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consensus on the taxonomy of cybercrimes in law is thus to classify
them into three categories; computer-focused crimes or computer-
dependent crimes, computer-related crimes, and content-related
crimes, the last two sets pre-existing the emergence of digital
technologies, albeit at times needing some adaptations.** The fourth
and last category of copyright-related offences present in the Budapest
Convention has not been widely adopted. This article concerns only
the first category, which the Budapest Convention has defined by
reference to the computer-science-based triad of confidentiality,
integrity and  availability.*Sometimes  nicknamed ~ “true”
cybercrimes,** these offences were created to palliate the weaknesses
of the traditional criminal law offences which could not capture the
relevant cyber-behaviours. There are thus five offences: illegal access,
illegal interception, data interference, system interference, and misuse
of devices.*

Europe R(89)9”]; OECD Information Computer Communications Policy,
Computer-related Crime: analysis of legal policy, 1986) ch 1; United Nations,
United Nations Manual on the Prevention and Control of Computer-Related
Crime; United Nations: New York, NY, USA, (1994); UN draft Convention, supra
note 40.

“2Goodman and Brenner, supra note 35.

3 The Budapest Convention, supra note 15, Section 1, Title 1, Art. 2-6; on the triad,
ENISA, Guidelines for SMEs on the security of personal data processing,
December 2016, p.10 at https://www.enisa.europa.eu/publications/guidelines-for-
smes-on-the-security-of-personal-data-processing (accessed on July 27, 2024);
Jeroen Van Der Ham, Toward a Better Understanding of ‘Cybersecurity, Digital
Threats: Research and Practice, Vol. 2: No. 3, (2021) pp 1-3

44 Wall, supra note 29, ch 4; see also David S. Wall, What are Cybercrimes?, Crime
And Justice Studies, No 58 (2004/05)
20,https://www.crimeandjustice.org.uk/sites/crimeandjustice.org.uk/files/0962725
0408553239.pdf (accessed July 30, 2024)

> The Budapest Convention, supra note 15, Articles 2-6.
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What is at stake behind these debates on taxonomy is the ability of
the law to criminalise cyber-behaviours without depending on a
particular digital technology while still accounting for the relevant
specificities of cybercrimes. Therefore, two questions, at this stage,
matter: what are the characteristics specific to computer-focused
crimes and to what extent the criminal law can and should account for
them when shaping its response? International legal instruments as
well as scholars agree on the positive and adverse impacts that digital
technologies have on our daily lives, usually citing as characteristics
of cybercrime: the absence of a physical crime scene, including the
intangibility of data and offender’s relative anonymity; the scale and
the transnational dimension of the crimes; as well as the speed and
technical nature of cybercrimes, with rapid technical advancement
fuelling the impact of the other characteristics.”® These specificities
undoubtedly affect the procedural response, creating new challenges
for victims to report crimes and for investigators to meet the standards
of evidence in criminal law and collaborate in transnational
investigations.*’

For substantive criminal law’s purpose, which is the sole focus of this
article, these elements are less prominent. Computer-focused crimes

“See the Bequai Report Council of Europe R(89)9, supra note 41, pp.18-20;
Preambles of the Budapest and Malabo Conventions,supra note 15 and 23, and
UN draft Convention, supra note 36; UNODC, supra note 17. For scholarly work,
see notably Gillespie, supra note 29, ch. 1; Clough, supra note 7, p219; Wall,
supra note 29, ch. 2; Maryke Silalahi Nuth, Taking Advantage of New
Technologies: For and Against Crime, Computer Law & Security Report, Vol. 24,
No. 5, (2008) p. 437; Goodman & Brenner, supra note 35;see also Holt, Bossler
and Seifried-Spellar, supra note 41, ch. 12-14; Marc Rogers, Natalie D. Smoak,
and Jia Liu, Self-Reported Deviant Computer Behavior: A Big-5, Moral Choice,
And Manipulative Exploitive Behavior Analysis, Deviant behavior Vol. 27, No. 3,
(2006), p. 245.

Gillespie, supra note 29, p. 9; Walden (2016), supra note 29, ch. 6 and 7; see
notably, for non-Western countries, Sarika Kader and Anthony Minnaar,
Cybercrime Investigations: Cyber-Processes for Detecting of Cybercriminal
Activities, Cyber-Intelligence and Evidence Gathering,Acta Criminologica:
African Journal of Criminology & Victimology, No.5, (2015) p. 67, 71.
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have arisen as a response to the difficulties of traditional criminal law
to account for behaviours created using technologies. Nevertheless,
these new offences also need to be broadly defined to encompass a
diversity of situations, targets and means to commit them.
Consequently, while the law cannot ignore the specific characteristics
of cybercrime, it has to be, paradoxically, technologically neutral to
anticipate technological innovations. Legislators also have to balance
the need for the law to be specific enough to avoid a challenge of
vagueness, while not being too narrow to avoid becoming outdated by
technological advancement.*®

Criminal law has long been familiar with this balancing act. For
example, the constitutive elements of fraud, a traditional offence pre-
existing the digital technologies, include the offender’s
misrepresentation of reality with their intention for their victim to
depart with property, instead of describing the myriads of ways and
technologies constitutive of the misrepresentation.”® Computer-
focused crimes are no different in that respect.> International legal
instruments have strived to define these offences in the most
technologically neutral way so that they do not need constant
updating.® In that respect, it is probably a testimony to the quality and

8 As noted as far back as 1989, the Bequai Report Council of Europe R(89)9, supra
note 41, pp.22-24.

49 Again as noted very early on, R(89) Report Bequai, pp22-24; for a more modern,
specific, comment, see for example, John Price, Dealing with fraud: A regulator’s
perspective, Australian Securities & Investments Commission (Speech delivered at
the Association of Certified Fraud Examiners Melbourne Chapter annual seminar,

o Melbourne, 10 (November 2015).

Id.

®See, for example, the definition of data, without any reference to a possible
technology other than the most basic and neutral words indicative of the digital
component, i.e. a computer system and program, Budapest Convention, Art. 2.
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pervasive influence of the Budapest Convention that the multiple
drafts of the UN Convention have adopted definitions of computer-
focused crimes that are similar, if not identical, to those of the
Budapest Convention.’* The taxonomy in these international legal
instruments becomes therefore a crucial point of reference, providing
national legislators with a framework to define the offences so that
their criminal law can pass the test of time, without multiple revisions,
even when they have not been ratified, as it is the case of Ethiopia.>
Taxonomy also represents a crucial first step for the law to then
identify the degree of seriousness each of the criminalised behaviours
reveals, so that the criminal law’s response remains proportionate and
dissuasive, with corresponding punishment.

1.2. Defining cybercrimes: taxonomies to establish
proportionate penalties

Prevalent in punishment theories, the proportionality principle states
that the severity of punishments should be proportionate to the
severity of the offence.>* The academic literature on proportionality in
punishment is vast and often includes not only the legislative process
of choosing and grading penalties but also the sentencing stage
whereby the judge will take into account other considerations than just
the ordinal proportionality that the legislator stated for a particular

%2See UN draft Convention, supra note 36, Chapter 2. In that sense, before the writing
of the UN draft Convention, Jonathan Clough, A World of Difference: The
Budapest Convention on Cybercrime and the Challenges of Harmonisation,
Monash University Law Review, Vol. 40, No. 3, (2014), p. 698, 729.

%%See notably Clough, supra note 7, p. 27; Walden (2016), supra note 29, p. 19.

% Horder (2022), supra note 34, ch 1; Fletcher, supra note 34, ch 6; Lucia Zedner,
Criminal Justice, Clarendon Law Series, OUP (2004) ch 3. The life-long work of
Andrew von Hirsch dominates modern criminal law. See notably: Andrew von
Hirsch, Proportionality in the Philosophy of Punishment, Crime and Justice, Vol.
16, (1992), p.55; and Andrew von Hirsch and Andrew Ashworth,
Proportionate Sentencing: Exploring the Principles, Oxford University Press,
(2005).
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crime.> Given the paucity of reported cybercrime cases, this article
will focus solely on the choices the Ethiopian legislator made in terms
of ordinal proportionality. Therefore, it will analyse how the legislator
scaled penalties based on the comparative seriousness of computer-
focused crimes.®

Ordinal proportionality involves two sub-requirements: parity and
rank-ordering. Parity allows for differences in punishments only if
they reflect variations in the degree of blameworthiness of the
conduct. Similar crimes should receive a similar assessment of
severity unless special circumstances are identified. Rank-ordering
requires punishments to be ordered on a scale that reflects the
seriousness rankings of the crimes involved.>” This restricts internal
variation for crime prevention purposes, such as imposing exemplary
penalties for a specific offence, outside the scale established and with
no valid justification. The language of criminal law has evolved to
ascertain offences’ respective degree of seriousness along three
central concepts, which are reflected in the general part of the 2004
Criminal Code: the criminal pathway that runs from the thought
process (the least serious) up to achieving the result, itself an indicator
of the harm to be avoided; culpability (intention or negligence); and

*Matt Matravers, The Place of Proportionality in Penal Theory, in Michael Tornry
(ed.), Of One-Eyed And Toothless Miscreants: Making The Punishment Fit The
Crime?, Oxford University Press, (2019), p.76, 77-78.

% On legal pluralism in Ethiopian criminal law, Jean Graven, The Penal Code of the
Empire of Ethiopia, Journal of Ethiopian Law Vol. 1, No. 2, (1964), p. 267;
Dolores A. Donovan and Getachew Assefa, Homicide in Ethiopia: Human Rights,
Federalism, and Legal Pluralism, American Journal of Comparative Law, Vol. 51,
No. 3, (Summer 2003), p. 505.

"Von Hirsch, Proportionality in the Philosophy of Punishment, supra note 57,
pp.81-82; Jesper Ryberg, The Ethics of Proportionate Punishment: A Critical
Investigation, Kluwer Academic Publishers, (2004), pp. 59-99.
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circumstances surrounding the commission of the offence which are
not constitutive of the offence’s basic structure but can usually
aggravate the seriousness of the crime.>®

The challenge is of course how to assess the seriousness of computer-
focused offences and grade them accordingly. The Budapest and
Malabo Conventions may both insist on their signatories to establish
proportionate and dissuasive penalties, but none is explicit on how to
achieve this. The consensus though is that the five computer-focused
offences have various degrees of seriousness when their respective
modi operandi and criminal pathway are considered. The misuse of
tools offence is considered less serious than the offence of illegal
access. The latter is also described as the frequent first step of a
cybercriminal before s/he undertakes illegal data and/or system
interferences or illegal interception. In addition, none of the two texts
indicates the ordinal proportionality of penalties; and the Budapest
Convention does not mention aggravating circumstances such as the
targeting of critical infrastructures, particularly relevant given the
scale and transnational dimensions of many cyber-attacks. Only the
regional Directive 2013/40/EU requires a minimum threshold for
imprisonment as a penalty but remains silent regarding fines.>® Al
five offences are required to attract ‘at least’ two years imprisonment;
for illegal data and system interferences, this is aggravated to three
years when a hacking tool is used, to five years when the target is a
critical infrastructure when organised crime is involved, or there is
serious damage; and when illegal interference concerns personal data,
Member States are required to establish aggravating circumstances,

%8 Fletcher, supra note 34; see the 2004 Criminal Code, supra note 9, Title 111 on the
‘conditions of liability to punishment in respect of crimes.’

% Directive 2013/40/EU, of the European Parliament and of the Council of 12 August
2013 on attacks against information systems and replacing Council Framework
Decision 2005/222/JHA.
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without the Directive specifying more.%° This paucity of information
on ordinal proportionality for computer-focused offences should not
however act as a deterrent to critically evaluate the Ethiopian
legislator’s approach to the punishment of its computer-focused
crimes. The degree of seriousness of the offences is now established,
and the Budapest Convention’s approach has become the
international standard of reference. This taxonomy gives a framework
to label and critically analyse Ethiopia’s criminal law response.

2. The Criminalisation of Computer-Focused Offences

Relying on international and regional standards, the 2016
Proclamation took care to define each of the base offences, clearly
distinguished from their aggravated forms. It also innovated with
Avticle 2 which provides further definitions of terms used across the
legislation. The Proclamation is not however without some gaps,®
although the nature of the deficiencies varies according to the base
offence considered.

2.1. Illegal access: an improved and more coherent
definition.

The 2004 Criminal Code criminalised mere unauthorised access to
computer services and aggravated unauthorised access to commit
further crimes.®® These offences committed negligently or
intentionally, could apply concurrently to the other offences relevant
to further crimes, such as fraud.®*Eight years later, the 2012 Telecom

5 1d. Art. 9.

% These gaps are recapped in section 3.7.

82See the 2004 Criminal Code, supra note 9, respectively Art. 706(1) and 706(2).
1d., Art. 711.
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Fraud Proclamation added illegal access to a telecom system,
effectively criminalising illegal access that targeted a particular set of
critical infrastructures. In that sense, it remedied the Code’s weakness
of not differentiating between the types of targeted computer
systems.®* Nevertheless, the two offences potentially overlapped,
depending on how a computer network was to be interpreted,
compared to a telecom system and internet service. Indeed, the 2012
Proclamation did not articulate the scope of either offence, despite a
definition of ‘telecom service’ and ‘telecom equipment’.65

The 2016 Proclamation brings these different offences into one
provision, repealing both Article 5(2) of the 2012 Proclamation, and
Article 706 Criminal Code.®® At first sight, the structure of the offence
of illegal access in the 2016 Proclamation remains the same as in the
Code and the 2012 Proclamation.The base offence is still about
securing access to a computer system, data, or network, and without
authorisation. Yet, the 2016 Proclamation brings some significant,
positive, changes: it clarifies the scope of the base offence and brings
coherence to the legislative choices for criminalisation.

The first main difficulty with the initial offences was the Code’s
absence of definitions of the key elements (access, authorisation,
computer system or data), leading to important uncertainties in terms
of the offences’ scope and their potential overlap with that of the 2012
Proclamation. By contrast, the 2016 Proclamation specifies that the
target can be as much the ‘whole’ or ‘any part of the computer
system, data, or network. Thus, it leaves no ambiguity as to whether
accessing just one part of a system would be criminalised.®’ It also
defines the terms ‘computer or computer system’, ‘computer data’,

®The 2012 Telecom Fraud Proclamation, supra note 19, Art. 5(2).
|d., at Art. 2(1).

% The 2016 Computer Crime Proclamation, supra note 8, Art. 3.
1d., Art. 3(1).
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‘network’ and ‘access’ in techno-neutral language, thus future-
proofing the legislation against technological improvements or
changes.®*Most importantly, the Proclamation refers to “in excess of
authorization’ alongside ‘without authorization’, with examples of
employees and computer crime investigator officers exceeding their
authorisation in the Proclamation’s Explanatory Note.” This accounts
for the various modi operandi of the crime while remaining techno-
neutral. The criminalisation is thus not dependent on the use of a
particular technology to commit illegal access. The precision brought
to authorisation therefore lifts any ambiguity that existed in the Code
and the 2012 Proclamation as to this key criminalising element of the
offence.

The other significant weakness in the Code’s provision was its
criminalisation of negligent illegal access, leading the criminal law to
overreach and criminalise an individual who was simply careless, and
not even reckless, in their access to a computer system or data.”® This
overbroad legislative choice was in contradiction to the 2012
Proclamation’s approach to criminalise only intentional, not negligent,
access to telecom networks. The 2016 Proclamation radically
departed from the Code, eliminating the possibility of committing
illegal access negligently.” Ethiopia is thus in line with the Budapest
Convention's requirement for the intention to restrict the mental
element of the offence.”” This choice reflects a balance between the
need to capture the specificities of cybercrimes and the necessity not

%8|d., respectively, Art. 2(2), 2(3), 2(7) and 2(9).

1d.,Art. 3(1); the Explanatory Note to Computer Crime Proclamation, supra note 23,
p.10.

™ The Criminal Code, supra note 9, Art. 706(3)

™ The 2016 Computer Crime Proclamation, supra note 8, Art. 3(1).

"2 The Budapest Convention, supra note 15, Art. 2.
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to over-criminalise. Trespass in criminal law is generally not a crime,
but its criminalisation was here required given that accessing a
computer system or data is often a first step towards immediately
committing a more serious crime. Yet it cannot become the door to an
overreach of the criminal law, hence the requirement of intent for
illegal access.”

To summarise, while the Code’s criminalisation of illegal access
could only be welcomed, the 2012 Telecom Fraud Proclamation did
not remedy the initial weaknesses of the legislation. The initial
legislative choices as to the scope of the offences, the absence of
definitions for the key terms and the lack of proportionality between
the offences called for further reform. The 2016 Proclamation
presents a balanced response in terms of the structure of the offence of
illegal access.

2.2. lllegal Data ‘Interference’: a better-articulated offence
despite its name of “causing damage to computer data”

As for illegal access, the 2016 Proclamation brought together into one
base offence the various iterations of the offence present in the Code
and the 2012 Proclamation.”* In doing so, it clarified four main
aspects of the initial base offences which were problematic. Firstly,
the 2016 legislator removed the possibility of negligently committing
the offence, avoiding the criminalisation of simple mistakes
employees could make, such as data deletion.” In that sense, it
implicitly reaffirms that the criminal law should be used only as a last
resort.”® Secondly, it specifies that interference could be caused not
just "without authorization", but also "in excess of authorization",

™ The Explanatory Report to the Budapest Convention, supra note 33, para. 44-50;
Clough, supra note 7, pp. 68-69.

™ The 2016 Computer Crime Proclamation, supra note 8, Art. 6(1).

7 The 2004 Criminal Code, supra note 9, Art. 707(3).

"8 Horder (2022), supra note 34, pp. 79-81.
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such as when an employee intentionally deletes data in their
employer’s computer system.

Thirdly, the 2016 Proclamation criminalised separately those
computer-focused crimes and the computer-related crimes,’” instead
of combining the two as in the Code.” This welcome move reinstates
the coherence of the criminal law and respects the modi operandi of
most cybercriminals, since theft, forgery, and fraud, are usually
facilitated by illegal access without necessarily leading to illegal data
interference. A fraudster does not want to damage the personal data of
their victim, but to use it to defraud their target.

Finally, the 2016 Proclamation clarified the concept of interference in
two ways. It clearly differentiates interference from access, by
dropping the Code’s reference to access when the latter defined its
aggravated offence of data interference with intent to commit further
crimes.”® Thus, the change eliminated the overlap that potentially
existed between the two sets of offences (access and data
interference), reinstating a clearly delineated taxonomy of
cybercrimes attuned to the boundaries in the Budapest Convention
and the Malabo Convention.®°

The second way the Proclamation clarified the meaning of
interference is by rewriting the description of the results to be
achieved in the base offence. Initially, the 2004 offence was about
intentionally causing damage by adding, altering, deleting, or

" The 2016 Computer Crime Proclamation, supra note 8, Art. 6, 9-11.

"8 The 2004 Criminal Code, supra note 9, Art. 707(2).

™ |d., Art. 707(2) & 706(2).

Pphillips, Davidson, Farr, Burkhardt, Caneppele, and Aiken, supra note 38, p. 386.
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destroying data.®* Despite the four verbs not being defined, their use
seemed to indicate the aim of protecting the confidentiality and
integrity of computer data, but not its availability. The problem is that
in computer science, data interference can include data becoming
unavailable without its integrity or confidentiality being
compromised. In other words, data interference is not just damage to
data. The Budapest Convention recognised the specificity of this
cybercrime by including in its definition the word ‘suppression’,
which its Explanatory Report described by reference to data being
unavailable but not altered.*’Despite theBudapest Convention being
available for reference, the drafters of the Ethiopian Criminal Code
did not contextualise by referring to this standard concerning
suppressing computer data.®* Consequently, this omission brought an
ambiguity as to whether the Ethiopian provision included all scenarios
of interfering with data, including interfering with its availability, or
whether the drafters meant to discard availability as a protected value.
The 2012 Proclamation added to this confusion. Its definition of the
offence against telecom infrastructure seems to have included the
protection against unavailability, Article 5(3) using ‘intercept’ in
addition to ‘alter, destroy or otherwise damage’and Article 5(1)
referring to the ‘obstruct[ion] with any telecom network, service or
system’.

The 2016 Proclamation puts an end to any uncertainty as to the
meaning of interference and thus as to the scope of the offence. Of
course, it continues to indicate the altering and deleting of data, taking
away ‘adding’, arguably captured by ‘altering’. More importantly,
instead of ‘destroying’, it uses the expression of ‘rendering it
meaningless, useless or inaccessible’, thus clearly referring to the

8 The 2004 Criminal Code, supra note 9, Art.707 (1).

® The Budapest Convention, supra note 15, Art. 4; the Explanatory Report to the
Budapest Convention, supra note 33, para.61.

8 The 2004 Criminal Code, supra note 9, Art. 707(1).
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underpinning values of integrity and availability. The choice of terms
also future-proves the offence of data interference. It is not just a
response to the crime of the day, where the drafters claimed to tackle
the incoming wave of ransomware attacks rendering their victims’
data unavailable without the encryption key.®* Moreover, the
legislator’s choice of techno-neutral language shifts the focus away
from the conduct towards a description of the result achieved -the
destruction and unavailability- independently of the technology used
to commit the conduct. In that sense, it could be regretted that the
legislator kept the title of ‘causing damage to computer data’ when the
new definition of the offence protects data availability, and not just
data integrity (damage). On the positive side, the reform puts Ethiopia
in line with the Budapest Convention and the Malabo Convention, it
was inspired by.

2.3. System Interference: still an imperfect criminalisation

The two waves of Ethiopian legislative response to cybercrime have
struggled, in different ways, to fully and coherently criminalise system
interference in line with the Budapest and Malabo Conventions. The
2016 Proclamation certainly remedies two of the weaknesses of the
Code’s offence. As for illegal access and data interference, it lifts the
ambiguity as to whether such crimes could be committed when
exceeding authorisation.®® It also broadened the scope of the offence
to reflect the various modi operandi of cybercriminals interfering with
computer systems or networks. The initial offence in the Code used

8 The Explanatory Note to Computer Crime Proclamation, supra note 22, para. 17,
Lena Y.Connolly and David S. Wall, The rise of crypto-ransomware in a changing
cybercrime landscape: Taxonomising countermeasures, Computers & Security,
Vol. 87, (2019), 101568.

% The 2016 Computer Crime Proclamation, supra note 8, Art. 5.
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solely the verb “disrupting’.®® This would of course capture several

behaviours and techniques, notably denial-of-service attacks (DoS
attacks), a typical example of system interference that harms the
system’s availability. Nevertheless, the Code’s choice of the word
‘disrupting” may have unduly restricted the scope of the offence,
when contrasted with the use of ‘hindering’ in the Budapest
Convention,®’ ‘disruption’ was featured only twice in the
Convention’s Explanatory Report.®® Indeed the term "hinder" covers a
broader set of behaviours including keeping back, delaying, or
preventing; whereas "disrupt" implies a narrower scope where
behaviours are limited to those of impeding or interrupting.%® The
2016 Proclamation better reflects the multiple variations in the modi
operandi of cybercriminals interfering with a system or network.
Indeed, it now refers to both hindering and disrupting, as well as
adding ‘impairing’ and ‘interrupting’, a language that remains techno-
neutral, thus future-proofing the offence against technological
advancement.

Despite these improvements, the 2016 Proclamation does not fully
criminalise system interference. As data interference, system
interference can affect the integrity as well as the availability of the
computer system or network. The 2004 Criminal Code split these two
aspects into two separate offences. Damage affecting the integrity of
the computer system or network was captured via the offence of data
interference, which expressly referred to data and computer system
and network; whereas harm to the system’s availability was a separate
offence, defined as intentionally disrupting the use of computer

8 The Criminal Code, supra note 9, Art. 708(1).

8 The Budapest Convention, supra note 15, Art. 5.

# TheExplanatory Report to the Budapest Convention, supra note 33, para. 148 &
155.

®ld.
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services by an unauthorised user.” The 2016 Proclamation does not
fully reinstate the coherence of the cybercrime taxonomy. Certainly, it
takes away the reference to computer systems and networks in the
illegal data interference offence; but it does not bring the
criminalisation of these behaviours within the scope of the offence of
system interference. Indeed, the offence does not incorporate terms
such as “damaging,” “deteriorating,” and “suppressing” as found in
the Budapest Convention.” Thus it is unclear as to whether the new
definition of the offence includes these aspects of system interference.

Moreover, it does not require hindering to be ‘serious’, keeping this
element as an aggravating factor, -without definition-, rather than as
constitutive of the offence as in the Budapest Convention.”
Obviously by repealing the negligent mental element of the base
offence, the Proclamation reinstates a certain degree of seriousness.
Yet, by not specifying that hindering must be serious, the scope of the
offence remains broad, in line with the Malabo Convention, but in
contrast with the more restrictive approach of the Budapest
Convention.” By requiring ‘hindering’ to be serious, the drafters of
the latter aimed to avoid the criminalisation of system interference
when its form, size or frequency causes little to no damage to integrity
or availability, such as when a former employee acts out of revenge
against the employer who fired them but without causing damage; or
when the size or frequency is more of a nuisance, such as spam,
calling for the use of other regulatory means rather than criminal

% The 2004 Criminal Code, supra note 9, Art. 708.

d.

%2 The 2016 Computer Crime Proclamation, supra note 8, Art. 5 (1) (2) (b).
% The Budapest Convention, supra note 15, Art. 5.
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law.” The requirement of serious hindering is thus a means to comply
with the principle of subsidiarity, whereby criminal law is of last
resort and should not be used just because the crime involves digital
technologies.* It is the approach that should be preferred so that the
criminal law also complies with human rights principles. That the
Proclamation requires ‘serious hindering’ for the aggravated offence
when committed against critical infrastructure does not alleviate the
fact that the offence has an overreach.”® It is a deficiency that strikes at
the heart of the specificities of this particular cybercrime and would
thus require remedying in a future reform.

2.4. lllegal Interception: a delayed criminalisation

Data interception and data interference are distinct in that data
interception impacts data during transmission, while data interference
affects data once it is stored.”” Therefore, there are two separate
offences in the Budapest Convention, and later, in the Malabo
Convention. Yet, the 2004 Criminal Code chose not to criminalise
illegal interception, either as a separate offence or via data interference
(which would have been controversial anyway). The 2012
Proclamation partially addressed this gap, having introduced the
offences of unauthorised interception in any telecom system and the
interception of personal information of subscribers.” The scope of
these offences remained however limited. Any illegal interception of

% The Explanatory Report to the Budapest Convention, supra note 33, para 67-69.

% Horder (2022), supra note 34, section 4.4; R A Duff and Stuart P Green,
Introduction: The special part and its problems, in Duff and Green, supra note 34,
pp. 4-5.

% The 2016 Computer Crime Proclamation, supra note 8, Art. 5 (1) (2) (b).

%See notably, Lewis C. Bande, Legislating against Cyber Crime in Southern African
Development Community: Balancing International Standards with Country-
Specific Specificities, International Journal Of Cyber Criminology, Vol. 12, No.
1, (2018), p. 9, 17.

% The 2012 Telecom Fraud Proclamation, supra note 19, Article 5(3).
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computer systems or data not transmitted via Ethiopia's telecom
system was not criminalised.

It fell on the 2016 Proclamation to at last criminalise intentional
interception of “non-public computer data or data processing
service’,” without limiting it to the telecom system or data as in the
2012 Proclamation. In addition, the 2016 Proclamation provides the
first definition in Ethiopia’s criminal law of interception: the real-time
surveillance, recording, listening, acquisition, viewing, controlling, or
any other similar act of data processing service or computer data.'”
Expanding on this, the Explanatory Note to the Computer Crime
Proclamation adds examples of the act of directly monitoring,
listening to, taking, viewing, controlling, or using content, traffic,
customer information, computer programs, or similar data without
permission during communication, data transfer, or internet
activities.'®*  Technological ~advancements will create new
opportunities to commit illegal interception, opportunities that the
Explanatory Note may not have mentioned. Nevertheless, the techno-
neutral language of the Proclamation should ensure that the definition
is future-proof.

At odd with this aim of facilitating the interpretation of the offence
through carefully techno-neutral definitions, the Proclamation does
not explain whether the term ‘non-public’ refers to the nature of the
transmission process or the data transferred. It falls on the Explanatory
Note to guide the interpreter, despite ‘non-public’ being a key
constitutive element of the offence. The offence covers non-public

% The 2016 Computer Crime Proclamation, supra note 8, Art. 4(1).
100 1d,, Art. 2(12).
101 The Explanatory Note to Computer Crime Proclamation, supra note 22, p. 14.
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computer data transmissions, which refer to the communication
mechanism used for transmission rather than the material being
transferred.’® Thus, individuals could still commit illegal interception
for example when recording conversations or data in a public space,
which they wish to keep private. Rather than leaving it to the
Explanatory Note, it would be preferable though for the offence to
define ‘non-public’ in line with, generally, the laudable definitional
effort of the 2016 Proclamation.

2.5. The Criminalisation of the Misuse of Tools Offence:
from too simple to too complex?

The 2004 Criminal Code’s provision on the offence called “criminal
acts related to usage of computer devices and data” was not
adequately articulated but it had the merit of being short and simple to
understand and apply, despite its broad scope potentially leading to
some ambiguities. By contrast, the new version of the offence in the
2016 Proclamation shines by its length and complexity, although it

better aligns with the Budapest Convention’s pl‘OViSiOl’lS.103

2.5.1. The initial criminalisation of the misuse of tools

The 2004 Criminal Code, inspired by the other national jurisdictions
and the Budapest Convention, criminalised the misuse of 'instruments,
secret codes or passwords' to deter those who facilitate the
commission of computer crimes.** Its choice of conducts aligns well
with that of the Budapest Convention, although the latter also added
'buying and receiving'. Liability stems from intentionally importing,
producing, selling, offering for sale, distributing, or possessing these
tools with the intent of committing computer crimes, making the

19214, at 15; the Explanatory Note to the Budapest Convention, supra note 33, para
54.

198 The 2016 Computer Crime Proclamation, supra note 8, Art. 7.

1% The Code, supra note 9, Art. 709; the Budapest Convention, supra note 15, Art. 6.

308



Assessing Ethiopia’s Readiness to Combat Computer-focused Crimes

offence a possessory crime. The aim of making the conduct an
offence was clearly to address the black market that facilitates the sale
or transfer of software used to gain unauthorised access or to impair
the availability of computer systems and networks.'®

The offence’s brevity though raised questions about its scope. While
the term passwords created no issue of interpretation, the other terms
of ‘instruments’ and ‘secret codes' remained undefined and
unspecified. By contrast, the Budapest Convention restricted the
scope of its offence to the tools ‘primarily designed’ for crime
purposes to alleviate the concerns of the cybersecurity industry about
the criminalisation of the legitimate cybersecurity tools they use to
protect against cyberattacks. Thus, the Code’s silence as to the nature
of the tools potentially left the door open to the criminalisation of a
wide range of software and hardware, including legitimate
cybersecurity tools used in the fight against cybercrimes.'®
Paradoxically, Ethiopia aligned, on this issue, with other national
cybercrime legislations, even among signatories of the Convention, as
they failed to integrate this important restriction. ™’

The 2012 Proclamation did not tackle any of these issues. It created an
offence for manufacturing, assembling, important, or offering for sale

1% The Explanatory Report to the Budapest Convention, supra note 33, para 71.

%geeAudrey Guinchard, The Criminalisation of Tools Under the Computer Misuse
Act 1990: The Need to Rethink Cybercrime Offences to Effectively Protect
Legitimate Activities and Deter Cybercriminals, in Tim Owen and Jessica Marshall
(eds), Rethinking Cybercrime: Critical Debates, Palgrave McMillan (2021), p. 41.

07 Apart from France, see Audrey Guinchard, Better cybersecurity, better
democracy? The public interest casefor amending the Convention on cybercrime
n.185 and the Directive 2013/40/EU on attacks against information systems, in
Ricardo Pereira, Annegret Engel & Samuli Miettinen (eds), The Governance of
Criminal Justice in the European Union: Transnationalism, localism, and public
participation in an evolving constitutional order, Edward Elgar 2020, p148.
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‘any telecom equipment’ and using or holding the equipment but on
the condition that the person had not ‘obtained a prior permit’. Thus, a
defendant who obtains a permit but thereafter uses the equipment for
the wrong purposes would not be liable under the 2012 Proclamation.
The initial offence was thus in serious need of revisions.

2.5.2. A revised offence: too complex, too broad?

The 2016 Proclamation organises the Article 7 offence into five sub-
articles, with sub-article 3 being a possessory offence to sub-articles 1
and 2, and sub-article 5 criminalising sub-section 4 when committed
negligently. The overall objective of the offence is to criminalise
preparatory acts that are left outside the scope of attempted illegal
access or attempted illegal data interference for example, but which, if
tackled at an early stage, have the potential to quell the tide of
cybercrimes. Its complexity stems from the difficulty in achieving its
legitimate objectives without criminalising the cybersecurity industry,
and from the difficulty in understanding the modi operandi of
cybercriminals on the black market for tools.

Regarding the first two Article 7 offences, i.e. the conduct of
distributing computer programs, the Proclamation distinguishes
between transmitting a computer program (Article 7(1)), and
importing, producing, offering for sale, distributing, and making
available either the program or the computer device (Article 7(2)). It
seems that the legislator had two scenarios in mind. In Article 7(1),
the aim is to criminalise defendants who distribute malware without
checking if the recipient intends to use it for nefarious purposes. In
Article 7(2), it criminalises defendants acting as intermediaries with
the knowledge that their customers intend to use the malware for
cybercrime offences. The apparent negligent behaviour of the first
attracts a lesser punishment: five years of simple imprisonment, and a
fine of 30,000 Birr, compared to five years of rigorous imprisonment,

310



Assessing Ethiopia’s Readiness to Combat Computer-focused Crimes

and a fine of between 10,000 to 50,000 Birr. The problem is that the
two offences arguably create an artificial difference among
cybercriminal behaviours. Most cybercriminals distribute problematic
computer programs on the black market, not on legitimate markets.
Given the context, most will not enquire about the specific objectives
of each of their customers, not by negligence, but because their
customers may not be particularly forthcoming about their intention to
commit cybercrimes.'® They are in practice as culpable as those who
enquire about their customers’ intentions. The legal provisions,
therefore, do not seem to adequately reflect the modi operandi of
cybercriminals, offering a lower punishment to cybercriminals under
Avrticle 7(1) when culpability is the same in both scenarios. In
addition, the distinction unnecessarily complicates the task of the
prosecution having to choose between Article 7(1) and Article 7(2).

This criticism should not mask the laudable and successful effort of
the legislator to structure the two offences of Article 7(1) and (2), as
well as that of Article 7(3) of possessing a tool, to protect legitimate
security research activities. The three offences work on the basis that
the tool at stake, whether a computer program or computer device, has
been ‘exclusively designed or adapted for the purpose’ of causing
damage or committing a computer-dependent crime under Avrticles 3
t0 6."%° The use of ‘exclusively’ has the merit of keeping all dual-use
hacking tools outside the scope of the offence, directly avoiding the
broad scope of the initial 2004 offence.™° It has the corresponding

1% Thomas J. Holt and Eric Lampke, Exploring stolen data markets online: products
and market forces, Criminal Justice Studies Vol. 23, No. 1 (2010), p. 33; Thomas J.
Holt, Examining the Forces Shaping Cybercrime Markets Online, Social Science
Computer Review, Vol. 31, No. 2, (2013), p.165.

199 The 2016 Computer Crime Proclamation, supra note 8, Art. 7(1)(2).

110 The Explanatory Note to the Computer Crime, supra note 22, pp.18-19.
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merit of protecting the security industry from any accusation of
creating or designing cybersecurity tools to commit illegal access
when searching for vulnerabilities or Criminal Code failures enabling
illegal access. This is a welcome development, very much in line with
the spirit of the Budapest Convention. Importantly, it places Ethiopia
amongst the extremely few countries which have structured their
misuse of tools offence to protect legitimate security researchers from
criminal law.***

Finally, the provision criminalises the disclosure or transfer of
computer programs, secret codes, keys, passwords, or similar data to
gain access to a computer system, data, or network, -either
intentionally or negligently,"™*? without authorisation or exceeding
authorisation. The objective is to address poor and negligent
cybersecurity practices, such as leaving passwords open or poorly
implemented security measures leading to unintentional disclosure.
Article 7(5) may therefore criminalise many IT administrators who
are negligent and do not strictly adhere to security standards. It raises
important questions as to whether criminal law should be used to
tackle poor cybersecurity practices, or whether regulatory measures
would be better suited to encourage the adoption of state-of-the-art
cybersecurity practices. The principle of subsidiarity, which promotes
a minimalist approach, requires using criminal law as a last resort,
protecting legal interests by other means, such as tort law,
administrative law or sectoral codes of guidance.*** Awareness of this
requirement not to overcriminalise in this field dates back to 1989.
Three decades later, the argument remains valid and underpins the EU
efforts to enact the Cyber Resilience Act to create civil law duties to
implement cybersecurity standards throughout the lifecycle of a

! Guinchard, supra note 95.

12 The 2016 Computer Crime Proclamation, supra note 8, Art. 7(4) & (5).

"3 The Bequai Report Council of Europe R(89)9, supra note 41, pp. 24-26; Horder
(2022) supra note 34, section 4.4; Duff and Green, supra note 95, pp. 4-5.
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product be it hardware or software.** In this instance, the use of

criminal law is unlikely to be the most adequate means to deal with
poor or absent cybersecurity measures.

2.6. Attempts and accessorial liability of computer-focused
crimes

Through its general provisions, the 2004 Criminal Code punished
attempts, distinguished from preparatory acts and defined as a crime
committed intentionally ~ without achieving the necessary
outcome.'**These general provisions automatically apply to all
crimes, including the computer crime provisions. Consequently, the
attempt of any computer crime offence in the Code was criminalised
and attracted the same punishment as if the offence had been
completed.™® A similar pattern can be observed for accessorial
liability, where the Criminal Code criminalised accessories in its
general provisions, when the offenders provide information, advice, or
assist the principal(s) before, during, or after the commission of the
offence so long as the later assisting was agreed beforehand.**’

By contrast, the 2016 Proclamation is entirely silent on attempts and
accessorial liability, raising the question as to whether it implicitly
criminalises them or whether it has, surprisingly, left them outside the

14 EU Cyber Resilience Act, available at https:/eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:52022PC0454 (accessed on July 27, 2024);
see notably the works of Michael D. Scott, Tort Liability for Vendors of Insecure
Software: Has the Time Finally Come?, Maryland Law Review, Vol. 67, (2007-
2008), p. 425, and Susan W. Brenner and Leo L. Clarke, Distributed Security:
Preventing Cybercrime, John Marshall Journal of Information Technology &
Privacy Law, Vol. 23, (2005), p. 659; see also Brunhéber, super note 17.

15 The Criminal Code, supra note 9, Art. 27 (1) and 26.

H81d., Art. 27(2).

71d., respectively, Art. 37 and 40.
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scope of the statute. A few indicators point towards their indirect
criminalisation. Firstly, the Proclamation in Article 29(2) provides that
unless otherwise stated, the general part or provisions of the Criminal
Code apply. The slight confusion stems from the location of this
provision: it is under the procedural Part of the statute, rather than
under the substantial law provisions of the statute."**It would have
been far clearer to introduce this reference to the Criminal Code either
before any other provisions or under both the substantial law and
procedural Parts of the statute. Nevertheless, the Criminal Code also
states that, unless otherwise clearly specified, the general principles
included in the Criminal Code apply to other penal legislation, which
of course includes computer crime laws such as the 2016
Proclamation.***The general criminal code principles concering
attempt and accessorial liability, therefore, help establishing criminal
responsibility for attempts and accessories in the 2016 Proclamation.

The problem though pertains to the scope of the criminalisation of
attempts, a problem which the 2016 Proclamation perpetuated by not
specifying which computer-focused crime could be attempted or not.
The Budapest Convention has rejected the criminalisation of
attempted illegal access and attempted misuse of tools on the basis
that it is ‘conceptually difficult to attempt’. For the misuse of tools, it
is understandable: the offence itself criminalises preparatory acts.
Criminalising its attempts (such as attempted possession of tools)
would amount to criminalising the thought process, in violation of
human rights principles.?° For illegal access, the attempted conduct,
for example inputting a password, may not indicate a sufficient

118 The 2016 Computer Crime Proclamation, supra note 8, Art. 22 (2).

"% The 2004 Criminal Code, supra note 9, Art. 3. On this general principle, see
Simeneh Kiros and Chernet Hordofa, Over-Criminalisation: A Review of Special
Penal Legislation and Administrative Penal Provisions in Ethiopia, Journal of
Ethiopian Law, Vol. 29, (2017), p.49.

20 Horder (2022), supra note 34, ch. 4. (Criminal Conduct: Actus Reus, Causation,
and Permissions).
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criminal state of mind.*?* Conversely when it does, for example via

the use of a tool to check at speed passwords, the offence would not
be attempted illegal access but that of the completed offence of
misuse of tools. There is therefore no possibility of criminalising
attempted misuse of tools without an overreach of the criminal law.
Therefore, instead of the current blanket criminalisation of attempts,
the Proclamation should specify which computer-focused crimes
could be attempted and exclude attempted illegal access and misuse of
tools offences. There is also value in articulating how their attempts
could be defined to account in a techno-neutral language for the modi
operandi of the cybercriminals.*? Unlike attempts though, the scope
of this criminalisation is unlikely to be questionable and in that sense,
the silence of the Proclamation is not problematic.**® The only source
of possible confusion pertains to accessorial liability in the
transmission of harmful content data or malicious code through
internet service providers, but the Proclamation addressed it expressly,
conditioning their liability to the requirement of criminal intent.**

2.7. Criminalisation gaps to be addressed in the 2019 Draft
Proclamation and beyond

The 2016 Proclamation’s modernisation of computer misuse offences
has resulted in a more complete range of offences. Its terms defined in
Avticle 2 in techno-neutral language also allow for the application of

2! The Explanatory Report to the Budapest Convention, supra note 33, paras. 118-
122; see the Budapest Convention, supra note 15, Art. 11.

122 Generally, in the theory of criminal law, Horder (2022), supra note 34, ch. 13.

128 Chawki, Darwish and Khan, supra note 35, pp. 49-50.

124 The 2016 Computer Crime Proclamation, supra note 8, Art. 16; and the
Explanatory Note the 2016 Computer Crime Proclamation, supra note 22, pp. 28-
30. See also the Budapest Convention supra note 15, Art. 11; the Explanatory
Report to the Budapest Convention, supra note 33, paras. 118-122.
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laws to both current and future technologies.*?® Nevertheless, some
deficiencies remain, which the 2019 Draft Proclamation allegedly
aims to tackle. The 2019 Draft certainly does not propose amending
the base offence of illegal access, a welcomed approach since the
offence’s structure is well established in the 2016 Proclamation.?®

Regarding illegal data interference, the only minor criticism made of
the 2016 Proclamation is that of a title not representative of the scope
of the offence. The use of ‘damage’ is associated with attacks against
the integrity of the data, whereas the offence now clearly captures
attacks against availability. The 2019 Draft proposes a change in title
and the elements of the offence but does not remedy this slight
discrepancy. Instead, it would more than likely create an additional
problem by extending the offence to computer devices, -without
defining the term either- to incorporate what seems to be physical
damage to machines as done before the rise of digital technologies
and thus unrelated to the taxonomy of computer-focused
crimes.*?"The reform is not in that sense the way forward.

Concerning illegal system interference, the 2016 Proclamation suffers
from ambiguity as to the scope of the offence, whether the offence
protects the integrity of the system as well as its availability. The 2019
draft not only failed to clarify this but by adding ‘computer data’ to its
title, it would create further confusion: the offence of system
interference  would overlap with that of data interference.?®
Furthermore, it would not restrict the offence to ‘serious hindering’,
again not reflecting the specific modus operandi of system

125 The Explanatory Note to Computer Crime Proclamation, supra note 23, pp. 4-5;
the Explanatory Report to the Budapest Convention, supra note 33, para. 36.

26 The 2019 draft Proclamation, supra note 10, Art. 3; the 2016 Computer Crime
Proclamation, supra note 8, Art. 3.

27 The 2019 draft Proclamation, supra note 10, Art. 6.

8 The 2016 Computer Crime Proclamation, supra note 8, Art. 5; the 2019 draft
Proclamation, supra note 10, Art. 5;

316



Assessing Ethiopia’s Readiness to Combat Computer-focused Crimes

interference, in addition to the concept being left undefined. On a
positive note, though, it proposes a new definition of a computer
system to differentiate between a computer as a standalone and an
interconnected device, thus clarifying the term, in line with the
Budapest Convention.

For illegal interception, the only flaw is that of not defining ‘non-
public’ in the statute, which the 2019 Draft leaves intact."”® At
present, this is remedied by the Explanatory Notes to the 2016
Proclamation, and thus it could be argued that the law should remain
untouched. Yet, the transmission of data can still occur without
encryption and yet not meant to be openly accessed, so should a
reform be proposed, the criminal law would benefit from defining in
the statute a key constitutive element of the offence.**°

By contrast, for the misuse of tools offence, the draft 2019
Proclamation proposes some welcome changes, addressing one of the
identified weaknesses, without creating new deficiencies. It would
remove the provision that currently criminalises negligent misuse of
devices and excludes from the scope of the offence the tools legally
obtained from personal or commercial computer devices, data, and
programs used for authorised training, testing, or protection of
computer systems.'** Therefore, the draft Proclamation would
reinforce Ethiopia’s strong position as being one of the few countries
having provided a safe haven for security researchers to legitimately
test systems and networks for vulnerabilities to improve cybersecurity

1291d., at Art. 4; the 2016 Computer Crime Proclamation, supra note 8, Art. 4.

“%Woodrow Hartzog, The Public Information Fallacy,Boston University Law
Review, Vol. 99, (2019), p. 459, 479-480.

31 The 2019 draft Proclamation, supra note 10, Art. 9.
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and resilience to cybercrime attacks. The artificial distinction between
Article 7(1) and (2) of the 2016 Computer Crime Proclamation
remains unchanged in the draft 2019 Proclamation. Finally, regarding
attempts and accessorial liabilities, the 2019 Draft remains entirely
silent.

To summarise, the 2016 Proclamation places Ethiopia in a solid
position to tackle the rise of cybercrimes with a substantive criminal
law, which is mostly cognisant of the taxonomy of computer-focused
crimes as defined in the Budapest Convention. There are some
deficiencies though, and the 2019 Draft only addresses the one on the
misuse of tools offence committed by negligence. Worse it creates
further difficulties by introducing some overlaps between the various
offences which cannot be justified by technological advancement and
cybercrimes’ specificities. The reform is certainly not the way forward.
Does a similar conclusion apply to the punishment of these offences?

3. The Punishment of Computer-Focused Offences

In line with the caveat explained in section 2.2, proportionality can be
appreciated in two ways: by the legislative use of aggravating factors,
and by its tailoring of ordinal proportionality to the taxonomy of
cybercrimes and its grading of the offences’ seriousness. Another
aspect that needs to be looked at is the proportionality of punishment
when the offender is a juridical person.

3.1. A wider use of aggravating factors

Ordinal proportionality when aggravating factors exist depends on the
degree of seriousness attributed to these factors. Their choice is thus
an important part of the taxonomy of cybercrimes.
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3.1.1. A consistent choice of aggravating factors

The 2004 Criminal Code recognised one aggravating factor, i.e. the
further intent to steal, defraud, or extort, but not others such as the
targeting of critical infrastructures.*** This gap was only partially
tackled by the 2012 Proclamation with its creation of the same
offences when the targeted critical infrastructure was the telecom
networks. In addition, the Code’s use of its sole aggravating factor
was not entirely consistent. Only the base offences of illegal access
and data interference were aggravated. The offence of system
interference was not, even though it could be used, for example, as a
first step to blackmail a victim. The omission was not consistent with
the cybercrime ecosystem already existing at the time. Certainly,
crypto-ransomware only became dominant around the 2010s,™** after
the Criminal Code’s enactment, but other forms of ransomware, using
for example Trojan horse programs, were already widely circulating
as far back as 1989."* The Criminal Code was therefore not future-
proof.

Paradoxically, that the Criminal Code did not aggravate the misuse of
tools offence with further intent to commit crimes reflected a stronger
awareness of the specificities of cybercrime. Indeed, the offence is
preparatory, removed from the circumstances that would reveal a
further intent to steal or extort; thus, proving the existence of the

132 The 2004 Criminal Code, supra note 9, Art. 706-709.

%8 Connolly and Wall, supra note 84.

3 Samar Kamil, Huda S. A. S. Norul, Ahmad Firdaus and Opeyemi L. Usman, The
Rise of Ransomware: A Review of Attacks, Detection Techniques, and Future
Challenges, in 2022 International Conference on Business Analytics for
Technology and Security (ICBATS) 16-17 Feb. 2022, ieee, pp. 1-7 DOI:
10.1109/ICBATS54253.2022.9759000
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aggravating factors would mostly be impossible and may well amount
to criminalising a thought process rather than a conduct reflecting
intent based on tangible elements. In that sense, it is welcome that the
2016 Proclamation adopted the same approach as the 2004 Criminal
Code, not aggravating the misuse of tools offence while remedying
the latter’s other weaknesses in its choice of aggravating factors.

The 2016 Proclamation indeed establishes consistent aggravating
factors across all computer-focused offences except the misuse of
tools offence. The first two concern targeting computer data or
systems ‘exclusively destined for the use of a legal person’ and
targeting critical infrastructure, a term it defines by reference to an
attack that ‘would have considerable damage on public safety and the
national interest’**® and which is therefore not restricted to a telecom
network as with the 2012 Proclamation. The other two aggravating
factors consist of targeting computer data, systems or networks
classified as top secret for military purposes or intentional relations
(Article 8(a)), and when the country is in a state of emergency (Article

8(b)).

This range of aggravating factors has the merit to cover most
circumstances that demonstrate additional seriousness in the
commission of cybercrimes. The only lacunae could be the
legislator’s choice to abandon further intent to commit crimes as an
aggravating factor, despite further intent being a common occurrence
in cybercrime. Article 19 of the Proclamation however seems to
indirectly tackle the situation as it allows for the computer-focused
offences to apply concurrently to the offences punishable in the
Criminal Code. So, for example, illegal access with intent to commit
fraud can be punished as illegal access and attempted fraud. There is,
however, an argument to be made as to whether the concurrence of

135 The 2016 Computer Crime Proclamation, supra note 8, Art. 2(11).
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the two would suffice to capture all circumstances that a specific
aggravated offence with further intent would cover. Indeed, the
aggravated factor can include the criminalisation of behaviours at the
preparatory stage of committing, for example, fraud, where obtaining
illegal access demonstrates the offender’s criminal mental element
before the offender engages in the process of defrauding their victim.
In that sense, the 2016 Proclamation introduces a gap that ignores the
taxonomy of cybercrimes that the two main international Conventions
— the Budapest one and the Malabo legal instrument- have
established. Reinstating this aggravated offence would be a welcome
step forward.

Overall, the reform represents a graduated response that reflects the
legislator’s strong awareness of the cybercrime ecosystem. Ethiopia
has a dissuasive legal framework, ahead of some other, yet older,
cybercrime legal frameworks such as the UK Computer Misuse Act
1990 known for its proportionality inconsistencies.**® Furthermore,
Ethiopia’s choices mostly align with international approaches, which
should facilitate Ethiopia’s ratification of the Budapest Convention
and/or the Malabo Convention should it wish to do s0.**’

3.1.2. Proportionality of punishment between each base
offence and their aggravated forms

Proportionality between the base offence and its aggravated forms
requires the use of lesser sentences for the base offence. This question

% Criminal Law Reform Now Network, supra note 30, chapter 5, para 2.28, and
Appendix C p159.
37 The Malabo Convention, supra note 23, preamble, para 1; Art. 25.
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concerns all offences, except that of the misuse of tools, which has not
been aggravated whether in 2004 or 2016.

The 2004 Criminal Code partially recognised the need for
proportionality. Its base offences of illegal access and data
interference, where committed with negligence, attracted a fine of
2,000 Birr or 3 months simple imprisonment,**® whereas their
aggravated (intentional) form would be punished by a fine of 20,000
Birr and five years of rigorous imprisonment."*® Nevertheless, the
punishment for both base offences, when committed, this time,
intentionally, was disproportionate to their aggravated form. Both
base offences attracted an unlimited fine, with no established
maximum, whereas their aggravated forms had a maximum both for
the fine and the imprisonment.**° It could be argued that the Criminal
Code’s general part provided the courts with constraints to exercise
their discretionary sentencing power and sentence offenders to the
commission of these two base offences.*" The vagueness of the
provisions however offered little direction for the courts to ascertain
what a proportionate punishment would be, especially in the absence
of any sentencing guidelines for cybercrimes until 2013.1? The other
weakness in the 2004 Criminal Code was, as stated, the absence of
aggravating factors for system interference.

The 2016 Proclamation reinstates proportionality in the punishment of
these base offences and their aggravated forms, as well as for illegal
system interference. It also applies the same principles to the new

138 The 2004 Criminal Code, supra note 9, Art. 706(3) & 707 (3).

39 1d., Art. 706 (2) & 707(2).

M0 1d., Art. 706 (1) & (2) & 707(1).

“1d., Art. 90(2).

20 R PR AN P Pho Lo rARLTNANE B AMPALELCENFIPHARAD-DTEA
PMFAMANTIRARL b 2/20061 10(2006)/Federal Democratic Republic of
Ethiopia, Federal Supreme Court, Revised Sentencing Manual No. 2/2013, 10
(2013). [The original document is in Amharic language, translation is mine].
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offence of illegal interception. The four base offences therefore have a
maximum threshold, and their punishment is gradually increased: the
first factor of targeting a legal person attracts a lesser sentence than the
second factor of targeting a critical infrastructure. So, for example,
mere illegal access now attracts ‘simple imprisonment’ of no more
than three years or/and a fine between 30,000 and 50,000 Birr. It is
thus punished more severely than before,"*® with a penalty of
imprisonment, instead of just a fine, but with a maximum threshold
for the fine, instead of leaving it to judicial discretion as in the 2004
Criminal Code. The Proclamation increases the imprisonment to
rigorous imprisonment of five years, when the target computer
system, data, or network ‘is exclusively destined for the use of a legal
person’.*** It increases the imprisonment even further, up to ten years,
as well as the fine (50,000 to 100,000 Birr) when the target is a critical
infrastructure.*® The same pattern can be seen for illegal data and
system interferences and illegal interception.**°

Two criticisms can be nonetheless formulated. The first relates to the
fine for the base offence of illegal access, which is not increased when
the first aggravating factor applies. The second pertains to system
interference, with the fine for the second aggravated factor remaining
the same as for the first aggravated factor. The justification probably
lies in the legislator’s increasing the imprisonment to mark the
increased seriousness. For illegal access, it obliges the court to
sentence the offender to both a fine and more severe imprisonment,
rather than the alternative for the base offence. And for system

%3 The 2004 Criminal Code, supra note 9, Art. 706.

4 The 2016 Computer Crime Proclamation, supra note 8, Art. 3(2)(a).
“51d., Art. 3(2)(b).

“81d., at Art. 3(2)(b), 4(2) (b), 5(2)(1)(b), & 6(2)(b).
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interference, imprisonment is noticeably more severe for targeting a
critical infrastructure (fifteen to twenty years) than for targeting a legal
person (five to ten years). Nevertheless, this appreciation of the fine’s
seriousness of these two aggravated offences could still be argued as
problematic. For example, illegal system interference with legal
persons’ computer data, especially for example in the financial sector,
is notoriously more harmful than the base offence against individuals’
computer data as the harm will affect the targeted legal persons as
well as their customers. Accounting for this difference in the fine, not
just concerning the imprisonment, would be welcome. In that sense,
the 2016 Proclamation struggled to completely account for the
specific harms that the aggravating factors of all cybercrime offences
create.

3.2. The need for punishment to better mirror the taxonomy
of cybercrimes

Computer-focused crimes are not equal in their seriousness. The
misuse of tools offence for example is considered to be preparatory to
the other four offences of illegal access, data and system interferences,
and illegal interception. Similarly, illegal access often is the first step
towards committing other offences of data and system interferences
and illegal interception.Conversely, data and system interferences can
have very similar harmful consequences for their victims, with or
without illegal access having been committed. It can also be argued
that at times data interference is more harmful than system
interference, since crypto-ransomware (data interference) leads the
victim to lose their data, rather than having their data made
temporarily unavailable as with a DDOS attack (system interference).
The question therefore is whether the current legislation mirrors these
subtle differences in the seriousness of each set of offences. The
answer is globally positive and a noticeable change to the previous
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2004 Criminal Code’s approach. Yet some improvements are needed,
notably to maintain ordinal proportionality between offences.

Before the 2016 reform indeed, all base intentional offences and the
misuse of tools offence had an unlimited fine, leaving it to the courts
to establish any proportionality in the absence of any sentencing
guidelines until 2013. And where aggravated (illegal access and data
interference), the offences attracted identical maximums of 20,000
Birr and five years of rigorous imprisonment, even though illegal
access tends to be less serious than data interference. With the 2016
Proclamation, proportionality between the different base offences is
partially, but not fully, reinstated, depending on whether we consider
their associated fine, imprisonment, or the combination of the two.
For example, the base offence of illegal access attracts a 30,000 to
50,000 Birr fine, whereas the base offence of data interference, despite
being more harmful, attracts a lower fine of 30,000 Birr maximum. It
could be argued that the severity of the punishment for data
interference is marked by the use of rigorous imprisonment of three
years, instead of a three years simple imprisonment for mere illegal
access, in addition to the fact the fine and imprisonment are
cumulative for data interference but alternative or cumulative for
illegal access, a decision left to the courts.**” Yet, if a fine exists to
reflect the harm done, then the choice of a lower fine for the base
offence of data interference is questionable, as data interference is
more harmful than mere illegal access. In the opinion of the the
authors, increasing the fine for data interference, as the legislator did
for system interference, would be appropriate. Punishment for the
base offence of system interference is indeed commensurate to the

“71d., Art. 3(1).
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more severe harm the base offence creates, compared to mere illegal
access. It leads to a higher maximum of 50,000 Birr and three to five
years of rigorous imprisonment; similarly, interception —which can be
less harmful than system interference but more serious than illegal
access- attracts a fine between 10,000 Birr to 50,000 Birr, with up to
five years of rigorous imprisonment.

Another discrepancy in the punishment’s proportionality concerns
again illegal access and data interference, but this time in their
aggravated forms. Both sets of aggravating factors lead to the same
fines and imprisonments: 30,000 to 50,000 Birr and three to five years
rigorous imprisonment for targeting a legal person; and 50, 000 to
100,000 Birr, with five to ten years rigorous imprisonment for
targeting critical infrastructure. The reform thus, failed to account for
the difference in the seriousness of the harms that the offences aim to
protect against. In that sense, the revised punishments ignore the
taxonomy of cybercrimes. Paradoxically the taxonomy is better
reflected in the structure of the offences since the Proclamation
deleted any reference to access in the constitutive elements of illegal
data interference.

Regarding the Article 7 misuse of tools offence, it is more difficult to
be assertive as to whether there is or not a lack of proportionality. If
we consider the preparatory nature of the offence, the punishment for
the possession offence is proportionate. Possession of a tool attracts
between a 5,000 to 30,000 Birr fine, or three years simple
imprisonment, a lower maximum than for the others. It truly reflects
the fact that the offender possessing the tools demonstrates less
culpability: sfhe has not yet undertaken any step towards committing
any of the other offences, whether illegal access, illegal interferences
or illegal interception, or distributing the tools in the black market as
per Articles 7(1) and (2). Putting the possession offence aside though,
the maximums chosen for Article 7(1), (2) and (4) appear
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disproportionate. Their maximum of 50,000 Birr and 5 years
imprisonment (simple for Article 7(1), rigorous for the other two) is
undeniably equal to or higher than the punishment for the other
completed offences. If we consider these offences to be preparatory to
the completed offences of, for example, illegal access or interference,
then their punishment is disproportionate. Nevertheless, the higher
punishment for these preparatory offences may also reflect the harm
done by the growth in the hacking tools black markets. It also
accounts for the fact that those making money in the creation and
distribution of the tools may never commit themselves further
offences, while still helping the principal offenders committing these
offences. After all, in general criminal law, the accessory helping the
principal (here the offender selling the tool) would be subjected to the
same penalties as the principal they are helping (here the offenders
who commit illegal access and/or interference).*® Nevertheless,
except for explaining the liabilities of the offender in each sub-
article,* the Explanatory Note to the Computer Crime Proclamation
(maybe legislator) has not helped to interpret the provisions.

3.3. The need for a consistent ratio of imprisonment to fine

The 2004 Criminal Code was logical and consistent in its ratio of
imprisonment to fine; yet there was no discernible pattern as to why
three months of simple imprisonment equated to 2,000 Birr and five
years of rigorous imprisonment to 20,000 Birr. By contrast, the 2016
Proclamation has a noticeable pattern of one year in prison equating to
a 10, 000 Birr fine, with the choice between simple and rigorous

48 The 2004 Criminal Code, supra note 9, Art. 37(4).
9See the Explanatory Note to the Computer Crime Proclamation, supra note 22,
pp.17-19.
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imprisonment depending on the seriousness of the considered base or
aggravated offence.

Nevertheless, the Proclamation is not fully consistent, and without
discernible explanations for it. For illegal access, the maximum
imprisonment is three years of simple imprisonment, but the
maximum fine is 50,000 Birr, instead of an expected 30,000 Birr.**° It
is difficult to understand why. Has the legislator considered increasing
the maximum fine to allow the courts to reflect an offender’s
culpability for example if they demonstrate further intent to commit
other offences but have not yet committed these offences? If it is so, it
would be a legitimate concern and justification, but then the way
forward is to be more explicit about this and expressly create an
aggravating factor of further intent, as already indicated.

For system interference and data interception when the second
aggravating circumstance is present, the punishment does not follow
the general ratio, with 15 to 20 years equating to 50,000 to 100,000
Birr, instead of 150,000 to 200,000 Birr; and 10 to 15 years equating
100,000 to 200,000 Birr instead of 100,000 Birr to 150,000 Birr.
These provision punishments of the Criminal Code were not covered
in the Sentencing Guidelines.

34. The need for proportionality between physical and
juridical persons

The Criminal Code allowed juridical persons to be held liable for
crimes committed by their officials or employees, excluding state
administrative bodies.*** The fines could be complemented with
additional penalties if necessary.* The system was complex, with its

%0 It js the same amount as for juridical persons, Art. 20(2)(a).

Bhd., Art. 34.
921d., Art. 90(3) & (4).
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main characteristic being that the maximum fine threshold remained
the same for individuals and juridical persons, ignoring the financial
resources that juridical persons may have to pay a fine. For instance, a
fine of 50,000 Birr (around USD 870)*** may represent much less
than a percentage of an Ethiopian company's turnover, while an
individual's fine could represent an entire year's salary.™™* A system
that tailors fines based on income would ensure that every person
experiences a proportional penalty when they break the law,
promoting equal treatment and punishment for all offenders.® The
lack of special and proportionate provisions to punish juridical
persons committing cybercrimes suggests that they were unlikely to
be deterred from committing computer crimes. At least, in the 2012
Proclamation, the maximum fine was equal to ten times the stipulated
fine for an individual, although it remained the same whichever
offence was considered, thus not reflecting the seriousness of the
offence considered.™°

The 2016 Proclamation addresses the gap by setting a maximum fine
threshold for juridical persons.”>" This threshold is determined by
whether an individual can be sentenced to a fine only, or
imprisonment and a fine."®® For simple imprisonment up to 5 years,

%% See National Bank of Ethiopia, Commercial Bank Exchange Rates,

https://nbe.gov.et/exchange/banks-exchange-rates/ (accessed on March 3, 2024).

%See Federal Civil Servants Position Rating, Grading and Salary Scale Council of
Ministers Regulation N0.455/2019, Federal Negarit Gazette, Civil Servant Salary
Scale Anex, (2019). For instance, the base salary for Grade-VIII government
employee is 3934 Birr (before tax), which 47,208 Birr annually.

%5 Alec Schierenbeck, The constitutionality of income-based fines, The University of
Chicago Law Review, Vol. 85, No. 5 (2018), p. 1869, 1871-1872.

%6The 2012 Telecom Fraud Proclamation, supra note 19, Art. 11.

7The 2016 Computer Crime Proclamation, supra note 8, Art. 20.

81d., Art. 20(1).
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the fine reaches 100,000 Birr, while for rigorous imprisonment above
10 years, it reaches 500,000 Birr.*® The increase in fines for juridical
persons between the base and aggravated offences seems to reflect the
rise in punishment for physical cybercriminals. It also differentiates
between individuals and juridical persons for all offences, except for
the base offence of illegal access. Article 3(1) sets a maximum fine of
50,000 Birr for individuals and juridical persons when the fine is for
individuals a year's salary whereas for juridical persons it may be a
quarter’s profit. To be proportional, the fine for a juridical person
committing the base offence of illegal access should be twice the
amount.

3.5. The difficult proportionality of punishments in the 2019
Draft Proclamation

The 2016 Proclamation establishes mostly proportionate punishments,
whether these are considered: the base offences compared to their
aggravating factors; the difference in seriousness between the
different base offences; the ratio imprisonment to fine; and the
difference between juridical persons and individuals. It would benefit
from some of its deficiencies to be remedied, so that proportionality is
entirely consistent across the offences and their aggravated forms. The
2019 Draft unfortunately does not address any of these deficiencies.
Worse, its provisions would be more disproportional, particularly for
illegal access, illegal interception, and system interference. The draft
law would reduce the maximum simple imprisonment for illegal
access crimes from 3 years to 2 years and increase the maximum fine
from Birr 50,000 to 60,000, distorting the ratio imprisonment-fine
even more.'® It would also reduce the maximum rigorous
imprisonment for illegal interception from 10 to 8 years.'®" The

591d., Art. 20(2)(c)(d)(e).
%01d., Art. 3(1).
%14., Art. 3(2) (b).
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increase in the fine for illegal access could be a means of recognising
the serious harm that mere illegal access can cause;'® but the
decrease in imprisonment, where imprisonment is a good deterrent,
seems odd with the increase of the fine."®® Similarly, the draft law
would reduce the imprisonment for aggravated offences, respectively
from 10 to 7 years,'** and from 15 to 10 years.*®® In serious cases, 20
years of rigorous imprisonment under the existing law*®® would be
reduced to 15 years under the draft law.*® Furthermore, the current
proportionality between imprisonment for serious cases of illegal data
interference and the scenarios of a state of emergency would be lost,
both being of a maximum of fifteen years.*®®

In that sense, the draft Proclamation would represent a return to a
disproportionate punishment approach for cybercrimes. It is hard to
see how the changes could be justified. They ignore the gradation in
seriousness between base and aggravated offences, as well as between
the different offences, thus negating the taxonomy established for
computer-focused offences. And for juridical persons, the fines would
become far less of a deterrent than they currently are! The 2019 draft
reform is again not the way forward. Instead, it is recommended that
the existing punishment for illegal access should be reduced to a fine
not exceeding 30,000 Birr, with the reference to 50,000 Birr deleted,

162 Ryberg, supra note 57.

183The 2019 draft Proclamation, supra note 10, Art. 3 (1) & 2 (a) ((b); the 2016
Computer Crime Proclamation, supra note 8, Art. 3 (1) & 2 (a) ((b).

164 The 2019 draft Proclamation, supra note 10, Art. 5(2)(a).

1%51d., Art. 5(2)(b).

%68 The 2016 Computer Crime Proclamation, supra note 8, Art. 5(2)(b).

7 The 2019 draft Proclamation, supra note 10, Art. 5(2)(b).

16814., Art. 8(b).
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so that the ration imprisonment-to-fine used throughout the 2016
Proclamation remains adhered to.

Conclusion

With the digitisation of Ethiopia’s telecommunication services since
the 1990s, and broadband becoming available in 2004, the Ethiopian
federal government had to grapple with the increasing threats of
cybercrimes. In the space of two decades, Ethiopia experienced two
sets of legislative responses: the first criminalisation of computer-
focused crimes in the 2004 Criminal Code, complemented by the
2012 Proclamation for telecom infrastructures; and the modernisation
of these crimes in the 2016 Proclamation which aimed to palliate the
deficiencies of the first set. The dust has not yet settled on the latter
that the Ethiopian legislator emphasised the inadequacy of the current
Proclamation to justify its proposal of a new draft law in 2019.

To critically evaluate Ethiopia’s successive legislative responses to
computer-focused crimes, the authors reviewed the taxonomy that the
legal community has agreed upon since the Budapest Convention.
This taxonomy captures in techno-neutral language the different modi
operandi of cybercriminals in five offences, from the least serious
(misuse of tools, including possession) to the serious (illegal access)
and most serious (system and data interferences; data interception). To
be proportionate punishments would need to reflect this taxonomy
and its implicit degree of seriousness.

The Criminal Code was a pioneer in criminalising computer-focused
crimes but had some significant weaknesses. It notably did not
criminalise illegal data interception and did not articulate well the
constitutive elements of the system interference and misuse of tools
offences. From inception, the legislator experienced difficulties in
drafting a set of offences and their correlative penalties cognisant of
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the taxonomy of cybercrimes. The law needed future-proofing, not
because of technological advancement, but because of the initial
difficulty in conceptualising computer-focused crimes with regard to
their specific features and the existing international standards. In
contrast, the 2016 Proclamation represents a welcome step forward. It
significantly improves the structure of the offences to clarify their
scope; and it establishes coherence in the proportionality of the
penalties between the offences and with their aggravated forms,
including with a consistent ratio between imprisonment and fines.
Despite some gaps, the Proclamation demonstrates Ethiopia’s
legislative readiness concerning its substantive criminal law. There
remains the need, of course, for adequate provisions in criminal
procedure, such as trained professionals to prevent, investigate and
prosecute  cybercrimes in compliance with human rights.
Nevertheless, the Proclamation has put Ethiopia in a strong position to
fight cybercrimes over the coming decades.

The 2019 draft Proclamation would be introducing far fewer
sweeping changes than the 2016 Proclamation did. Yet, these changes
deserve careful consideration should the draft Proclamation be
enacted. Too frequent changes in criminal law can be disruptive to the
fight against cybercrime, unless this 2019 draft helps develop an even
more sustainable response to cybercrimes, bridging the gaps
highlighted in the 2016 Proclamation. The proposed reform addresses
one of these gaps, by offering to repeal the misuse of tools offence
when committed by negligence, thus protecting IT administrators
from making mistakes. It also reinforces the strong protection
currently offered to legitimate security researchers using dual-use
hacking tools, a protection rarely implemented by other countries.
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Besides these provisions, the 2019 Draft does not establish a future-
proof legal framework for computer-focused crimes. It leaves intact
the existing ambiguities as to the scope of the illegal system
interference offence, as well as the over broad reach of the criminal
law regarding attempts and illegal system interference. Worse, it
creates further difficulties by introducing overlaps between the
various offences, overlaps which cannot be justified by technological
advancement and cybercrimes’ specificities. Its proposal for
punishments also represents an unwelcome return to the
disproportionate approach that existed in the Code.

To bring sustainability to this anticipated third reform, the authors
recommend that the legislator keep unchanged the positive elements
of the current 2016 Proclamation and remedy the latter’s weaknesses.
For the reform not to create new gaps, the legislator, especially the
drafting committee, should adopt an approach consistently tailored to
the specificities of computer-focused crimes and the best experiences
from international and regional standards. Coherence in the structure
of the offences and strong proportionate punishments should be a
priority to provide a more effective and long-lasting response to the
challenges inherent to the field. Consequently, our most important
recommendations are summarised as follows. Regarding the offences,
firstly, the current offences of illegal access and illegally causing
damage to data in the 2016 Proclamation should remain intact in their
constitutive elements, except for a change of title to reflect the fact
that the offence of causing damage criminalises more than damage
and is, actually, illegal interference. Secondly, the 2016 Proclamation
could be amended to: 1) clarify the offence of system interference to
protect the availability of systems; 2) stop the artificial distinction
existing between Article 7(1) and (2) on misuse of tools; and 3)
exclude attempted illegal access and misuse of tools which represents
a criminalisation of the thought process expressly rejected at
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international level. Thirdly, articles 5 and 6 in the current 2019 Draft
Proclamation should be abandoned, notably those that create overlaps
between the two offences of data and system interferences.
Conversely, the proposal to abolish negligent misuse of tools (current
Article 7(5) 2016 Proclamation) should be adopted. It remedies the
current gap in the 2016 Proclamation and promotes the use of tort law
and regulatory measures on cybersecurity which are more effective
than criminal law in pushing for better cybersecurity practices among
IT professionals.

Regarding punishments, the authors would particularly recommend
adding further intent as an aggravating factor to illegal access, for the
courts to account for the increased culpability of those who commit
illegal access with intent to commit further crimes, especially fraud.
The reform should also ensure that ordinal proportionality applies to
all fines, without exceptions, whether between a base offence and its
aggravated forms, across the different base offences, or across their
aggravated forms. Finally, it should ensure that the financial means of
juridical persons, compared with those of individuals, inform the
proportionality between the two.

By respecting the taxonomy of cybercrimes expressed in all
international legal instruments, these recommendations aim to further
strengthen  Ethiopia’s readiness to fight cybercrime. Their
implementation would send a strong deterrent signal to cyber
criminals while creating a space for good cybersecurity to help fight
cybercrime. It would also facilitate Ethiopia’s ratification of the
Malabo Convention and the serious consultation of the Budapest
Convention, should the country wish to do so.
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Legislative Framework for Judicial Protection of Consumers in
Ethiopia: The Case of the Amhara National Regional State.

Yosef Workelule Tewabe *
Abstract

Judicial protection plays a critical role in safeguarding the
fundamental rights of citizens. This protection encompasses both
substantive and procedural elements. The substantive aspect involves
the recognition of a right to judicial protection in laws and the
provision of remedies for individuals whose rights have been violated.
On the other hand, the procedural aspect focuses on establishing
efficient pathways for individuals to access and benefit from these
remedies. This article delves into a comprehensive analysis of the
state of consumers' judicial protection arrangements in Ethiopia,
specifically examining the Context in the Regional State of Amhara.
Through a doctrinal research approach, the author evaluates relevant
legal provisions, including the FDRE constitution, and identified
shortcomings in the existing framework. The research revealed
deficiencies in the explicit recognition of consumers' right to judicial
protection and the inadequacy of rules governing this area.
Recommendations are then offered to enhance consumers' access to
judicial protection.

Key words: Consumers, Judicial Protection, Ethiopia
Introduction

In the wave of consumers’ judicial protection there are two essential
undertakings. Firstly, the judicial protection itself should recognize as
a substantive right of the consumers with the stipulation of different

T LLB & LL.M, University of Gondar, Lecturer in Law; Email:
yosyworkelule@gmail.com
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liability spectrums for consumer rights violation. The second
undertaking is concerned with creating an effective process for the
execution of the substantive consumer’s right to have judicial
protection. Literature in the area of consumer rights, after firstly
identify consumer rights and studying the judicial framework for its
implementation at the substantive level then it focus on analysing the
most efficient and effective processes of dealing with the consumer
disputes before a jurisdiction that have a power to adjudicate.’

International instruments including the UN guidelines and consumers’
international report also follow the same theme. By pointing out the
basic rights of consumers, they are also requiring member states to
build accessible, efficient, fair and effective procedure for consumer
dispute settlement. Hodges, in his work on the European approach to
justice and redress has suggested three pillar models of integrated
policies for enforcement and redress: Setting standards for expected
behaviour; Seeking to prevent things going wrong; and putting things
right when they are going wrong.”

Accordingly, in order to ensure the consumer protection in the given
state, there should be a clear identification of consumer protection
standards and to tackle their violation, a preventive measure should be
taken by a responsible organ, and to respond to any violation of such
rights there should be a well-designed system of remedy. The system
of remedy should include both stipulation of liabilities for the
violation of rights and the process of seeking such liabilities against

! Scott, C.D., Enforcing consumer protection laws, in: G. Howells, I. Ramsay & Th.
Wilhelmsson (ed.), and Handbook of Research on International Consumer Law,
Cheltenham: Edward Elgar, 2010. See also Christopher Hodges, Current
discussions on consumer redress: collective redress and ADR, ERA Forum, Vol.
13, 2012, pp. 11-33 DOI 10.1007/s12027-011-0245-5 and other similar sources
referenced in this research.

2 Hodges, ‘The European approach to justice and redress’, Can Supreme Court Law
Rev. (2nd edition) Vol. 53, No.1, 2001.
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the wrongdoer. According to Hodges, to deliver model two and three
of the integrated policy for enforcement and redress, countries may
use either private or public outlets.®> Public actions include use of
wide-ranging and powerful sanctions, with both public and private
techniques, subject to democratic and court controls.

On the other hand, enforcement by private actors includes use of
private actions through the courts, direct negotiation and resolution of
issues, assisted by independent ADR pathways. International
literatures, including the 2016 UN manual of consumer protection
have identified the most commonly used pathways or outlets of
consumer dispute settlements of the consumer dispute. These
pathways are selected from the public and private arrangements.
Those outlets of consumer dispute settlement have their own merits
and demerits. By considering this characteristic, some countries have
preferred to use a combination of two or more of them for consumers’
redress in their jurisdiction.

Different criteria are applicable to test the competency of one or more
of those pathways for delivering cheap, fast and effective redress for
consumer disputes. According to Smith's test, consumer access to
justice should be based on three dimensions; consumer capability, the
availability and quality of information, and the level of choice or the
opportunity to switch.* Geraint Howells & Rhoda James in their
works on litigation in the consumers’ interest, stated “the kind of
criteria against which to judge mechanisms for individual consumer
redress are well known, and there is a general consensus in the
literature about the kind of points which need to be met, certainly for a
non-court based resolution scheme”. The benchmarks recently

*1d.

4 Smith, N. C., ‘Marketing strategies for the ethics era’, Sloan Management Review,
Vol.5, 1995, 85-97 Cited by Gretchen Larsen and Rob Lawson , ‘Consumer
Rights: An Assessment of Justice’, Journal of Business Ethics, Vol. 112, No. 3,
2013, pp. 515-528.
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adopted by the Australian Government are broadly representative of
this consensus identifying considerations of  accessibility,
independence, fairness, accountability, efficiency and effectiveness.™
The European Commission also uses these criteria when analysing the
procedural aspect of consumers protection in member states.’

The primary objective of this article is to indicate the commonly used
outlets of consumers’ judicial protection in the world with their merit
and demerits as discussed in the literature and identifying the
pathways of the consumer’s dispute that are established in Ethiopia, in
particular, in the Amhara Regional state after describing the concept
and its legislative backgrounds.

1. The Concept of Judicial Protection of Consumers

Judicial protection is the pillar of all forms of human rights protection.
At the very idea of human rights as a legal concept based on the
principle of ubi jus ibi remedium, where there is a right, there should
be a system of protection. According to this principle, this protection
system should also be incorporated into the law as a human right.”
The right to judicial protection is a combination of the right to access
justice, the right to a fair trial, and the right to execution of
judgments.? The right to judicial protection is both substantive and
procedural. To effectively analyze this right, it is essential to examine

® G. Howells, R. James, Litigation in the consumer Interest, ILSA Journal of
International and Comparative Law, 2022, p. 12.

® European Commission, An evaluation study of the impact of national procedural
laws and practices on the equivalence and effectiveness of the procedural
protection of consumers under EU law, National Reports — Consumer Protection
Strand, JUST/2014/RCON/PR/CIV1/0082.

7 Yulia Vladimirovna Samovich, ‘An Individual's Right to Judicial Protection -
Whether it Protects’, Middle-East Journal of Scientific Research, Vol. 14,
No.12,(2013), PP. 1613-1617.[herein after Yulia V. Samovich, An Individual's
Right to Judicial Protection - Whether it Protects].

81d.

339



Bahir Dar University Journal of Law Vol.14, No.2(June 2024)

both aspects.” First, it must be recognized as a fundamental right
under the national legal system, including the constitution and other
legal instruments. Additionally, remedies should be available for any
violations of this right. When evaluating the feasibility of this right in
different situations, special attention should be given to the procedural
aspects, including the availability of legal pathways, their competency
and their practical implementation.

The notion of consumer rights has become popular and began to be
widely used in business literatures since it was raised by President J.
F. Kennedy, in his address to the United States Congress. Following
this address, consumer rights received focus from various
international organizations, including the EU, OECD, and UN.*® Until
recently, many countries considered consumer rights merely a moral
obligation, often conflating them with social rights and neglecting
them as distinct legal protections.™ In recent decades, particularly
following the UN guidelines on consumer rights protection, countries
have increasingly prioritized consumer rights. These rights are now
viewed as fundamental human rights because of their significant
influence on citizens' civil, economic, and social WeII—being.12

However, a dedicated focus on consumer rights protection is
ultimately ineffective without solid judicial protection. Like other
rights, the protection of consumer rights depends on effective access
to justice, the guarantee of fair trials, and the proper enforcement of

°1d.

10 The United Nations Conference on Trade and Development, Trade and
Development Board Trade and Development Commission Intergovernmental
Group of Experts on Consumer Protection Law and Policy, Third session, Geneva,
9 and 10 July 2018, item 3 (d) of the provisional agenda, dispute resolution and
redress, Note by the UNCTAD secretariat, (2018). [Here in after UNCTAD
Conference Note].

11 1d.

12 1d.
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final judgments."* Both substantive and procedural aspects of
consumers' right to judicial protection should be presupposed in every
aspect dealing with consumer rights protection. If the judicial
protection framework of a country’s consumer rights regime is poorly
established, its enforcement will also be very limited." A state-
established, well-framed judicial protection arrangement (both in its
legal and practical aspects) will allow for better enforcement of
consumers’ rights.

1.1. Consumer Judicial Protection under the FDRE
Constitution

The FDRE Constitution is the supreme law of the land, and all
substantive laws should be the extensions of its provisions.
International agreements have also been recognized in the
Constitution with substantive law status, except in the interpretation of
the fundamental rights of the people under Chapter 3 of the
Constitution.™ The FDRE Constitution recognizes the right to access
to justice rights, stating that everyone has the right to bring a
justiciable matter to obtain a decision or judgment in a court of law or
any other competent body with judicial power.'® This right may be
exercised by the person himself or through representation. To execute
this constitutionally guaranteed judicial protection right, the
Constitution declares the establishment of independent courts at both
federal and regional levels of administration. Each tier of the

13 Geraint Howells & Rhoda James, ‘Litigation In The Consumer Interest’, ILSA
Journal of International & Comparative Law, University of Sheffield, Vol. 9,
No.1, (2002), pp. 2-56. [Herein after Howells and James, Litigation In The
Consumer Interest].

14 Id.

15 Constitution of the Federal Democratic Republic of Ethiopia proclamation, (1994),
Federal Negarit Gazeta, Proclamation No.1/1995, 1st Year, No.1[Here in after the
FDRE Constitution]. Art 9 and 13(2).

°1d Art. 37.
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government has a First Instance Court, High Court, and Supreme
Court."” Religious and customary courts are also recognized by the
Constitution to adjudicate civil disputes based on the consent of the
parties. The competent judicial bodies established by law are also
recognized by the Constitution to adjudicate cases within their legal
framework."®

These constitutional specifications are equally appropriate for
consumer rights protection as a parcel of the citizens’ right' to
judicial protection in the Ethiopian legal system. Consequently,
consumers have a constitutionally guaranteed right to access to
justice. As a result of this guarantee, when there is a violation of their
rights under the law, they can freely bring their cases before courts,
either the regular courts or another competent organ for consumer
disputes.

1.2. Consumer Judicial Protection under International
Legal Instruments Ratified By Ethiopia

Effective judicial remedies are essential for the protection of human
rights. Access to justice promotes equality before the law by ensuring
that all individuals, regardless of their status, can seek legal redress.?’

1d Art. 79- Art. 81.

8 |d Art. 34 & Art. 78(4) (5).

*® Consumer rights are part of the fundamental rights of people, even if they are not
explicitly recognized in a constitution. This concept is supported by various
international frameworks and legal interpretations.

For instance, the United Nations Guidelines for Consumer Protection outline eight
fundamental consumer rights, including the right to safety, information, choice,
and redress. These guidelines emphasize that consumer protection is essential for
ensuring the well-being and dignity of individuals.

In the European Union, consumer protection is integrated into the EU Charter of
Fundamental Rights, which includes provisions for consumer protection under the
“Solidarity” chapter. This demonstrates a growing recognition of consumer rights
as fundamental rights within the EU legal framework.

Even in countries where the constitution does not explicitly mention consumer rights,
these rights can still be protected through other legal mechanisms.

2 Lima, V., Gomez, M., Access to Justice: Promoting the Legal System as a Human
Right, In: Leal Filho, W., Marisa Azul, A., Brandli, L., Lange Salvia, A., Ozuyar,
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The right to judicial protection is widely recognized under
international human rights instruments, including the Universal
Declaration of Human Rights (UDHR), the International Covenant
on Civil and Political Rights (ICCPR)?, and the International
Covenant on Economic, Social, and Cultural Rights (ICESCR)%.
These instruments require signatory states to establish enforcement
frameworks recognizing access to justice as a basic human right. The
2030 United Nations Agenda for Sustainable Development,
particularly Goal 16, emphasizes access to justice as both a
fundamental right and a prerequisite for the enjoyment of other
rights.?*

Similarly, access to justice ensures that consumers can seek remedies
for violations of their rights, such as defective products, misleading
advertisements, and unfair contract terms. Access to justice is
particularly important for vulnerable consumers who may face
additional barriers, such as a lack of resources and awareness on their

P.G., Wall, T. (eds) Peace, Justice and Strong Institutions. Encyclopedia of the UN
Sustainable Development Goals, Springer, (2021), Cham.
https://doi.org/10.1007/978-3-319-95960-3_1

21 Article 8 of the UDHR

Everyone has the right to an effective remedy by the competent national tribunals for
acts violating the fundamental rights granted him by the constitution or by law.

2 |CCPR article 2(3) recognizes that people are entitled to seek effective redress for
violations of their rights, which means they should be able to take their case to
court to seek a judgment.

2 \While the ICESCR does not explicitly mention the right to access justice, it is
implicitly supported through various provisions that require states to take
appropriate steps to ensure the realization of the rights recognized in the Covenant.
For instance, Article 2 of the ICESCR obliges states to take steps, including
legislative measures, to achieve the full realization of the rights recognized in the
Covenant.

# United Nations, Transforming Our World: The 2030 Agenda for Sustainable
Development A/RES/70/1, 2015, Goal 16.
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legal rights. Effective consumer protection laws and mechanisms
ensure that such individuals can seek remedies.”

The UN resolution on consumer protection guidelines and UNCTAD
notes on consumer redress urge member states to create effective
judicial protection systems for consumers as part of their human
rights. Section V.F of the resolution states:

Member States should encourage the development of fair, effective,
transparent, and impartial mechanisms to address consumer
complaints through administrative, judicial, and alternative dispute
resolution, including for cross-border cases. Member States should
encourage all businesses to resolve consumer disputes in an
expeditious, fair, transparent, inexpensive, accessible, and informal
manner, and to establish voluntary mechanisms, including advisory
services and informal complaints procedures, which can assist
consumers. Information on available redress and other dispute-
resolving procedures should be made available to consumers.
Member States should ensure that collective resolution procedures are
expeditious, transparent, fair, inexpensive, and accessible to both
consumers and businesses, including those about over-indebtedness
and bankruptcy cases. Member States should cooperate with
businesses and consumer groups in furthering consumer and business
understanding of how to avoid disputes, dispute resolution, and
redress mechanisms available to consumers and where consumers can
file complaints.”®

% vuthayotin, S., Access to Justice: A Goal for Consumer Protection, In: Access to
Justice in Transnational B2C E-Commerce, Springer, (2015), Cham.
https://doi.org/10.1007/978-3-319-11131-5_3

26 Trade and Development Board , Intergovernmental Group of Experts on
Consumer Protection Law and Policy, Dispute resolution and redress, Third
session, Geneva, 9 and 10 July 2018, Item 3 (d) of the provisional agenda, (2018),
pp. 3-4.
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Ethiopia, as a founding member of the United Nations® and a
ratifying state of many UN conventions, is committed to regulating
citizens' right to access justice. Article 9(4) of the FDRE Constitution
mandates the integration of international treaties into domestic law,
reinforcing Ethiopia’s commitment to honouring its international
obligations.?® In addition, the Constitution accords primacy to the
principles outlined in international human rights instruments, ensuring
that they inform national interpretations and implementations of
rights.?®

1.3. Consumer Judicial Protection under the Trade
Competition and Consumer Protection
Proclamation/TCCPP/

The evolution of consumer protection in Ethiopia has passed through
various stages, initially grounded in contractual and extra-contractual
liability frameworks. Subsequently, the focus has broadened to
include competition law and regulatory arrangements. However, these
frameworks alone do not sufficiently safeguard consumer interests.
To address these limitations, separate consumer protection legislation
has been enacted. The Trade Competition and Consumer Protection
Proclamation (TCCPP) No. 813/2013 marks a significant
advancement in the protection of consumers’ rights.

2 Access to justice is a fundamental principle under the United Nations Charter and
is closely tied to the rule of law. The Charter emphasizes the importance of justice
and international law in maintaining peace and security. In its preamble, the
Charter affirms faith in fundamental human rights, the dignity and worth of the
human person, and the equal rights of men and women. It aims to establish
conditions under which justice and respect for international law can be maintained.
Further, as per Article 1 of the convention, one of the purposes of the United
Nations is to bring about by peaceful means, and in conformity with the principles
of justice and international law, the adjustment or settlement of international
disputes.

% The FDRE Constitution Art. 9(4).

2 |d. Art. 13(2)
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The TCCPP recognizes several foundational rights and protection
instruments for consumers. After delineating consumers’ rights and
business responsibilities, the TCCPP establishes various remedies for
violations of consumer rights, encompassing administrative, civil, and
criminal remedies.®® Consumers are granted redress in cases that
affect their rights and can seek recourse through various legal
avenues.®* These remedies seek to ensure fair trade practices and
enhance consumer trust in the marketplace. In cases of defective
goods or services, as a preliminary measure, consumers are entitled to
request replacement, refunds, or replacement within 15 days of
purchase, in addition to claiming damages arising from defects or a
seller’s failure to comply with legal obligations.32

Moreover, the TCCPP establishes that any contractual agreement
waiving consumer rights under the TCCPP is void, thus addressing
the power imbalance between consumers and businesses. This
provision is crucial because businesses often leverage their superior
bargaining power to impose waivers of consumer rights. Unlike the
Civil Code, which allows party discretion in contractual terms, the
TCCPP is an exception, emphasizing consumer protection.*

1.4. Consumer Judicial Protection under the Amhara
National Regional State Laws

Since 1991, Ethiopia has been a federal state with ten regional state
administrations and two federal city administrations. Following the
establishment of a federal state administration framework in the
country, state power is divided between the federal and regional state
governments.**Similar to federal governments, the regional states also
have a legislative, executive and judicial power within their limited

% Art 27 and the ff.

% 1d Art. 14(5).

214 Art. 20.

% The Civil Code Art. 2272 & the TCCPPP Art. 21.
% The FDRE Constitution Art. 50.
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jurisdiction. Furthermore, to determine the scope and the procedures
of exercising these powers, the FDRE Constitution empowered the
regional states to enact their own constitution. Under the FDRE
Constitution, the legislative powers of the regional states and the
federal government are clearly demonstrated.

Furthermore, they should exercise their own legislative power without
interference from each other. The legislative power on the issue of
consumers is the exclusive jurisdiction of the federal
government.**Consequently, the federal legislative organ, the HPRs,
has enacted two consumer laws that include proclamation no.
685/2010 and TCCPP no. 813/2013. The TCCPP is currently an
active legislative framework for consumer protection issues at the
current time. Under this proclamation, the regional states are
delegated by the federal government to undertake three main
activities. These are; administering the consumer issues within their
jurisdiction except in those areas exclusively given to the federal
authority, adjudicating cases involving consumer issues within their
jurisdiction, and deciding for the establishment of a regional consumer
adjudicative body when found necessary.*®

The Amhara regional state has established bureaus to discharge its
law enforcement duties. The new regional state proclamation, which
repealed the earlier proclamation, proclamation No. 176/2010, to re-
establish the state‘s executive organ, has mandated the regional Trade
and Market Development Bureau to be responsible for consumer
protection. Art. 15 of the same proclamation extensively enlisted the
following as the major task of the Bureau:

% The FDRE Constitution Art 55(4).

% Trade Competition and Consumers Protection Proclamation, 2014, Federal Negarit
Gazeta, Proclamation No. 813/2013, 20th Year, No. 28. [Here in after the
TCCPP].Art 23(5), Art 32(1(c), and Art 34.
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Shall control and take administrative and legal measures on illegal
trade practices disrupting the competitive trading system and harming
the interest of consumers; 2) Shall support and coordinate efforts for
the protection of consumer rights; 3) Shall establish a public
prosecutor department that will administer civil and criminal cases in
violation of trade competition and consumer protection laws; 4) Shall
establish procedure enable to resolve disputes ,arise between
consumers and traders, by mutual agreement and negotiation; 5) will
use the regional police force to control illegal trade practices and
investigate related criminal matters; and to execute administrative
measures accordingly; 6) organize administrative judicial organ with
jurisdiction on civil matters of trade competition and consumers
protection in accordance with the provisions of this Proclamation; 7)
It has authority to investigate, prosecute and litigate before courts of
law on criminal matters of trade practice and consumer protection of
the FDRE criminal law, criminal procedure law and other laws; )
Shall conduct investigations where there is sufficient ground to
suspect that an offence has been committed against the fair trade
practice and consumers rights; initiate or order discontinuance of
investigation; and 9) Shall based on prices set for by the Federal
Ministry of Trade, determine the conditions of distribution, sale and
movement of basic goods and services within the Regional state, and,
as may be necessary, order business persons to replenish stocks of
same.”’

This stipulation of the proclamation has constituted all the powers
delegated by the TCCPP to the regional states trade Bureau. The
empowerment of the Bureau is the first step in creating a system of
consumers’ judicial protection arrangement in the region. Among the
mandates given to the Amhara Regional State Trade and Market

¥ The Amhara National Regional State Executive Organs Re-Establishment
Determination of their Powers and Duties Proclamation, 2017, Zikre Hig,
Proclamation No. 230/2016.
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Development Bureau under this proclamation supporting the efforts
of consumer rights protection, establishing a procedure for resolving
consumer disputes through negotiation and creating an administrative
organ for a consumer, civil case adjudicative body are the primary
functions of the Bureau that have a direct link with the consumers
judicial protection issue this study is largely concerned with. Support
may be provided for consumers themselves or other authorities
working in the area of consumer rights protection. To exercise their
judicial protection rights, consumers must firstly be aware of their
rights. Awareness creation activities should be addressed not only for
consumers but also for businesses. Awareness creation activities may
be undertaken either by the NGOs, public institutions, higher
education’s or the Trade Bureau itself. In addition to action by these
groups, the Trade Bureau should always provide support for the
proper execution of such activities.

Moreover, the Bureau is responsible for creating a procedure that
enables the resolution of disputes arising between consumers and
traders, by mutual agreement and negotiation. This responsibility of
the trade Bureau mainly aims at reducing the unnecessary wastage of
time and costs involved in taking every dispute before an adjudicative
body. The arrangement of the Bureau is not a strict procedure that
should be followed by the disputing parties. If the disputing parties
fail to reach an agreement through negotiation or have chosen not to
negotiate, they are free to bring their cases before a proper judicial
organ. Subsequently, the Amhara Regional State Council empowered
the Trade and Market Development Bureau to establish an
administrative adjudicative body for consumer cases in their
establishment proclamation.

Nonetheless, the Amhara Regional State Trade and Market
Development Bureau does not make a decision to this effect. As
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promised by the proclamation, there is no an administrative consumer
court in the region.

2. Common Pathways for the Consumers’ Judicial Protection

Consumers may make complaints for various reasons. In the
consumer law regime of different jurisdictions, there are many
specific grounds of claim that may include problems related with
product standard, poor information, problems with the price, fees or
bills, and the desire to apology or reassurance. In order to respond to
these and other legal needs of consumers’ countries may apply one or
more pathways for dispute resolution.®® According to the UNCTAD
consumer’s protection manual and different stipulations of
consumers’ dispute settlement, there are various forums for private or
public consumer dispute resolution.**The most commonly known
pathways of consumer dispute resolution include regular courts,
public enforcement authorities, Alternative Dispute
Resolutions/ADR/, ombudsmen, business customer care and
complaint function/self- regulatory arrangements/, online dispute
resolution, and special consumer court arrangements. These
commonly used outlets for consumer disputes have unique features
and differences. There are varying positives and negatives for each of
these measures with respect to securing fast, cheap and effective
consumer judicial protection. In this section, the main dispute
settlement options for consumers and businesses are described.

|. Courts

The traditional means of upholding justice for violation of legal rules
by individuals is to bring a private claim by an individual faced with
injury before the civil court. In the earlier periods, before the

% UNCTAD, Manual on Consumer Protection, UNITED NATIONS PUBLICATION,
2016, pp.91-97.

® |bid, UNCTAD Conference Notes, and Howells and James, Litigation in the
Consumer Interest.
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proliferation of the concept of consumer rights, the consumer disputes
were assimilated with other civil claims of individuals. There was no
specification of the juridical authority that has a competency to
adjudicate the consumer cases.“*With the development of the idea of
consumer rights and incorporation of consumer rights as a specific
area of legal protection in different jurisdictions, the issue of the
pathways for judicial protection of those enumerated rights in the
legislations is also becoming the concern of the regimes. In their
formation stage of consumer rights protection framework, most of the
countries was employed the traditional regular court approach as a
pathway for the adjudication of consumer disputes in their
jurisdiction.**

The traditional court approach for consumer dispute is all about
resolving the parties’ dispute through litigation. Litigation as one form
of adjudication has both a mandatory and optional
condition.**According to Lon fuller and Fekadu Petros, the mandatory
elements include the conferring of the opportunity to present one’s
evidence and arguments; attention to such proof and arguments from
the bench or the person to whom these presentations are made; and
responsiveness of the decision. The parties’ equality in all respects is
also an optional requirement for litigation.”*The traditional court

ji Howells and James, Litigation in the Consumer Interest, pp.3-6.
Id.

42 Mandatory conditions are conditions which are necessary for the ordinary existence
of the given underlying dispute settlement institution. Without having these
conditions we can’t talk about it. Without having essential conditions we can’t talk
about election, contract, or adjudication. While the optimal conditions are ideal
requirements what we expected from a certain dispute settlement institution, but it
is difficult to achieve in the real world because of different preventing
circumstance. Unlike essential conditions, optimal condition doesn’t have effects
on the existence of the institution.

Fekadu Petros, ‘Underlying Distinctions Between ADR, Shimglina And
Arbitration: A Critical Analysis’, Mizzan Law Review, Vol. 3, No.1, March 2009, [
here in after Fekadu Petros, ‘Underlying Distinctions Between ADR, Shimglina

4

@
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approach is a system of dispute settlement which is supported by the
well framed procedures predetermined by a competent legislative
organ and the government enforcement authority.

In addition, the appointment of the judges is preceded by well framed
regulatory frameworks that entail liability for infringements of
professional duties. Starting from initiation of claims up to the stage of
enforcement of decisions, traditional courts have strict procedures and
rules. By considering the procedural strengthens of the traditional
courts with the presumption of consumer protection law, an
imbalance between businesses and consumers, we may prefer the
traditional court approach as a right pathway for consumer dispute
resolution.

As stated in the UNCTAD conference note, “the information and
bargaining power asymmetry between consumers and businesses
justifies supplementing traditional civil court procedures with specific
models to provide consumers with a level playing field for settling
disputes and defending their rights.”**However, the traditional court
approach for consumer dispute is not a plain path for consumers. It is
surrounded by significant barriers to consumers’ cheap, fast and
effective judicial protection. The cost of pursuing proceedings,
including exposure to adverse costs if a case is lost, the lengthy
duration of procedures, the complexity of the law and legal
procedures, the costly requirements of legal assistance and, in
particular, the low economic value of claims, are among the barriers

And Arbitration] See also Lon L. Fuller and Kenneth 1. Winston, ‘Forms and
Limits of Adjudication’, Harvard Law Review, Vol. 92, No. 2 (Dec., 1978), pp.
353-409. [Herein after “Fekadu Petros, Underlying Distinctions Between ADR,
Shimglina And Arbitration”.

“ United Nations Conference on Trade and Development, Trade and Development
Board Trade and Development Commission Intergovernmental Group of Experts
on Consumer Protection Law and Policy, Third session, Geneva, 9 and 10 July
2018, item 3 (d) of the provisional agenda, dispute resolution and redress, Note by
the UNCTAD secretariat.[Here in after UNCTAD Conference Note].
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that serve to deter consumers from undertaking ordinary judicial
claims.*®

To make judicial proceedings friendly to consumers, some countries
have introduced different measures, starting from supporting
consumers through consumers’ legal aid and consumers claim
insurance, up to referring consumer cases for special consumer courts,
consumer authorities judiciary branch, small claim courts, arbitration
and other ADR arrangements.*

I1. Amicable Dispute Resolutions/ADR/

The disputes between ‘Amicable and Alternative’ in determining the
scope of ADR between scholars of dispute settlement is unending.
The current literature is starting to use Amicable over alternative by
considering the different criticisms that may arise on it. According to
Fekadu Petros, since the ‘alternative to what question is not
answerable’ and the arbitration has characteristics shared with
litigation as a family of adjudication, the term amicable should be
used for ADR by excluding arbitration from the group. Arbitration
should be constituted in the adjudication group of dispute settlement
mechanisms and should be treated out of the scope of ADR.*The
writer also prefers to use amicable for the purpose of this analysis.
The Oxford Dictionary defines ‘Amicable’ as an activity
characterized by friendliness or absence of discord.”*®Accordingly,
amicable dispute resolutions are the pathways for disputes based on
the parties’ negotiation and agreement. ADR is characterized by the
absence of influence from third parties. Even in cases where third

1d.

“6 Supra Note 6.

4" Fekadu Petros, Underlying Distinctions Between ADR, Shimglina And Arbitration.
“8 the Concise Oxford Dictionary, 10th Edition, s.v, “Amicable”
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parties are involved, their role is delimited to facilitating the parties’
negotiation process.

Unlike the case of adjudications (regular court procedure and
arbitration), which begins from the initiation of proceedings to the
final outcomes of the process, the parties’ agreement has a major role.
All processes are under the control of the parties. By referring to the
role of negotiations and the parties’ agreement in the process, Lon
Fuller and Fekadu Petros categorized ADR as a contractual form of a
dispute resolution mechanism.*® Negotiation, mediation, conciliation,
and compromise are the commonly known Amicable Dispute
resolution/ADR/ mechanisms. Except negotiation, other actions may
be undertaken at both institutional and private levels. In mediation,
conciliation, and compromise, third parties are involved, although
they have limited roles. The idea of resolving disputes through ADR
arrangements may come into parties mind either before or after the
point of controversy has been created. Furthermore, the business may
create one department as a self-regulatory arrangement for consumer
disputes. This method is also known as internal complaint-handling
schemes.

Empirical research shows that direct negotiations between consumers
and businesses are by far the most popular form in which consumer
complaints are made.*°Compared with the adjudicative approaches
that include arbitration and litigation, ADR is characterized by a
flexible procedure that is suitable for parties and the direct enrolment
of the parties on the outcome of the process. Moreover, ADR
arrangements can play a significant positive role in allowing
consumers to make a complaint to a business in an inexpensive, rapid,
and generally efficient manner®> On the other hand ADR
arrangements are criticized by some as enabling fraud practices and

9 Fekadu Petros, Underlying Distinctions between ADR, Shimglina And Arbitration.
%0d.
* The UNCTAD Conference Notes p. 7-8.
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risks (i.e., delaying consumers’ access to other forms of dispute
settlement mechanisms, and prolonging the time for redress to be
obtained). In addition, the bargaining power disparity between
businesses and consumers may negatively affect the outcome of the
parties’ negotiation.

Some negotiations may require expertise and knowledge of the
subject matter and due to illiteracy or other related factors; the
consumers may be unable to persuade the business to provide
remedies in these processes. In addition, third parties in mediations
and conciliations may lack independence and impartiality. They may
influence consumer decisions by supporting the business. These
factors and other related factors may discourage consumers from
using ADR as a pathway for dispute settlement. **

1. Arbitration

Avrbitration is an adjudicative form of dispute settlement mechanism.
Similar to court proceedings, arbitration also shares the mandatory
and optional conditions of adjudication. Unlike court litigation,
arbitration emanates from the parties’ agreement. In arbitration, there
is he involvement of third parties, namely arbitrators. Unlike third
parties involved in mediation and conciliations, third parties have a
major role in controlling the process and have power to order binding
awards. Parties may agree to refer their disputes to an arbitration
tribunal and to be bound by the decisions of the arbitrators either at the
time of the contract or after a dispute has occurred. >* According to the
UNCTAD stipulation, “for commercial disputes, well-known
arbitration ‘courts’ exist, but for consumer disputes a variety of
systems exist. There may be a permanent dispute settlement board, or

21d.
%% Fekadu Petros, Underlying Distinctions between ADR, Shimglina And Arbitration.
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less formal or nebulous arrangements.”**Furthermore, they may be
state sponsored, sectorial trade association funded or private
industry.® Arbitration schemes may also vary on whether they are
free to consumers (usually funded by business, but sometimes with
State contributions) or require an access fee, which might or might not
be refunded if the consumer wins.”® Similar with the arbitration
centers in commercial disputes, consumer arbitration also has merits
and demerits. Most of their demerits are similar to the
abovementioned ADR problems.

IVV. Small Claim Courts

Smaller values for most consumer claims make access to justice very
difficult given the high costs of litigation, difficult court procedures
and formalities, and long lengthy procedural waiting times in the
process of adjudicating the case. By simplifying court procedures and
formalities, and reducing legal expenses and waiting times, small
claims courts aim to make the legal proceeding more accessible to
citizens with small amount of claims. The characteristics of small
claim courts vary in different jurisdictions. However, in general, they
are characterized by oral procedures, simplified rules of evidence, no
obligation to be represented by a lawyer, and certain geographic
proximity. Their jurisdiction is limited to proceedings under a certain
financial level of claim.”’

% UNCTAD Manual on Consumer Protection p. 93.

% The permanent consumer disputes board of Netherland and in Nordic states and
less formal arbitration centres that are including the Tribunal for Consumer
Complaints of Malaysia, the hierarchy of the consumers’ arbitration tribunal in
India, and the multi-sectorial matrix of Geschillencommissie operated by a single
foundation in the Netherlands can be mentioned as an illustration to these.

% The Lisbon Arbitration Centre for Consumer Conflicts in Portugal is one instance
of consumer arbitration centres serving the community free of charge.

5 UNCTAD Conference Notes, and UNCTAD Manual on Consumer Protection, pp.
93-94.
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In some jurisdictions, there is a clear prohibition of representation by a
lawyer. Various states already have in place viable low-cost small
claims tribunals for consumer claims ®® These procedures vary
significantly from jurisdiction to jurisdiction in terms of type of
procedure; type of dispute and claim that may be heard; monetary
thresholds; financial costs to parties; and overall accessibility to
consumers. Duggan distinguishes two types of mechanisms for
processing small claims; court based mechanism and tribunal based
mechanism. The court-based mechanism corresponds to an ordinary
court proceeding with simple procedures, restricted use of legal
representation in many cases, reduced costs, and less possibility of
appealing a judge’s decision. On the other hand, tribunal-based
mechanisms differ from ordinary courts by sometimes limiting
admissible actions to certain categories of litigants, by allowing
consumers to launch an action simply by filling out a form, by
prohibiting legal representation, by having waiting times counted in
weeks rather than months, and by including tribunal members who do
not necessarily have to be legal experts. The UN guideline on
consumer rights protection and the 2007 OECD recommendations on
the consumer dispute resolution and redress call for states to establish
simplified court procedures for small claims.

Save the paramount importance of simplifying court procedures and
reducing waiting times and cost of litigation, it is also characterized by
many difficulties. For instance, the restriction of representation by a
lawyer may make a legal proceeding remain complex to the layman
consumer. According to M. J. Trebilcock, prohibiting legal
representation sometimes has the disadvantage of leading to poor
preparation, and thus to lost time, ineffective use of court resources,

% We find, in one form or another, small claims courts in Colombia, Brazil, Japan,
France, Belgium, Italy, Malaysia, Malta, Australia, South Africa, Portugal,
Pakistan and India.
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and even bad decisions.”® When there is a lack of resources, such as
an experienced judge, the time of proceeding may be longer in small
claim arrangements and the outcome of the proceeding may not
satisfy parties to the proceeding. Even if it reduces direct costs such as
representation, it raises opportunity, information, and emotional costs.
The working hours of small claim courts should also be considered.

V. Collective Action

Collective action has been one of the most important developments in
judicial law in recent years. Collective action in consumer
proceedings also emerges from the small amount of claims common
feature of consumer cases.®® Collective action ensures that similar
individual claims will be treated collectively in a single case. It is
important for consumers’ justice when they have no interest to
provide individual claims because of its amount. Members of the
group are not obliged to participate in the process. This demonstrates
an extraordinary commitment by the person who is volunteering to
represent the group. The indirect costs of organizing collective action
are very high.®* Collective action has an importance in distributing
direct economic costs between individuals within the group. In
addition to reducing direct costs to consumers proceeding, collective
action has a deterrence or preventive function from the business
person perspective. If there is a collective consumers’ action practice
in a given jurisdiction, since the outcomes of the proceeding would be
burdensome, the business person will give due consideration to the
consumers’ rights protection.®? Specific laws providing for collective
action may vary substantially from state to state, depending on the
overall legal framework. In addition to the difficulties in organizing

% Michael J. Trebilock, ‘Rethinking Consumer Protection Policy’, p. 88., in C. E. F.
Rickett and T. G. W. Telfer, International Perspectives on Consumers' Access to
Justice, op. cit.

% Howells and James, Litigation in the Consumer Interest, pp. 31-49.
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consumers who have common small claims, the collective action is
difficult for a juridical body to manage in a short period of time. This
difficulty may lead the system to delay the time for proceeding, and
lawyers may discourage to represent such a claim. Because of the
principle of ‘locus standing’ collective action was limited to
representative claims by individuals who have a direct and personal
interest in the matter to be litigated.®®

However, recently, different jurisdictions have started modifying this
strict rule. France, India, the UK, China, and Thailand are among the
jurisdictions that have established a system in which the consumers’
interest can be represented by consumers’ association before the
court.®* In addition, public authorities, i.e. the ombudsman and civil
society organizations are also the competent organs in representing
consumers’ interests in collective actions.

VI. Online Dispute

With the development of electronic transitions, online consumers’
disputes also require the construction of parallel pathway. According
to the UNCTAD manual stipulation “many online traders have built-
in ‘online dispute resolution’ (ODR) arrangements, which can vary
between using panels of legally-qualified and verifiable individuals on
an arbitration model, to algorithmic generation of automated
proposals based on the statistically most likely sum that both parties
would be most likely to accept, to crowd-based ‘jury’ decisions.”®®
The United Nations Commission on International Trade Law
(UNICTRAL) has also advised countries to build an online dispute

63 |d
g,
% UNCTAD Manual on Consumer Protection, p. 95.
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resolution systems for a cross boarder e-commences.®® However, this
does not mean that the online dispute resolution system is limited to
online transactions.®” Countries like India and Mexico has created an
online dispute resolution system, which is working for all types of
consumer disputes.®® This platform is created to reduce the barriers of
regular courts and other informal systems of consumer dispute. In
spite of this, an online dispute resolution has many prerequisites in
relation to the literacy of the beneficiaries and the level of the
technological development in the country. Creating a system without
a competent system to implement is meaningless. Therefore, countries
in establishing an online platform for consumer disputes they should
have considered the level of the consumers’ technological literacy.

VII. Public Authorities; Ombudsman and Consumer agencies

Another alternative platform for consumer disputes to reduce the
problems of the regular court process in the consumer cases is
creating the public authorities competent to adjudicate consumer
cases. The most commonly known platforms are the Ombudsman and
the Consumer Tribunal/Agency.

The ombudsman is inherently a public body responsible for
representing the public interest when there is a maladministration
practice. It had no adjudicative power. Its power was limited to
investigating maladministration in public offices following the
peoples’ grievances. Its primary focus has been ensuring effective
public service for people living in certain areas. In recent times
countries are starting to use an Ombudsman as a system to adjudicate

% Review of the Guide for the Incorporation of Domestic Law, New Version of
UNCITRAL Model Law, New York, 2012.

7 The UNCTAD Conference Notes, p.9.

% 1d.
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private disputes.®® The justification behind this new role of the
Ombudsman is the existence of widespread problems of the regular
court structure and other tribunals in ensuring cheap, fast and effective
judicial protection. The ombudsman will play a gap filling role to
other arrangements.”® Unlike their earlier approach, here, they play a
judiciary role. The judges mostly play inquisitorial role. The
procedure they apply and the cost they charge against consumer is
very less compared with other arrangements.

Based on this increasingly pivotal role, the ombudsman office is now
widely recognized as being capable of making a significant
contribution to human rights protections, both at the individual and
wider societal levels.”* International organizations such as the UN and
the EU are supporting the expansion of this trend in their member
states. With the development of consumers’ rights protection private
sector Ombudsman have spread rapidly to offer consumers new paths
for their complaints. In addition, most Ombudsmen are freely
accessible to consumers to assure their access to justice need. Small
claims of the consumer, in particular, are the primary subject matter of
the Ombudsman’s adjudication. The private sector Ombudsman is a
widely known arrangement in European countries.”

The other well-known public arrangement for the jurisprudence of
consumer disputes in different jurisdictions is the establishment of a
special administrative tribunal.” This form of consumer adjudicative
body is mostly an arrangement within the executive branch of the

% Julinda Beqjiraj and Lawrence McNamara, International Access to Justice: Barriers
and Solutions, Bingham Centre for the Rule of Law Report, 2014. See also the
UNCTAD Manual on Consumers Protection, pp.94-95.
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government. It is a branch of consumer authorities; it is accountable to
an organ that regulates trade. Starting from deciding the on the
procedure until the appointment of presiding judges, the involvement
of executives is very high. Like other formal and informal
arrangements for consumer redress, the establishment of a consumer
tribunal is also a response to the problems of regular court
arrangements in providing cheap, fast, and effective judicial
protection.”* However, it is not free from critics. The critics are related
to the independence of the tribunal and judges, the process of
adjudication, and bureaucratic bottlenecks.

The Ethiopian experience at the federal level can be taken as an
example of special tribunals charged with consumers’ dispute. As
previously described, the breaking point of the special focus for the
consumer protection in Ethiopia is the enactment of the trade practice
and consumers protection proclamation No. 685/2010. Before 2010
the issue of consumer was governed by different scattered laws.
Under this proclamation, the administrative authority, which was
empowered to regulate the issue of consumer is the Trade Practice
and Consumers Protection  Authority/TPCPA/.  Within  this
arrangement, there was a judicial sub-branch it has an authority to
adjudicate the consumer claims. The amended TCCPP follows a
similar approach with the repealed proclamation. The TCCPP
authorized the Trade Competition and Consumer Protection Authority
(TCCPA) to regulate the enforcement of the proclamation, which
included the consumer protection stipulations.

TCCPA is accountable for ministry of trade currently restructured in
within a consumer’s protection department in the ministry. It is
composed of three organs; Director General, judges, and Investigative
officers. The latter two are responsible for administering the judicial
aspect of the authority responsibilities. Protecting consumers from

“d.
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unfair acts of business and organizing judicial organs with a
jurisdiction on issues of trade competition and consumer protection is
among the power and responsibilities of the authority under Art 30 of
the TCCPP. According to Art 23(5) of the TCCPP, the powers of the
authority are limited to those entitlements within the proclamation; the
rest is left to the ministry of trade and regional bureaus. This principle
is working for all branches of the authority. According to Art 32 of the
TCCPP the adjudicative branch of the authority has a power to take
both administrative and civil measures. The administrative aspect of
the adjudicative bench of the authority is delimited to the competition
issue. In accordance with Art 23(5) stipulation, since it is not
explicitly given to the authority, the ministry of trade and regional
trade bureaus would have the authority to take administrative
measures on consumer issues.

On the other hand the adjudicative branch of the authority has a
jurisdiction on both the competition and consumers civil matters. The
adjudicative branch of the authority power in consumer issues is
limited to the allegations that may arise in the federal cities of
Ethiopia. The consumer disputes that may arise in the regions are left
to the regional states platform. In addition the proclamation entitled
the regions to establish regional adjudicative branch when it finds
necessary. The public tribunal arrangement of the consumer disputes
at the federal level is not limited to the adjudicative bench; there is
also an appellate tribunal which is authorized to review the decisions
of the adjudicative bench. As stated in Art. 33(3) of the TCCPP the
appellate tribunal has a power to confirm, reverse or vary the decision,
or remand the case, with necessary instructions, to the Authority or the
adjudicative bench of the Authority, as the case may be upon
examining an appeal submitted to it. With regard to the composition
of judges, both the adjudicative bench and appellate tribunals has one
presiding judge and two judges appointed by the prime minister.
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Professional qualification, educational background and experience are
the criteria’s in the selection process. Even if the proclamation
declares independence of judges in the adjudicative bench or appellate
tribunal, the appointment of the judges by the prime minister by itself
has a negative impact on the independence of the adjudicative organs
of the authority. In addition, since it is within the supervision of an
executive organ TCCPA its independence is again at risk. Moreover,
the proclamation is declared the appellate tribunal decision as a final
decision except the error of law claims to the Federal Supreme Court
bench. This would affect the consumers’ judicial protection right by
restricting the possibility of reviewing the tribunal decision by the
regular courts.

Procedurally, the proclamation referred the adjudication body to use
the civil procedure rules. This is also another obstacle for the
consumer, which is restoring the consumers into the regular courts
long and technical procedures. The non-existence of clear rules for the
conduct of the judges and other bureaucratic issues are also the main
challenging in ensuring effective and efficient consumer protection
under this arrangement. In addition according to Art 40 of the TCCPP
parties to the dispute except the government office are expected to pay
adjudication fee. This is also may discourage the consumers with a
small amount of the claim. These dynamics should be considered in
measuring the Ethiopian administrative approach for consumer
disputes settlement at the federal level and taking experience for
regions.

VIII.  Special Consumer Court

A special consumer court platform for consumer disputes has been the
most recent development in consumer judicial protection and access
to justice. The idea of a special consumer court is concerned with
accommodating the merits and demerits of other pathways in
consumer disputes and creating the most effective judicial protection
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arrangement for the consumer.” Regular court arrangements have
strengths such as clear procedures, rules of the conduct of judges and
their composition process, the appellate process and other relevant
things. From other informal adjudicative arrangements, it seeks to
take their merits in relation to the cost and time of proceedings.”
However, a special consumer court may require substantial sum of
money and qualified professionals in the area.

2.1. Pathways for Consumer Dispute
Resolution in the Amhara Regional State

As mentioned before, according to Art 23(5), Art. 32(1) (c), and Art.
34 of the TCCPP, the consumer dispute resolution process in the
regions is left to each regional state platform. The regional states have
the discretion to decide whether to establish a special adjudicative
body or to use the existing platform. Following this stipulation of the
TCCPP, as pointed out before, the Amhara National Regional State
executive branches’ re-establishment proclamation has entitled the
Trade and Market Development Bureau of the region to regulate the
implementation of the consumer protection rules of the TCCPP in the
region. Support efforts to protect consumer rights protection by
establishing a procedure for resolving consumer disputes through
negotiation, and creating an administrative organ to adjudicate the
consumers’ civil cases are among the power and functions of the
Bureau under the proclamation that concerning with the creation of
consumer dispute settlement outlets in the region.

Under this entitlement, the Bureau has three basic powers and
functions concerning the settlement of consumer disputes, such as;

™ Simon Carreau, Consumers and Access to Justice: One-Stop Shopping for
Consumers, Final Report of the Research Project Presented to Industry Canada’s
Office of Consumer Affairs, Union Des Consommateurs, 2011.

76
Id.
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supporting those entities that are working for consumers’ rights
protection, establishing a negotiation platform for consumer dispute
resolution, and creating a public tribunal, like in case of the federal
arrangement, for a consumer civil case dispute. According to this
proclamation, the intended approaches for consumer dispute
settlement in the region are negotiation at the first stage and
administrative (public) arbitration for claims. This approach to the
region is a combination of ADR and public authorities from those
pathways the writer mentioned in the previous section. The
proclamation does not say anything about the establishment of
consumer arbitration, online dispute resolution, Mediation or
conciliation centers, special consumer court, small claim court for
consumers and others platforms in the region. Nevertheless, until the
author has completed this work, no administrative, judicial bodies
have been established in the region to adjudicate the consumers civil
disputes. Therefore, the only choice for consumers in the Amhara
Regional State to bring their claims before or after the negotiation is
the traditional regular court arrangements. Under the regular court
arrangement, since there is no special bench for consumer disputes; it
would share all circumstances of the adjudication process with other
civil matters.

Since the enactment of the 1995 FDRE constitution, regular courts
have been established at both federal and regional levels. The
jurisdiction of these two tiers of the court is limited to matters that
may arise in their area. In both jurisdictions, there is a supreme court,
high court, and first instance court arrangements. In addition to these
three regional administrative arrangements, there are also city court
and Kebele Social Court arrangements. City court arrangements are
created to adjudicate city administration-related civil matters and to
reduce the case flows of the Woreda courts. The Kebele social courts
are comparable to small claim court pathways in other jurisdictions.
The Kebele social court and city court arrangements are still subject to
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constitutionality debate. Regardless of this fact, Kebele social courts
and city courts are actively working in different regional and city
administrations in the country including in the Amhara Regional
State.

Similar to the FDRE Constitution, the Amhara Regional State revised
constitution also stated various social and economic rights of citizens
and established judicial protection arrangements for their
enforcement. Art. 37 of the revised constitution recognizes the right to
access to justice in a manner similar to the FDRE constitution. It also
recognizes independent courts and other competent bodies as
pathways to implementing this right. According to Art 46(3), Art
66(1) of the same statute a judicial power of the region is vested only
in the courts. Art. 64 prohibits the establishment of special or ad-hoc
courts that take the judicial power of the regular courts or institutions
legally empowered to exercise judicial functions and that do not
follow legally established procedures.

Even though, the customary and religious courts are remaining
functional as per Art 34(5) and Art 65 of the constitution, this
constitution recognized three categories of courts in different level:
Supreme Court, High Court and first instance courts. The Supreme
Court is the highest judicial body in the region, and the First Instance
Court is the lowest judicial body in the region. The Amhara Regional
State Courts establishment proclamation also acknowledges these
three categories of courts and determined their jurisdiction.”” Circuit
courts at all levels are also recognized in this proclamation in order to
make the courts accessible to the public and effective. According to
Art.13 of this proclamation, the judicial power of the courts of the

" A Revised the Amhara National Regional State Courts’ Establishment
Proclamation, 2015, Zikre HIg, Proclamation N0.223/2015, 20th Year, No. 4.[here
in after The ANRS Courts Establishment Proclamation].
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region is in such indicated regional matters directly or by appeal, as
provided Art.80 of the FDRE constitution; as well in Art.66 and
Art.67 of the constitution of the region except cases that are clearly
and specifically stipulated under the jurisdiction of the courts of the
federal government.

These three categories of courts have both civil and criminal
jurisdiction. The civil jurisdiction of the three categories of courts in
the region is stated in the proclamation from two perspectives: subject
matters that have pecuniary value and non-pecuniary subject matters.
The pecuniary subject matters are also further categorized into suits
concerning movables and immovable. Each court level has criminal
and civil divisions. According to Art 19(2) of the courts establishment
proclamation of the region, courts have discretion to organize more
divisions/benches for particular cases to make judicial activity
accessible and effective. Accordingly, in practice, the civil division of
the Woreda Courts has a family, labor and other civil matters benches.
Furthermore, the Supreme Court of the region has a cassation
division, which is empowered by the constitution to see and correct
the legal errors in the final judgments of courts in the region.

In addition to these three categories of court structures in the region,
there is also the Kebele Social Court and a city court arrangement in
the region. The Kebele social courts in the region are established at
the Kebele level and have jurisdiction to adjudicate civil suits not
exceeding 15,000ETB for movables and suits not exceeding
25,000ETB for the immovable. " Whereas city courts are established
in the three cities of the region such as; Gondar, Bahir Dar, and Dessie
city administrations to adjudicate urban cases pursuant to Gondar,
Bahir Dar and Dessie city administration regulations. The urban cases

™ A Revised Social Courts Establishment and Determination of their Powers and
Duties Proclamation of the ANRS, 2017, Zikre Hig, Proclamation No. 246/2017,
21th Year, No. 26.[ Here in After the Revised Social Courts Establishment
Proclamation]
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are limited to those that facilitate the work of the city administration.
Most civil cases, including consumer disputes are out of the
jurisdiction of the city courts in the region.

Accordingly, the formal court structures for the adjudication of
consumer disputes are include the regular court structures from
Woreda Court to cassation benches and the Kebele Social Court
arrangements in the region. In some cases, as Murado Abdu indicated
in his article, the Federal Supreme Court cassation bench may have a
cassation over cassation power over regional matters including the
consumer dispute.”® After establishing these judicial arrangements of
the consumer dispute resolution in the region, the task of the writer in
the coming sections of the study will be testing their competency and
practical problems in ensuring cheap, fast and effective judicial
protection for the consumers.

2.2. The Competency of the Available Pathways of
Consumer Disputes Resolution in the Amhara Regional
State

The existence of pathways for consumer dispute resolution in certain
jurisdictions is a step toward ensuring consumers’ judicial protection
rights. Furthermore, competency in the available pathways should be
tested using the commonly used judicial protection criteria. As stated
in the earlier discussions, the most commonly known criteria for
measuring the competency of judicial protection arrangements, in
particular the consumer redress system, accessibility, independence,
fairness, accountability, efficiency, and effectiveness are included 80
Based on these criteria, in this section, the author tested the

™ Muradu Abdo, ‘Review of Decisions of State Courts Over State Matters by the
Federal Supreme Court’, Mizzan Law Review, Vol. 1, No. 1, 2007, pp. 60-74.

® The UNCTAD Conference Notes, and Howells and James, Litigation in the
Consumer Interest.
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consumers’ dispute resolution pathways in the Amhara National
Regional State (the regular court arrangements including the Kebele
Saocial Courts) as follows.

I. Independence

The independence of the judiciary is one of the most crucial
characteristics of a competent consumer dispute settlement pathway.
Judiciary independence requires institutional arrangements to be in
place to guarantee the independence of the decision-making body and
the impartiality of the decision.® In other words, these prerequisites
refer to the necessity of both personal and institutional independence
in the judiciary to achieve a fairer outcome at the final stage. The
judiciary as an institution should be free from the influence of the
parties in dispute settlement, and there should be a separation of
power with the administrative bodies of the government. Institutional
independence refers to the administrative and financial independence
of the scheme. The parties should have no role in both the decision-
making process of the judiciary and the administration of the scheme
to guarantee institutional independence throughout the process of
dispute settlement. In addition, to guarantee its institutional
independence, a judicial body should not be received any financial or
technical support from a party to the dispute.®?

As far as law is concerned, the revised constitution of the Amhara
Regional State, after declaring the establishment of an independent
judicial organ in the region, has recognized the independence of any
level of courts from any interference or influence of any governmental
body, official, or any other sources.®® Furthermore, the revised
constitution clearly stated that judicial powers are vested exclusively
in the courts of the region and any special or adhoc courts, which take

8 Howells James, Litigation in the Consumer Interest, pp. 12-15.
81d.
® The Amhara National Regional State Revised Constitution, Art 64-69.
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the judicial powers away from the regular courts or institutions legally
empowered to exercise a judicial function and which do not follow
legally established procedures, shall not be established.®* Stirring on
to financial and administrative independence, the revised constitution
also declares upon the Regional Supreme Court the power to draw up
and submit to the Regional Council the budget of the regional courts.
Upon approval of the budget by the council, the regional Supreme
Court will administer the details.** Through these constitutional
stipulations, we can conclude that institutional independence of the
judiciary is constitutionally enshrined in the region. However,
according to Tegaye Gedion, the constitutional guarantee of the
court’s independence in Ethiopia as a whole is not free from a
limitation.%® He mentioned the controversy on the power of courts in
constitutional interpretation and the non-existence of a clear rule on
the judicial review of other legally empowered institution’s decision
as obstacles of the judicial bodies’ independence in the country. These
limitations can also be equally mentioned as legal limitations of the
regular court’s independence in the regions.

In relation to the Kebele social court arrangements at the Kebele
levels of the region, based on the revised constitution direction, the
revised social court establishment proclamation No. 246/2017
stipulated that the judges of social court shall carry out their tasks free
from the influence of any party; they shall not be directed either by
other internal or external body influence without the law or local
tradition and culture.®” While it does not say nothing about what
should be followed when there is a discrepancy between the law, local

& |d. Art 64(2) and 66.

% 1d. Art 67(6).

% Tegaye G. Hailu, Amharic book on the Ethiopian Courts Civil Jurisdiction, Mega
Printing PLC, 2019, pp. 27-34.

8 The Revised Social Courts Establishment Proclamation, Art 16.
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tradition and culture, and this may create uncertainty on the rules of
the game in the system. In effect, it may significantly affect the
independence of this pathway in the region. In particular, when
consumers make small claims, the difficulty in choosing between
these three categories of rules may intensify, and the final remark of
judges on the controversy may endanger consumers’ interest. Finally,
this system may lose credibility from consumers. In relation to the
budgetary issues also the proclamation has followed a loose approach.
The Kebele offices take a responsibility to cover the costs of the
Kebele Social Court®® The judicial powers of the Kebele Social
Courts in the proclamation are more than enough at the Kebele level,
and even if it is insignificant in amount, a parallel rule should be set
with the judicial arrangement at the Woreda and above levels in the
region to ensure their financial or administrative independence.
Consequently, their budget should be decided at least by the
respective Kebele councils and administered by themselves, not by
executives.

With regard to the personal independence of the decision-maker, the
principle of independence requires; the judicial appointment should be
undertaken without the companies saying, the appointment of the
decision-maker should be for a period of time sufficient to ensure
independence, the decision maker should not be liable to be relieved
of his duties without just cause and he should not be working for
professional associations for a definite period of time. The Amhara
Regional State first revised its constitution to declare the personal
independence of judges and consequently mentioned the instruments
to guarantee this principle, such as being solely guided by laws in
making a decision, not removed from the tenure before the retirement
age subject to exceptional circumstances,®® and the appointment of

% 1d Article 31.

8 According to Art 66(4) of the ANRS revised constitution violation of disciplinary
rules, gross incompetency, inefficiency and illness are the only grounds to remove
the judges in the region from their tenure before their retirement age upon the
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judges through a final saying of the state council. In this regard, the
constitution has created a strong approach that can increase the
personal independence of judges in the region. When we look at the
Kebele Social Court situation from this perspective, we can face a
different kind of condition. Only the appointment approach is set
parallel to the regular court judge nomination approach, in which the
Kebele Council is empowered to make a final statement on it. In other
cases, judges are not expected to base their decisions solely on law.
Cultural rules and local traditions can also be used by judges to make
judgments.

The grounds for removal of judges from their tenure are also poorly
constructed in the proclamation. The lists in the proclamation are
difficult to consider illustrative or exhaustive. The most important
grounds listed for a regular court judge’s removal, such as
incompetency, violation of disciplinary rules, and inefficiency, are not
included in the proclamation lists.”® These gaps in the Kebele Social
Court framework may significantly affect consumers’ judicial
protection rights in the region when potential disputes are taken before
it based on its pecuniary jurisdiction as provided in the establishment
proclamation.

Furthermore, the principle of independence requires the decision-
maker to possess the abilities, experience, and competence required,

judicial administration commission decision and approval of the state council by
the majority vote.
% Art 17Removal from Social Court Judge
A judge of a social court may be discharged from his judiciary on the following
reasons;
1. When the kebele council decides by majority vote based on the opinion
collected from the residents to discharge him from the judicial power;
. When the judge is sentenced in a criminal case;
. When the judge submits request for resignation on his own will;
. When the judge changes his kebele residence where he was elected;
. When the judge dies.

g wN
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particularly in the field of law, to perform this function. In ordinary
courts in the region, holding a first degree in law is a primary
requirement for a judge. There are also age- and other disciplinary
requirements to be a judge in the region. To be a Woreda judge in the
region, successfully graduating from a law, and completing the
judicial training provided by the justice institute of the region are
standard in relation to academic qualification. Experience in different
positions in the highest courts is required. Even though consumer law
is not included in the curriculum of undergraduate courses in law
schools and there is no separate module for it at the time of judicial
training, judges with a first degree in law and those not specialized in
the consumer protection related area of laws may be challenged in
applying the consumer protection law rules in their daily tasks of
resolving consumer disputes. In addition to this, consumer disputes
must have interdisciplinary knowledge, including economics,
accounting, financing and other related filed of studies. Therefore, the
qualification requirements for nominating regular court judge in the
region are not sufficient in the consumers’ dispute settlement
perspective. To fill these gaps, intensive training should be provided
to each judge in relation to consumer protection laws and interrelated
disciplinarians. Such an arrangement may create by either of the
concerned bodies in the region.” When we look the Kebele Social
Courts from this perception we could observe an exceedingly funny
occasion. For those judges who are empowered to adjudicate
pecuniary matters up to 15,000 ETB and 25,000 ETB, their
establishment proclamation sets the ability to write and read as the
only qualification requirements to be appointed as a judge.* In
particular, where a consumer cases are brought to this bench, we can
imagine how they could be adjudicated the dispute. They had no
capability to interpret consumer protection laws contained in different

® Universities, Justice Bureau, Trade Bureau and other governmental or NGOs may
host this program.
% The Revised Social Courts Establishment Proclamation, Art 15.
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legal instruments of Ethiopia and set out the dispute based on their
findings.

I1. Accessibility

Accessibility of the dispute settlement pathways can be envisaged in
terms of their physical accessibility, cheapness and ease of use, as
well as the availability of legal information or education on how to
exhaust existing pathways.”® The judicial body should be as
physically accessible to the beneficiaries as possible. Physical
accessibility has both a cost and psychological commitment
implication for beneficiaries of the available arrangements. If the
place of adjudication is very far from the place of residence of the
consumer, who has a claim against a business person, he would be
discouraged to go through the system of adjudication in fear of the
high cost of transportation and loss of his commitment to seek justice
due to the long distant walking necessity.”* Physical accessibility is
not enough by itself. In addition to making the system physically
accessible for the consumers, the responsible organ should work to
make the system too cheaply for the beneficiaries and ease the process
of use.® The cost of legal advice, the cost of representation, court
fees, and other direct or indirect litigation expenses should be reduced.
If the cost of litigation is very high, the available judiciary
arrangements will not be accessible to the beneficiaries. In most
consumer cases, the number of claims is too small, requiring a system.

% Bedner A. and Vel, J.A.C., ‘An Analytical Framework for Empirical Research on
Access to Justice’, Law, Social Justice & Global Development Journal (LGD),
2010, pp.14-18 Available at

" http://www.go.warwick.ac.uk/elj/lgd/20010_1/bedner_vel.

Id

% 1d.

375



Bahir Dar University Journal of Law Vol.14, No.2(June 2024)

To ease the use of the system, the redress procedure should be well
publicized, there should be appropriate assistance to the
disadvantaged complaints, able to make an oral presentation of the
claim even though the system requires written complaints;
conciliation, mediation and negotiation should be used to attempt to
settle complaints, and a legalistic and adversarial approach should be
discouraged. In addition, providing consumers with legal information
or education is a benchmark that they can use to use the dispute
settlement system without difficulty. The government and other
responsible bodies (i.e., NGOs) should have built a system of
consumer education.”® In this system, consumers should learn about
the content of their rights and how they can claim their rights. A
judicial arrangement for dispute settlement without a consumer
education system is meaningless. To use the system of judicial
protection without difficulty, the consumer should first have enough
knowledge about his/her rights and the available remedies of its
violation. In terms of accessibility, ADR and small claim courts are
more preferable than other systems of adjudication in terms of
accessibility.

Accessibility of the available pathways to consumer dispute
settlement in the Amhara Region is diverse. Concerning their physical
accessibility, both the revised constitution of the region and the
revised court establishment proclamation declare the establishment of
Woreda courts, High courts, and Supreme courts at the \Woreda, Zone,
and regional administration levels of the region, respectively. To
reduce the difficulties of beneficiaries in accessing court services on
normal platforms, a circuit court arrangement is recognized by the
proclamation.”” In addition, a Supreme Court branch is being
established in some capital cities of zonal administrations. In the

% Id.
" The ANRS Revised Constitution, Art 67 and The Revised Courts Establishment
Proclamation, Art 3 and Art 21(4).

376



Legislative Framework for Judicial Protection of Consumers in Ethiopia

regular court arrangements for consumer dispute settlement in the
region, consumers’ accessibility difficulties can be increased when the
case approaches the highest level of court arrangements. Kebele social
court arrangements are more physically accessible to consumers than
regular court arrangements, although they are working only for a
limited period of time in a week. This limitation of the Kebele Social
Courts in terms of working days results from the non-existence of a
system of recruiting judges for regular tenure. Judges in the Kebele
social court are accessible to litigants only for two or three working
days since it is unremunerated service and they may have other
personal works to lead their life.

Consumers may incur direct and indirect costs in court proceedings.
Direct costs include representation, document preparation, court fees,
and reparation costs if the plaintiff loses court. Indirect costs include
transportation, accommodation, and other expenses due to litigation.
The existence of these cost modalities in the arrangements may
greatly discourage consumers from making a commitment to provide
a claim before the claim has been made. Concerning indirect costs,
correcting physical accessibility problems is important and attempting
to adjudicate cases within a short period. Direct costs, in particular
representation and document preparation costs, can also be reduced
through the provision of a free legal aid service. The Keble social
courts are, again, more accessible in terms of settlement costs for
settlement of consumer disputes than the other regional arrangements.
In the Kebele Social Courts, there is no court fee; representation by
the attorneys is not expected; statement of claims and statement of
defenses can be provided orally or in a less formal written document,
and because the place of adjudication is not very far from the place of
residence, transportation and accommodation costs may not be an
issue.
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I11. Accountability

Accountability is all about creating a system to publicly account for
the judiciary’s operations by publishing determinations and specifying
liabilities for violations of duty without affecting the independence
scheme. Individuals who participate in the decision-making process
should be liable for the infringement of their legal responsibility
regarding justice. Accountability schemes are crucial to guarantee the
independence and impartiality of the judiciary, which agrees with the
moral requirements. Without an accountability procedure, it is
difficult for an individual to be sure of independence and fairness
when making decisions. Even in systems with strong accountability
schemes, it is too difficult to control the unduly acts of the
judiciaries.®®

According to Art 12(1) and (3) of the revised constitution of the
Amhara Regional State the conducts of the regional state shall be
transparent and any public official or an elected representative shall be
accountable for any failure in official duties. Accordingly, the judges
in the judicial framework are also subject to this constitutional
accountability principle. As | mentioned before, judges are expected
to undertake their duties as per the professional or disciplinary
standards that are stipulated in the revised constitution and relevant
proclamations. If the judges are failing to undertake their duties
properly, they may face administrative, criminal or civil liabilities.
The administrative measures may range from a preliminary warning
up to removal from the tenure. The judiciary administrative council is
empowered by the constitution to administer this process and the final
saying is for the state council.”® The civil liabilities of judges are in
principle left within the structure of the government obligations.
However, after compensating the claimant the government may

% Howells and James, Litigation in the Consumer Interest, pp. 25-26.
% The ANRS Revised Constitution, Art 69.
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request the judge to replace it. This approach has an importance to
guarantee the judges independent by reducing unnecessary claims and
equally to create the opportunity for the injured individual to be
compensated without affecting the judicial independence. This
immunity protection is not always working. According to Art 2126(2)
of the civil code this protection of the employee is working only for
the professional faults. With regard to the criminal liability, according
to Art 59 of the criminal code of Ethiopia, likewise of other public
officials if the judges committed a crime either intentionally or
negligently the principle of independence wouldn’t shield him/her
from a criminal liability.

IV. Efficiency

In addition to independence, accountability, and other criteria, a
certain judicial arrangement to be considered as a competent pathway
for consumer dispute settlement should be efficient. An efficient
system is one that works productively with minimal wasted effort or
expense. '%° In other words, a system can be considered efficient if it
ensures a speedy, stream-lined, and simplified process and regular
review of its performance under scrutiny by outside observers.
Furthermore, an efficient judicial arrangement has a system for
tracking complaints, timely notifying the parties’ progress and
provision for regular monitoring. Public authorities, such as
ombudsmen and administrative tribunals are better off in satisfying
these requirements compared with the other pathways.

In relation to efficiency, there is a huge problem with consumer
dispute settlement arrangements in the region. Due to the duplication
of cases and time-consuming procedures in the region, speedy
adjudication of cases is not expected. It may take a significant period

1% Howells and James, Litigation in the Consumer Interest, pp.26.

379



Bahir Dar University Journal of Law Vol.14, No.2(June 2024)

of time to begin providing a first instance claim before a competent
judiciary arrangement; however, it may take a significant period of
time until enforcement. It may take time to comply with each relevant
rule in the civil procedure code of Ethiopia. In addition to the time-
taking procedure, the available pathways for consumer disputes in the
region are not subject to public scrutiny. In this region, there is no
system for examining public opinion on the activities of courts and
improving their failures. Problems of accessibility and independence
affect court efficiency. In terms of procedure and time of adjudication,
Kebele Social Court arrangements are more advantageous than
regular court arrangements because they can use a simplified
procedure throughout their adjudications. However, as | mentioned,
the limited number of working days is another challenge to its
efficiency. Moreover, because it is not their regular tenure, the judges
of Kebele Social Courts may give less attention for its efficiency as
well.

V. Effectiveness and fairness

Effectiveness refers to the act of producing a desired or intended
result. It is closely related to the efficiency principle, but the former
focuses on the operation of the scheme and the latter focuses on the
final result (the capacity of the scheme to deliver the intended results).
On the task of dispute settlement the final intended result in one or
another way is always to deliver justice. In the work of measuring the
effectiveness of a given judicial arrangement, we may use different
criteria, including the capacity of the scheme to cover a wide range of
consumer disputes, the fairness of the decisions, the enforcement
frameworks of the decision, and the possibility of an appeal for further
judicial review.'®* Fairness is an independent standard for measuring

%% Garth Bryant G. and Cappelletti Mauro, ‘Access to Justice: The Newest Wave in
the Worldwide Movement to Make Rights Effective’, Articles by Maurer Faculty,
Paper 1142, 1978, Available at
http://www.repository.law.indiana.edu/facpub/1142.
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the performance of the available pathway of dispute settlement. In
spite of this fact, the writer preferred to discuss it within effectiveness
criteria because fairness is the pillar component of effectiveness, as |
previously pointed out.

In the Amhara Region, even though there are no specific adjudicative
bodies for consumer disputes, the available pathways are left to all
forms of consumer disputes irrespective of the nature of the dispute as
far as it is a justiciable matter. In both the ordinary court and the
Kebele Social Court arrangements the consumer cases are within the
broad category of civil matters and they are treated likewise of other
civil disputes in the jurisdiction. However, this approach of treating
consumer disputes with other civil matters and treating equally with
others has its own impact on the effectiveness of the system. Because,
as | mentioned before, consumer disputes are special in their nature
and they are a result of day to day transaction of the societies they
may require a more speedy trial than the others. If the adjudicative
bodies treated them equally with the other and adjourned the case for
a long period of time, even if the final judgment is just in its merit, it
may not be satisfied the claimant since the time is going up. In
addition, the approach has an impact in the number of consumer case
to be adjudicated in a given bench. This may encourage consumers
not to take the cases before the available pathways and tries to resolve
the dispute through informal outlets as these institutions are physically
accessible, cheaper and speedier. According to Kokebe W. Jemaneh,
“Informal outlets/customary dispute resolution mechanisms have the
potential to conflict with constitutional and human rights provisions
and do not necessarily result in justice that upholds universally
cherished human values[emphasis added].”102 In effect, the

%2 Kokebe W. Jemaneh, ‘Reconsidering Access to Justice in Ethiopia: Towards A
Human Rights-Based Approach’, In Access to Justice in Ethiopia: Towards an
Inventory of Issue, Centre for Human Right, Addis Abeba University, 2014, p. 10.
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consumers’ judicial protection right would be at risk. Under this
circumstance, it is difficult to conclude that consumer dispute
settlement pathways in the region are covering a wide range of
disputes even though it opens the door for all forms of disputes.

The fairness criteria of a judicial protection competency are requiring
the system must produce decisions which are fair and seen to be fair
by observing the principle of procedural fairness. The decision maker
should consider only the information provided before it and the
specific legal criteria upon which its decision is based on the decision
making process. The decision should be based on fairness, reasonable
approaches, good practices/precedents, and relevant laws.
Procedurally, due process or natural justice requirements should be
observed. The decisions must be free from personal biases and other
unduly practices. In addition, the equality of parties before the court
and public hearings are also important to guarantee fairness in the
adjudication of consumer disputes. In general, as far as the fairness of
the decision concerned, we have to consider at least the following
three elements. These are included, giving equal opportunities for the
disputing parties to present their factual and legal arguments; the
adjudicators should have an objective position and avoiding any bias,
and supporting the decisions with sufficient reasons. To fulfil these
conditions the courts should equally invite the parties for a hearing.
After the invitation of the parties, the court should allow the parties to
the dispute to have an equal opportunity to present their arguments
and evidence. Again throughout the hearing process the court should
treat the parties equally irrespective of their status or other scenarios.
Finally, the decision should be reasoned out by the parties’ arguments
and relevant laws in the area.

Both the regular courts and the Kebele Social Courts in the Amhara
Regional State are also obliged to comply with these three conditions
in the revised constitution and in their respective establishment
proclamation. The civil procedure code of Ethiopia is the supportive
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rule to properly undertake their tasks. Before starting the hearing of
the case the courts should summon the defendant'® and at the time of
hearing they should be given equal chance to present their arguments.
In addition, in all stages of the dispute settlement the judges should
treat the parties equally. For instance amendment of claims as per Art
91, representation as per Art 38 and the ff., and other opportunities
should be provided equally, when the circumstances so require. To
avoid the conflict of interest problem, the CPC and the revised ANRS
court establishment proclamation are further designed a change of
venue or withdrawal of judge’s procedure. Finally, the courts shall
contain the point for determinations, the decision thereon, and the
reason for such decision. Furthermore, the decision should be
supported by the pertinent legal stipulation.

The CPC further provided procedures for review of judgment and
enforcement of court decisions.’® Review of judgment by the court
of rendition, opposition of judgments, appeal and cassation review are
the three available remedies for review of court judgment in different
conditions. Consumers may also use one of these remedies against the
judgment of the court as well. After the court rendered a judgment at
the given point of dispute the debtor of the dispute is expected to
perform his debt voluntarily. If the debtor of the judgment is not
voluntary to perform his obligations in the judgment the CPC has also
provided a clear procedure for enforcement of judgment.'®® To make
the execution practicable the court may deliver different decree and
orders, including the attachment and sale of the debtor’s property.

1% The CPC Art 111-121
104 The CPC Art 6, 329, 358 and 418.
1% The CPC Art 6, 329, 358 and 418.

383



Bahir Dar University Journal of Law Vol.14, No.2(June 2024)

Conclusion

A robust consumer judicial protection framework is certainly crucial
for promoting a fair and efficient marketplace that upholds the
interests of both businesses and consumers, thereby contributing to
the overall economic and social development of the country. Ethiopia
has made significant progress in establishing a legal framework to
safeguard consumer judicial protection rights. The Trade Competition
and Consumer Protection Proclamation (TCCPP) represent a
significant step forward in this regard. However, the current system
faces several limitations that hinder its effectiveness in protecting
consumers.

The framework for judicial protection of consumers in the ANRS
faces significant challenges that undermine its fairness, accessibility,
and effectiveness. The substantive aspect of consumer judicial
protection is hindered by the lack of explicit recognition of consumer
rights in the constitution and other legislations. This absence creates a
gap in ensuring access to justice because consumer rights are not
clearly defined as fundamental rights.

Additionally, the fragmented nature of consumer protection laws,
spread across various legal instruments such as the FDRE
Constitution, the civil code, the TCCPP, and other legal codes,
complicates the legal landscape. This dispersion makes it difficult for
consumers and legal practitioners to navigate the system, thereby
affecting the accessibility and practicability of these laws. On the
procedural front, the existing court system, including Kebele Social
Courts, is inadequate in terms of independence, accessibility,
efficiency, accountability, fairness, and effectiveness. The lack of
specialized training for judges in consumer law, combined with the
loosely constructed rules of Kebele Social Courts, undermines the
competence and independence of the judiciary. Furthermore, the
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limited working days of these courts and the high costs of litigation
pose significant barriers to accessing justice.

The efficiency of the judicial system is further compromised by the
duplication of cases, lengthy procedures, and the absence of public
scrutiny. These issues collectively hinder the delivery of timely and
effective justice for consumers. Moreover, practical problems such as
social stigma, low legal awareness, lack of knowledge about the legal
system, budget constraints, and corruption exacerbate the situation.
These factors contribute to a lack of trust in the judicial system and
deter consumers from seeking legal redress. To address these
challenges, a multifaceted approach is required. Structural changes,
such as the establishment of specialized consumer courts and the
development of a comprehensive consumer protection code, are
essential. These measures would ensure that consumer disputes are
handled with the specialized attention they require and provide a clear
legal framework for consumer rights.

By implementing these recommendations, the ANRS can build a
more robust and effective system that safeguards consumer rights and
ensures fair, cheap, and effective consumer justice. This
comprehensive approach will not only address the current
shortcomings but also lay the foundation for a more equitable and
accessible judicial system for consumers in the region.

385



Bahir Dar University Journal of Law Vol.14, No.2(June 2024)

PI°Cm &1VU7 NFCE 0T NCAC A7 h?1LLT AHIC MATCXE
P9°Con V7 “10¢F O-OT L& 21-0C93R +I5CHT 9°Ahd

NALLHEC SUP9° av37i

Examining Procedural Legal Challenges of Ethiopian Electoral Law
Frameworks for Realizing Electoral Justice in Court Litigation

Abenezer Nahome Mengesha™

ARCHT LH7/Abstract

ACHC  AéIT NCET
PUIITWI  PRAIHLOPP 48T DT
%5 no37mM  PFid. PO
ACHC  héD T A~2CHT vA9” N
nrecam-  Ar5014
AR 1Nw-
D -AI”

IV

a-::

ood-go
rCmm GTYP AT
AN AILhYE

Pood-g 3 GAYT POLOIONCP AP5U07
BLEA::  AIRUIY DL ACHCT?
NG dd POLENTA @M F77 o378
N9 f 7 ALE
NeT°he-NP NC31 A8 29717

n7°c==

An effective electoral dispute
resolution system is crucial to any
democratic process. Such a system
guarantees that all eligible voters
can participate, that elections are
conducted fairly and transparently,
and that results truly reflect the
voters' will.Furthermore, it fosters
trust in both the electoral process

and the broader democratic system
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by providing a clear mechanism for
resolving disputes.This  research

examines how Ethiopian electoral

law and the election dispute
resolution  system align  with
international standards and best

practices. The study aims to identify
the nature and type of the current
system and to assess the challenges
associated with achieving electoral
justice through court litigation. The
researcher employed a doctrinal
method to

research explore

procedural legal challenges and
analyzed selected court decisions to
illustrate their practical effects. The
findings indicate that significant
procedural legal challenges exist
within the current legal framework
for ensuring electoral justice through
court litigation. These challenges
include: the absence of a specific

procedural law addressing election
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disputes, unclear provisions in the
election proclamation regarding the
finality of appellate court decisions,
and a lack of clarity on jurisdiction
for disputes, particularly those
related to candidate registration,
voter registration, and the voting
process in specific jurisdictions such
as Addis Ababa and Dire Dawa.
Based on these findings, the study
proposes  recommendations  to
enhance the effectiveness of the
electoral dispute resolution system in

Ethiopia.
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Poogd T YALYTT  ANT@:® NAFCRS  LAD- PIPCm,  GFv

! International Republican Institute (IRI) and National Democratic Institute (NDI), Ethiopia
June 21, 2021 National Elections Report, August 05/2021, pp. 8

2 Constitution of the Federal Democratic Republic of Ethiopia, 1995, Article 79(2) (3), Federal
Negarit Gazeta, Year 1, number 1. (here in after calledPh.do £ 4UTTRY91NT)

UL hoIU-T0Fen149° ChACRE NLE-P 9°Cm 0CL TI%EoLe hPE1133/2011 1 Ch 148
PICm 07NN TCLPT CI°HING PI°Com, £21-9°0C hPR1162/20117F LovAhk::

PhTeRE NP I°Com, NCL TTE7Le APET1133/2011 TaPA 148::

SHLho7v-
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NCHT NIAKRYE T MANFTIE RS hbolt 9 9C 0HHIST
1T AL hHU $L9° PHALE ANT1PG: PANAR oo &7
ARV AV T SATMCOT ING:® LUt WTE A hiCN
Gov gl M8V NCYET ATTAGN Lt ALLT $GA: A°AA,
ABN PIC M TIO-MEE P9PCen, CLT APIPS 1T
ATIMSNC “TAALLTT 99847 Po.mebt 6T ST’ PeP°
9y PCm @HATFG D9PTF (A eRe e°Ca 22C%T o
PATELM TFACT AP TGV ALYE AICIS NChF AP
LASDTT ALANTA BOTPAA::

NAFCXE PI°Cm, GTUT AT AT1LLD TGP AOHLLT Lot
U7 “16P6T N°Cm, @FPF P10 ACHCTT NECL 0 NheA
ANNT hooam Al e A A28CFT ANGT@®:: hatlhy 00T 0¢
AS AR LAY PV TIPS ooFC A4 OPT LUIC NI°Cm,
hTTS  LF hdART AL @HIMC AS 0T PIATO-
AF0CT 7 AdivFae toodntSa:® Ly OC 0157 NAvT (9T
A e%e e9°Com, V7 “10¢% @-0T AL +28CT hlLonS T
aohp AR PIPCa, ACHC N1-2CT V7 hAooSCE N9°Ca hPH-
AL NECE 0T P2LAM @ALLT Povgnlh aolP? hhao P77

091C1 MAFDA €MC 1778 3-4 see also Merera Gudina, Elections and democratization in
Ethiopia, 19912010, Journal of Eastern African Studies, Vol 5, No.4, 2011, pp. 664-680.

"He. hetv-

8 NEBE vs Hareri Region, Federal Supreme Court Cassation Division, 2013, Case No
207036see also Balderas vs NEBE, Federal Supreme Court Cassation Division, 2013, Case
No 207000
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LN OCYTS INO PPY PV Y1044 ANLAL DAaoPY-
ALFAP° OHiS 8L 10 LU AUE NATEXRE @NT P9°Cm,
nChCT NECL 0 heo@dT OC 0HLEH N9°Cam VT @-aT
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1. ?9°Cem, ACAC hé.F T OC%T X70-YAN AmPAL AL
1.1. P9°Cm hChC héAT OCYT 9°7rt
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PI°Cm, ACAC héJT OC%T C10F 09°Can 1.1 @0T Adams
POLTA AN NNETT  AcoG Il Chdoom AAPTIG  1LAPTY
Naom49® h9°Cem Nt T N9°Cm @P+ aS h9°Ca 0IA
A%LLMC AN LAY £CLTF @LI° ANG-C MWIP oo
ae®9° COLFANT ACHT 1P 9°Cm AT T IAR AS
GTYP AT8PT T @ukI® Cavld-gn T GATT TTIANLE ATESTA
LV ACHT A%T NM9° ANLAL 10 a4 P9°Com NChCT7
NOAIP ooy AooG ol POLeNTA oo VILTT  Nev@m(
PICmm7 Fa%TLrE AS STYPrE 091LI1T  PLINéN.EP
ANTELC ONT hhA PS £107AA:"°

P9°Cem, NCACT hool-g™T 9°N10 UL+t T hacs®T 9°H1 1L+
TALR ANIT 1L T h&IPR Pmé-G @ OC 0HLLH AT
LFAN:TT ALY AAGINNET QARG @-m.T O CY T
AANE U7 hPY VHOT NG ULt AS 09°Cm, o-myt
VOB AL PA®T AT ALAMD  LTFAA: DALY
PLA°N-07 aoCIPET ACINDNG PV POALYTHT AZ1LITT AS

® Lydia Apori Nakansa, Dispute resolution and electoral justice in Africa: The way forward,
January 2015, pp.6 See also ACE Electoral Knowledge Network, The ACE Encyclopedia:
Legal Framework, 2012, pp.19

o4y hayy-

“The International Institute for Democracy and Electoral Assistance, Electoral Justice: The
International Idea Handbook, 2010, pp.37 see also Electoral justice; An Overview of the
International IDEA Handbook, pp. 26 Venice Commission, opinions and reports concerning
election dispute resolution, 2002, pp.31see also Barry H. Weinberg, The Resolution of
Election Disputes: Legal Principles that Control Election Challenges, 2™ Edition, 2005,
pp.28
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COITTl ool T OINLE PO1PLAN ao T AS @A AL S0
eIt oo OEC ACILOTT POLENTA ool Ad:
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Ng°Cen, ULt AL PUHAN hoon 7 A“VIANF T AhdEk 97954
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"ZHihequ-
3 The Carter Center, Guide to Electoral Dispute Resolution, 2010, pp.32
“Hy. hetu-
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1.2. P9°Cm, VT P9°Cem, 0-LFT AS N9°Csm hChC
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nga°né-0, aoCP 2T IC NPCOT AN 10 ATHYVI® Pavd° LT
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PoLI0NCT ooP'r7 TUIITT M £LLT OCYT 1 Luo°
U 000 HeTor T AT T 1o 0g9° TTune-P
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®HY. hepu-
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ATGANIN VLT Patdac:'® Ly 0tanTle P9PCm, ULk
Pl CF®  VIT  IARS 0T LA WIBVPT  TILLTY
LageA:"  nmPaam-  P9°Cen GV NCYT PHTT &R
ATBNTIS WISINC NATLLRCT ALI°NENLP  ACHT TS
ONF 10 PIPCm, GV aoCPTT N9TANC L9°nd-07 TI0L7 AS
@Mk PUHNT SATE NFahA PoLe700CE ATEPT A%1%LY
POTAN: AT8U-9° PI°Com. 0-LAT L99° hibLav-9°Con, L0 €9°C
AOh  £UL-9°Cm N &40 LO1T OHALR PI°Cm  LLEDT
Lo AIHVIS PPLov P°Cmm LN AL CovleT 9OHIN
T Pheks °HIN AG PHooF ATPOPALTT CPAAN: PI°Ca LI
L AL LK Pmé- AS P 10R CavAnA 0L
A PEYL PCamm W AChKCT? ov@d ¢ Povoandi
O MAT7 B4 T1LLD WG CAANT TDICT “ISOT LMmPAAA::

PI°Con, 0-L1 9°Cm @1V NCYT M3l Aav@NG ONF
MG hA@ A 2AA0ASET A A1LDIC ANEOTUT PP
Po°Con, Y OCYT 770 O0ET e9°Com 0-L-F h29° T 20105
Tl eam AT LA YN 1@ PRTEEIC P9RCen, 0-LoF
PCam7 181 NG FIRrFT 0200TF AS 073t AT8hee:

® KATHMANDU, Report on Electoral Dispute Resolution and Electoral Justice, 2016, pp.13
see also Parliamentary Assembly of the Council of Europe, Resolving Election Disputes in
the OSCE Area: Towards a Standard Election Dispute Monitoring System, 2000, pp. 28

91, hequ-

2pqCe MNFoh #TC 11717 8

0y hetu-
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®LI° AN NOVETFT AeoG TG A%INEIhA  OhPoom NAFTF
AS 1LAPTT PoULavAR T 1 NANLWYS PI°C NCAC hdFT
NC% T 09°Cm 0-2-F @NT LA P9°Cam a0FV7 ATINLT 99810
.57 ol NCYT 1o ATINT RFAN: 9PRTeEIC 9°Cn,
Pt L0 ANGe 0T NPCmm 18T FOTTE RS
N°Cam omt AL hGHs +XAT LTETPA: DALY ATV
NCACT 01K T G FYR AG AKX OPY oo71& PV POALYTT
0Fhta oA oo@JF ANdAL 10 PULPIO:: VIS avflT
U-A9° AN NPCma YLt @0T Poodte Al AZA
ATSLTT ARG PCm@  @met  NFRaA PUHNT @At
PoLEINCE AT8PT LLAAN:

hY 0hen®1é 0PSTT P9°Con, 0-L£1F P9°Com AChC héJ T
NCAT? HEAC AS N4t NaoPlR 1% TAY 7157 Lmota=®
NeEI P9°Con, 0-L1T A% NEA PUI® PPLav  9UCem,
PHIET 9°04-8 PI°Cem, MTTFT T LTS 1-0CHTTT G
A75%U9° Ahak POLTA ACHCTT ovAP TS Aoo@JT PO N
He&LTF  “MIE+T P7l.med Nool'r 1@ hlv  0Feanié
PI°Cm 021 TG 9°04- £79° AINVT hWTT T LT AG
210G T oo R ING WFSU9° NPCa@- oP T ATLi0 aChCT
@Y, aohm 7 Shrh A WS U £7° hlNG 9006 F P The
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POLaoM@- P79°199 9°04-9: PIPCMMF AMPAL ULt I9°799 ¢
MEDMII ACACT oG T AG PIPCem, 1.L-kF ATTANA ANdA1
PP TIRACLT 0P 99,7 PO Nao Py Y-

hio 2C 0HIST 09°Cm 0-2+ @0T P9°Cam V7 A%INLT ¢
oM PP P9°Cm, ACHAC hd It 1LAT NU-a9° P9°Cem,
0-LF LLEDT @OT oobt AAVT®:: GV9° ACHCTT Acog g1
DANRG GTYE hOe-C? oodCOT ¢ AP8U9° Poo@tia? 1871
Po0.74 N¢ MNAPTT TIMIET LmePA:

NMPAA@- F NF°Cm ACHC héJT OCYT F N9°Com 0-1T AS
N9°Cen. & 1Hv NCYT oohhdh PA®- 777rE HC4 AN h@-:
NU-a-9°  ¢9°Cen.  0-21  LLEPT  @0T ACACT  Aooeg-t
PULENTA @M HLPTT N71PLN AS PU7  POALYTH?
N7Nh0C P9°Cm ACAC hd.JT OWCYT LT U-A9° DAONT
N9°Ca 1Lt ®OT PorA+a Ahd ALA AT8.LTT AS PI°Caa-
o-m: - Naad COHN FATE 90Le700CE oo ACLDTT
EOTAN::

1.3. 29°Csm, hChC wéd.F T °Co9t aoCPPT AS TNPPT

a1t CHE O 98t P9°Cn, ACHC hé ST OCYT A1 P
MLELCT 1  @TMYRS A@rhE 9°Cm wr%h1e A%INFA Ly
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NCGT 090000 F @7 aoCPLTS PNPLPTT NIA0 “INdao TS
TP 1L 018 SATPATY AINY aoCPLT A TNP LT
P9°Cen ACHC?T Aae@O? OANT CHAM@- Poognnl  ho94-F
NP A NF ALPT N9°Ca ACHC AL @Ay P21.AC4 hhadt
TNTI° hoo€ovl @ @A O6R, A €9°C NPLLE@ AT @O
Oen, AhAT A4S LA hooCy IC OFLPH P9°Com WCAC
hé g CYT °Com 197 GBS AT OGP ooy
aNSO7 AANT  PULADT ooCY  ATLUIC L11° MmPAA PP
NHALE  PU7  YLAPT AL LAY PO1LLITHT AL V-
oo NI R VIR PSR 1S SRR ST aoCP PTG
AD-PS POM AS CHPNA aolP7 AANEF:E QHY 0FenTTs AIPCm,
nCAC NF NAR U'sd 14970 990.847 ooCy £A OWPT L9 T
£haviC aoCy( principle of irrevocability) Nee0A @@
NHY ooCV av(lt PI°Com 18t th g LLEDT PoLmG+E0T
£CT A U0 18N LIV avdbad T AANT POLA AP F
CTHEm9°  ¢1APS Ohdoom  LLES LR 180 hthmSee NIA
(A9°AN, PI°Cm@- PPLav NI £L8) T htot 1 120 17LA
¢ Th N9%o0M@D OLI° VIATD LLE (AI°AN NI°Cm 7 LI°

" Barry H. Weinberg, The Resolution of Election Disputes: Legal Principles that Control
Election Challenges, 2" Edition, 2005, pp.38 see also Electoral Dispute Resolution
Discussion Paper Experts Meeting, Atlanta GA — February 2009, pp.63 see also ODIHR
publication, Resolving Election Disputes in the OSCE Region 2000, pp.49
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2Hy, hoqu-
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NLVL-I°Com, LLEB) OPT O avBavlfm- LLE (PI°Cm- PP Lav
HYE T £LE) ATLLT LCLFT MLI° ®ALLT 9°739° a4
Paohd-nC ALA AAT AL109° P99A 1@-::3

YIC 77 MAP8IE PI°Ca NCAC Ad T OCHPT 00T AATLHY
ALYE aoCVU AR ULFPTF e mar  ALINTN BOTPAA::
AT°ANLI°Cm. 1217 PoLEMMLM ANAI°TII® AT07 NI°Cmm-
HIEF OP+ hebs Favd-dr AaolPT POLENLATTT aoNdCAT
PULLM A o IPSTMF N994L91T PavlIN MLI° Nhaks'rT C+LN 17
AGELT PAAGT@ (LPF9°F LUT (havAht Nhaxtt oot
AOOT 0LI° T CELT Naes'rl Aol AhL19° PTLA Pé&d
N 299, $CN PI°Cmm h(iSé hootB. Né&1T (LY. 9°Cmm-
ATRIG AL AILOUTA WG PI°Cm CHCT N9LavAhta@- hhA
Ne 27, M-t AT8.LTT ALLIATILTLTA OLLOPI° M LOTPAA::

PI°Cm, NACHC héJ+ DCYTF TNPPTF 9Iat Covle™ T ool
ATINNNC  ANAPI°Cm AR AMLPTS oo PTFTE RISV
I L I RPN T ) N B e 1 U1 U1 AR o K T2\ 1 AN & 1) 5
PTLNANANT TTIE@9° VIR TNP AS ANG-C 102 g9,
NCHC hé T NCYT aoPPLBI° 1 N1-CH3 P TNP LT hA%T
PCRDT (W7 AN APEhES A8 U9° 19T TP AS
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AOPEE ATAPT ACINTA 103 hHY 0FenT4 ool Tr9°
Pr  Ctovde 7 P9°Cen oo BT POIMNP  ANCT  ATSAD-
AcoTIHA  FAN: AAPYY® hHY  APIC T4S @omFo1 PPy
PI°Cm, ACAC hdJ T ACOT ALIPne-0. CoT avIANT+S
P PNALYT oohNC PO SPSA ACIAT  POTAA: hHY
0tenle  WITT  AasPTE e2°0th  TCEPTT 918,097
NANANST 4G 09°Cm ULt T 915 ¢olamatt Ui
OMPAAD. PI°Com V7 NE-ATD L2 270C P7L.mNPOVTF@-
NP79° Ph- P9°Cm, VT AISINC AS V7 P7LP0 AHCTS
ANG-CTF AaoPLG PI°Com NCAC hé.J T DCHT ARG Po18-0
.G AA@-: h9°9° NAL L9° P9°Com, AT NIOGTE LLAT
AT @OABRPT  h9°Cem V1T AT hANT VT 2C  ehAMoo-
PST®7 AT1LITIT PI°Cm ACAC hd I OWCYT AR nmy°
ahdAL @

N9°Cen,  oFt L1 PLFPTT MWOIP P& APS4k
N7LeNTAT TNP LT aohhd ooPPLP AS ON1-CY3 P TNP LT
PITE  HLCID LONGA:: ooPPLPE TNF  TINT PIPCm
NCACT7  Aovovpn  OAMT  PHOAM@ A 01T AS
MANFTTE aohékT ATUITT PULEINTIA PVT TNPS haA

1Y, hoqu-

% International Foundation for Electoral System, Guidelines for Understanding, Adjudicating,
and Resolving Disputes in Elections, 201, pp. 50see also, Parliamentary Assembly of the
Council of Europe, Handbook for the Observation of Election Dispute Resolution, 2019
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10:%° A18.0-9° N1-2CAFE TNP LT TINE L79° (9°Cm, P
Ng°Cem, 4LAE9° 1 omok AL P99.4.mé PLFPTFT PICCm,
NCACT Agveopit OAMT AFOM@- AA AZ1PLAN AS C4my
Y 7ISLTT AT1LLD ChPoome NAET APTSAMI° PICCm,
GV A®T ATEPT o071 POLMCT AS PACAC Ad St DCYE
O3 AG PANE. a7 ATUIIT P7ULS VIP TNPPT
ST AmPAAD P°Cm, NCAC héJ T 2CoT aoCP DT AS
TNPLPT PPCam7 1T 3Tl + @T1PrE AS Fhndsrr
ATUDTT OHI4 ILET ST@ A%IAt  POTAA:  NoodbmAd®
Ay 05 A AN hA v IC TNP RCITF AT PI°Cn,
NCACT Aoo@ 3 Po1.01070  ¢AST  21-0C93 P TNP LT
NHCHC A%99F A19°he-n7::

1.3.1. e9°Cem NCAC WA ~C¥t  01-7°Ca3e
TNSOT

N7-2Co3 P TNPPT P9°Com G107 P9LeIANES  PolmNd:
POFSLT  OLWPHNeeNLFRIE L1 01-2CAF P TP 2T
Moo N5 Po9Panmet7 P9°Com NCAC hé. T ACHFT 24T ¢
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oM AG PANG. oPSTFOT AT 0B I o9°
PI°Cam, NCNC hdJ T 18T Cavle™ TG Ctavl-e> Ty Paod° L
AG PavanlF  aoFT@7 AeomNd ®LI° AovhAhA A?LLANT
NPT @RI TCEPT 4LLN oolPF ALY TINTILAA:
haef 19 @L9° NAMNTE hef A28TT “INFA AI8.0-9° 0184
ONT PAN T LNT AS OPET PPE TNPT N912LD AavICLTS
avavl T ool POTST oo @LI° NhmPAL U1 PI°Cm,
V7 TWPET? Moo tAdG Po9MA®- ool OLINLNT  avavAd
hoILTANT LB hooZlhe N4 AovooAd CoLENTA N1-CoP
PNFT PULLLCT 10::*° hATHY @NTI° N Tdrt::

U. 7AR: P91€097 AS PAN PP+ £2.91PF av9C

P4 PN P°Cm ACHC hdJT NCYF 126 PL71I1PTT
N7AK: N91€699 AS +AA OPY ao¥1& oobad T LMBPA:
PICem, T TIOPEIT AS PICm, ool BT aohOCT POl
Ch1-a0 31 H: PAPET  AS AN VT L7101 PF P4y
24T WG CF1TTTYE oA G AT199AT COTAT D HIL
NPAN 2GS TAX P17k ool )BT aoFA A0T @ A78,0-9°

%1y, hoqv-

Sy, hogu-

0 \/enice Commission, opinions and reports concerning election dispute resolution, 2002,
pp.31see also Barry H. Weinberg, The Resolution of Election Disputes: Legal Principles
that Control Election Challenges, 2" Edition, 2005, pp.28 see also Electoral Dispute
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CHFTF@ 9°Cm@ N7LNBL0T CoTuNLON £7% NN&@- +HOHF
aohsant TLMNPNT APT LVI° VA9 @A PAT@- AP
0700 AS NPAN A28.LST AS +MEYT MA@ avAl W80t
ATINFAN @

ANTLE AR PAPTGE PATTLA W £1IVPTF aofC NICCem,
Vet AL P 01T AEFT NevP@9  N9°T AN
AILULPCOS APTFE® A AIRTLPCH D4 oo 0T ALTC
LTAA: AT8D 9LTE @FCHIC P9°Ca GVTV NCHT I8
ASY° Navenlf AC13AA AS VIOT AP 204+ 0C AheT
LFAN:Y DY 0 FemoTs PPCmm? 1T AS 4¥TV7 ho1LSPa
NHAA  Phoolm  Aa®T  YALIFFO7 AN 0eToy
hoooo(C A78HI1% AG MWIRIFT@® AL TA A18.2MALLCIA:Y

NAL  AZLH10A@ P51 QAT PO17 ATRUPT (U7 IAR
NAPIPICCan, ACACTT AgvaoAht DAMT? PHOAM@- hhA P&
PULLEECNDT @17 Aoeh T DAMT ATLAAD POULETCOT @BI°
Pl @t FPALTE AILAAD PULETCOT VB ALMC STAA:

Resolution Discussion Paper Experts Meeting, Atlanta GAFebruary 20097 see also ODIHR
publication, Resolving Election Disputes in the OSCE Region 2000

4 Oliver Joseph and Frank McLoughlin the Electoral Justice System Assessment Guide, 2019,
pp.50 see also Ellena, K., Elections on Trial: The Effective Management of Election
Disputes and Violations (Washington, DC: International Foundation for Electoral Systems:
2018),  <https://www.ifes.org/publications/elections-trial-effective-management-election-
disputes-and-violations>, accessed 12 January 2024
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o 2C OFgPHPIPCm v CFEE N9°Com P& AL PoLam
ONLPT Poognl WP WS CFEE L9° 1229, QAN
AOM@ A APCH  ATLPLUTAS P A PLI P
N& 299, AlA Povald @0% ool ATLTLTA NN “IndaoT
LmOPnFA:" AmPAA@- P9°Cn ACHC i+ DC% T o004
0GR WTT 00N @TrE LAD- AS CHIAT AR NPy
£k CHHIET PHAPL TCATDPT hLIT PTLLAMIL WS PI°Com,
NCACT PolovAht@ A LATTIRLT 706 PoLLLCID: oo}
FYIERE

A. 1994 A5 @omJ3%1 e9°Cn F1v “17TT

ngecen, 124 @0T “139° A@- (9°Can, h1 00-PS LAD- ooTS
PPoo- NANATNT @®LI° NAA  AhA  NLONLD-  ACI°EN1S
A1 oo kT AoohAhA POLENTAD NCYT ASC 7L LAA:®S
WY 2C OFEEH WITT Aes®TT ¢k TCEPT AS 07 0kh
05T 023 AS ONhC AL Choohlt ARYTE  ALLLINT
PoFG NRAFT@F 1PLN AI8TH P9°Com ACAC  hé.JT
YLAT M CP TG meR, 14T oo ANT®:: A78.U-9° BTF
°N2e3e AP N1-2C3PR PLov URFPTE aoNLCHT
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LI ooAGANT ALILN @MF1G AS 4MNT @Aw CITVF
aF N AT @-::*

ng°r9° 1AL P-m.Jo1 P9°Cem, ACAC WS QACYT ov1hem,
Wit hr'rt 00T A8 oot Nootang Tt (LA
TO-E? ovhAhA POLTFANT +AM4. 1L o4 AG h9°Cem 18T
IC P API8% ACIPE AS @A (W7 1044 @nT
ATSNSOT TINFATO @Y

Wy 2C 0157 AEE P SCLE b omFe1 ooy,
P17 Foo T N0A AW @17 AAYTPE POANAE oot A1LT AS
NAMHEPTE  P8.9°04-0.0P OCYT  +hF e Ve vI1-000T
@-0T LT LIEA:® a1 PIPCm G haow P
PONGE oo (oot NATE AIC A VIFTF @0 0Nd U
NAHLIIM OEIC APS WATOANTO AT T AIC ANA
NPYTFOT@®  909°  Ade PONAR oot N1LTS  Q9°9°IPT
CHLII1T  GA9°  AG O ool N91LLT ACYLONT
LFAN:: MMPAA®- (9°Cm AL P70 P& PTT ALavAhtar-
AN ATTPLAN PAANG PAME ANG-C ooSC hANF: hHY  OC
0NHLEH P& DT OLmé  PoF LA® AN Ak @7

4 Katherine Ellena, Chad Vickery and Lisa Reppell, Elections on Trial: The Effective
Management of Election Disputes and Violations, 2018, pp.13 see also KATHMANDU,
Report on Electoral Dispute Resolution and Electoral Justice, 2016, pp.42
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A“LaoAn-t@ AANANT AZTPLN A74TNE AChET PolavAht @7
AANAMT?  AHO-  0ADAN® 2177 1S P @7 1PN aoFA
AdN T BYI° PI°Cam @Y ool 7 AhNLR 09947 L4 TNk
LOAT 077041 TNP AT8NT LOTAPA::

h) P°C V7 NIR OLT° OeeMVy PO 175+

A o NN I b 7 R | NG AL I A 0 VA i AT VAR AL
aolt A AILaoP' aomy P9°C ACHC héJ T 0CYT 1L+
hnee 19 0L9° Nty P aodlAN AN ANAe €300A:Y
o 2C OFEPH P9°Com, NCACT Aovaopit DAMT AAD- AhA
P& ATIPLN 99 SR PTINAN WGP NPLoo USRI
eoreht Pt P9°Cam &Y N1 1241 PSA AZIAT POTAA::
AT8Y hLTE TNF PPLF APLN® CTIHN APICUBI 9090
LUT 9°F &1V PO ao T PNL AT PRCIPA:

N V1T P9°Cm GV o171 aoV? AL ONAR oo
oo WWIT@® 175 ®9° P7L¢CN PI°Con, P&3 LA 9°19°
nege N1A A78.LPCHPLLLCT AT PHUIY® @6k, hoo It
P9°8 (b ATRALT N91LL BI°C DA Aol BFAN:O
A787% U L9° NPT NPLov ULt N9LLOPICm NCHPT

* OSCE Office for Democratic Institutions and Human Rights, Handbook for the Observation
of Election Dispute Resolution,2019, pp.80
OHLhe U
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@ONT ATE U CARHNT TPI° eolovAct: £9°Com ACHCT 0L
WM NGELPT a3 IR AP LCEPT AG PALLA 27004010
LCERT ANLT S0t PAN:S DY OFen1s P9°Com PédPT7
ATIPLAN PAGE PLov U AILTLTO 0LLT PETY OCYE
TIAICTF WIADAET oo PO WILLTT @L9° ¢oLhdAa
nee CtooMAirt ooCur  £1SHN NAGP ool 1T ooFA
AN gy TIATIS POLMA® Aee PPCen, GFY AZITTR
ATP4S NPT LT oo A PANTIC 1A -

o) P 3 e oo

PI°Cen, NCACTT  ATlaoAnt@ A PLF ATIPLNG @A
AT AMPAAD- AGCE T a0 DT AG AAAT PANTSLC Th
NCACTF holeooml 1H 120 emé °AILIPE U1 PLH 120
aodao P AANF A LF00A: ALY Poleoomet 1N 10T
NA7L NA N°Cam- AL 110 P&dPT7 GHETS AL
NPAPT  AgvooCooC  AS  “INLELTT  AooO T 9910070
ATEU9C NAA O L79° 14T CLLANTT AhA Ph4mt 6vFv
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P97 ao1H? Qb0 ovAh- “IH? mANE A%T0he  POLLeNT A
ao P} AhVF@-::%*

PI°Cm, ACACKLI T OCFT 1L+4F 1M 180 Padoom ooP7
ANVT@ :£9° 90T (WIE oo¥& (tboom-t PI°Com, 1LAT
eI LLEDTF 0T OhPoomo M 180N @0T @AL oomT
AN E 29AF 1o hH 2C 01577 A48 0 (W7 hbdaoma- 910
10 @9 PULAM@ @As GTIE ALY LTAA: 9N eE9°
PULAMMD @At hHI? NALT875 PI°Com, a1 AL P71.8CNM7
T8 ATINEINA PILTA ALY ALLCID STAN:D

PI°Cm NCAC héJ T OCHT 1AL P9°C  h&ATFT A7
NMg° AMs LLAS ALI8787 ML $AOCE avli 21C havavd. 4T
amS+d LAV UsF 9 @0T CININTE BSCNF A
PI°Con, ACHCTT Hoodnt @0s PULAM@ Ahd P7LPCOT7
PLIPTT VAN Ao I T WIS LATA N7Lboom@- AC P10
180 AS PLI@ PPLANT O@ ®LI° A PaohAhA ool AS
ANLAL (P T8ET oohhd “THGR oolP7 AdNF:®" e o749°

¢ “InF@f TC 27778 22see also Barry H. Weinberg, The Resolution of Election
Disputes: Legal Principles that Control Election Challenges, 2" Edition, 2005, pp.25

N hotv-

%1, hoqu-

% parliamentary Assembly of the Council of Europe, Resolving Election Disputes in the OSCE
Area: Towards a Standard Election Dispute Monitoring System, 2000, pp.
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NAMPAL  C1h0ETT  PLeFPF  Aao@dF  AsPC 1H 21940
M9 ch? awd-C 10-:

AW P9°Cm, ACHC héJ T DCHPTF Oh? 0todt 1H 00T
NLH@ AT TEFT U390 LCLPT AS P9°Cm hNdaol,
ONLPT P24 aoCYT GhtAn::® AT ehmAT PICa Pl
AL PULATT @A% L@ hAd LA GAD- LLE ThnaTTrE AL
TEE ATIPLA PTILTFA LLCIPA: AI°AA A7L “Thadh AAAICT
N9°Ce P0bA @F+ 014000 M1-0T £CLT 0180 (@ ©LI°
NI CLo-F2o9° APLN NPCOME NTLINANTF  ooln AL
PCamF hAaoOlH 9°01 8T PSS 01N (ch? h@4Ab 9o

2V ooCy P7IWwl-@ m1-OTrHY (oPE Aeog@9® AFN NF
Py A ANA LA PLIo 0FIANTE W P
AT POLeNTA NCYT WA tbaom ok L4 OPF oo P@I®
ooFa N, 10 ANA PULFONNT RISt ASC LTAA:Y
DAL NTPACICm WTT QoM A“Lie P9°Cm P& D
G Acohmt PULLNTA AR AS NAFP $1-12077 2IhdaoT
aFEN ANV @-:
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w) Poofao T oofl+F Cmd oo

PI°Cem, NCAC héJT NCYT PavfavT ool A38.U-9° avhAhg
NNEE  POVPLANNTT AL APLN@I° P Ped adL0NT
A TUIT SNPAEE LU VT NCHETOT PO
ALA? avIGAES PI°Cm, NCACT Agvaodh DAMT PAM- hhA
PLLONTT Pl tooARP N, @0 ooOm T Phib g

PI°Cen. ACAC Wi T OCYT PPL0TT ot DT 0912774 @LI°
POl Pmav. TINLEDLT NU-AI° O1ST A8 aoPlOVFDF 99L91T
aFN AT AIBUIPLUTT PPLNTT TINLEDT av S P HIAAD-
Gé TIC A7 @-LP AWILAFLLT ORI APARYTE ATSTT 9LI1T
POLENTA aolP7 AANT:S amPAA®: U-A-9° N1-2CEFP 1LAT
PUAI @IST CahATE ool 0m0e  ov¥1E avavlt
bV UENORE

PI°Cm U7 POLPCN PLHIPTF APILTE WIARS T PodPT7
7 TP ATLTLTAT VIR Ad-PS ATSAD aoN4CHET 1IN
T T AAF:ATS U9 PIPCm, WCACT PolavAnt@-  hAhA
PPLN@ Pl APILTT LA® 10 OO ALLA® N7LAD- AL

81 African Union Panel of the Wise, “Election-Related Disputes and Political Violence:
Strengthening the Role of the African Union in Preventing, Managing, and Resolving
Conflict,” The African Union Series, New York: International Peace Institute, July 2010.

®2The International Foundation for Electoral Systems, Bench Book on electoral dispute
resolution 2" edition, pp.24
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ONLD7 AUNI® A%LaoAnIF@ AhAT NA UG 9A0P AANT::
WY 0FeR49° P28 E AR PG NE hooh3e PHL14
Py LMNPUFPA::%

PICn, U7 PICa®T Ot NooP®9° ATLPCN P CHFPE
PU? e THLET  AAM ATLOLTA NIAS  CINPoo T AdNT::
N-+ALI° AmPAL @RI hé:N AIL1ST PMé w18 HH @L9°
PICmmT @Mt oo oo @LI° NhdA O-LP AT1LL7
POLLNLANTTT ONPT T AR 9°N2 80T AG TINLBDT av)AR hS
P @ PI°Cm AChCT PolooAht@ A Poo@O?  OAMT
ATBAD avINd AANT:%

L) RCE RS O-ALPT 1H4R7L CULP O 1T ov§C

P9°Cem,  ACACT  Aovoopht  OAMT LA  AhA ooCIC
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Council of Europe, Handbook for the Observation of Election Dispute Resolution, 2019

"International Foundation for Electoral System, When Are Elections Good Enough?
Validating or Annulling Election Results, 2018
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" Resolving Election Disputes in the OSCE Area: Towards a Standard Election Dispute
Monitoring System, OSCE/ODIHR, Warsaw, 2000. See also Code of Good Practice in
Electoral Matters (Venice Commission’s Code of Good Practice), The Council of Europe,
Venice, 2002 See also Inter-Parliamentary Union’s Declaration on Criteria for Free and Fair
Elections, 1994, Paragraph 4 (9).
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haA P°Cam ACHCT NHAPEL AhteS ARYTE A@- oo71e AST
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+P0LrT PAT® ovooHE LTS (W1l 247 T4 +I°nC W79
£ P9°Cem, ACACTT Aao@ T PULENTA AR C271-0C% T V7
MoPG ooHC T ANV UI° PI°Ca, h Lt G AP T IARS

B¥"Resolving Election Disputes in the OSCE Area: Towards a Standard Election Dispute
Monitoring System, OSCE/ODIHR, Warsaw, 2000. See also Code of Good Practice in
Electoral Matters (Venice Commission’s Code of Good Practice), The Council of Europe,
Venice, 2002 See also Inter-Parliamentary Union’s Declaration on Criteria for Free and Fair
Elections, 1994, Paragraph 4 (9).
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140 Balderas vs NEBE, Federal Supreme Court Cassation Division, 2013, Case No 207000
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e GO0 £TC 43715 206 see also Code of Good Practice in Electoral Matters
(Venice Commission’s Code of Good Practice), The Council of Europe, Venice, 2002.

“Guidelines for Understanding, Adjudicating, and Resolving Disputes in Elections,
International Foundation for Electoral Systems, Washington DC, 2011, pp.96 See also Code
of Good Practice in Electoral Matters (Venice Commission’s Code of Good Practice), The
Council of Europe, Venice, 2002
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NAPT9° AHY IC avaodht CANT TIC 9°IL1@ hhss 9°HIN
IC 0HLEH PRAA mPAL €CL 0F NIV PhLNATT 188
tTaoAnt PTLAM@ @A Povgnlil eoP (W AL tavARt
U7 SC A8V hLrl oo@-% hAN PACAC h@-£L 791L4.MC
P'r7 10 ARV 1S oot PN 142 NACRE
PU7?7 OCFT ®OT N3P V7 OV TLOTPNTFA  P7LA
théhe @17 ACHET AONC A9 Foek 99194 ool hd-::
A750 L79° AP théhim MNC FCE LT Poveldil @A
nhamnt 7 EPC P00 PLJ@r  AONGC 091 Toek
PPN 90 7 AT LUS04A:TC gy WPt LUI° e9°Cm,
NCACTT ANV Aoohmt hoLLeNLAIT@ h*C 1H WG ANC
PO g ALLAY:Y AAPIIC PIPCm APE NLINVT (91 TAPT
PILAM OANLPT O IC Povgnnl ATLOLPTS NONC a0 19°

196 Ethiopia federal court establishment proclamation,1234/2015, art 27(3)

“WheeCem, nCACT GVé ATAC ANCHCT Fodt WS NAEC PmC  AANT
AcoOMt 8445 N7& AR P9°Ca, NINCYT V7 AT7LENAATD PL.84-A MPAL
«CL N+ ANC AYLTAF  Noo/d 230207 NAM@- PUPHCTI® AL ARST
AP
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NACF@ NAPE LLE CH4+L@m7 90 47 h9°Cem AR Ové AHIC
ANTCE PRI T1646 N9°Cm VT @ONT oodao® LN
PoNIeEIS PI°Cm, 1-8¢T AONC SPCAA- ALPCNI® A38.U-9°
Ng°7 PUA 1 LPCAA POLATT 1ECT 1L7N MEI° Navavl g
LavAN/LLTIT AN NAPE LLE ¢Om oo P77 N ®LI°
Navand @ aviC Y@ PoLP 1@ BV ALYE HT70C L79° hav(l)-P
PU? APLE ON-UAN IC LomA: h9eCam, 18T IC 02N
PoLa0e ACACT AL LMY ATl €CL 0 PULAMET @-A%
Paoalh NAGOP (1FAS TINPaoT AIL9LI0 AU-T A PN AAY®
APe Pé APNCOT PALALUPS  PULSNVHrD R0
POLMCPOTT L T IV POIPLAN 1LATIS @ALPT Povennlil
AS ANIGE POLPTNTT LB av0dT LenICLA? ACImPAA
PUA NAACEL 9°Cm, APE 1162/2011 L7907 (91, FAFT
POLANFD @ALLPT Pavelfi aolP? AAGoIPINL IND &7
AAGPS NANY®  APSUFIPNC ATIC ATS.U9° NHICI° GG
0LFFT7 AL APLMZL MA@ @HIN AFAC N9°Cm v AL £A
AL FAP TAC FLCT OLIA @R 9PC W RS NCEPT
PACAC héd. ST 1217 et T «TFYRrE A AL
AZUDIT AIBU9° 1LET NAFLAT ACHTRS #THCh AgvhAhA
ALAA 0877 A% SCE 0 POLAMT @ARPT Povenndil
NAGPST@ N0 “10PaoT PhAAIA:

“pacy Mgl ¢TC 144
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3.4. mPAA  LCIS ha®? 0MAL PPy TIC  h?9+
ANt

AT e 9°Cm, APE 1162/2011 A74d 151(13) ATLH1000-
hoold-g™T 9°HI0 T haeks 9°HI0 T n€I°0 ANNT AS NLI°X
$me-S o-mt IC 0HLPH NAPE ATbd 152-155 OC Ctovpn-tt
PRCO L£1IBPT A albkd P71PL4N ook NBCD AL
2100 bl 2C 0HeeH A°aA NV ¢thPoaome- PHIN M
NAd. 0EA AL ool oo oo avooH ATSLTA
PoLhAnA £7.0% (W7 (3 TR nATF -
ANTIPETTACET  ATAC NS AL TAP  HIISCT  HLCT
PULONE 10" PNTeRIS A4V ALYE PAADA HINC hade
0AL Oy abtt °n2eT ALooHIN: Phé ol T79° P7hARA
oo’ 10 NANY® Ade aoaolT DT oodCT ao0l U-N9°
Nk ool T N°Cm 18T @oNT Paoodhq ALA AT8.5 4T
ML FAN, LLLIPIC, VTT WS ULPT A1841%4-
LMEPALUI° Covldeg™ T IOHIN AOG-C LT T IAd AS
U9 etk aoP'rd CUIIT WS ANk PP ool T

“SThe  Carter  Center, Election  Obligations and  Standards  Database,
<https://eos.cartercenter.org>, accessed 25 June 2023 see also Guidelines for
Understanding, Adjudicating, and Resolving Disputes in Elections, Interna-tional
Foundation for Electoral Systems, Washington DC, 2011. Pp.82 See also Code of Good
Practice in Electoral Matters (Venice Commission’s Code of Good Practice), The Council of
Europe, Venice, 2002
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Ar8Laol N £LLT hadI® NAL U 9°n2etT7 h29° T @0t
£ a7 TUI1TT LenICd-A::

NACRe 9°Com APE @0T P9°H10 1H hAd 07A 09775 @9°
U ool T AESLaolI: PULhARAD- €700 ha®d® 1AL NV
Nl el PAFATI PovdlT oo 3@
ATSeMebav.  PLCIANAAY A+e: LLE A T4 H°aCL2T
aoaoll§ aohd.CF ool Povl-e T 9UHIN 1120 go-p- (lao-p-
H? oolP? A18MANT AS heTPTC @6h, (P UB32T K7L
CHLPC hLIPT T DRRTF AG ANT CAPIS o0 hivhRT
018 CovovHE L CALONT@®T ovie™T  UsT W91
L0 A%NeR oS C ARSANT 210940 gy vagt N4
a T NPCa@m LT @0T GTYP (P oo Pavdrte
ALN AILNNG LT £LITNA::

3.5. havl-eF 010 OC PR +I85CHT

N9A9° a+e LLE PN T4 HIACLPT  A7L70.mbov hPy
PI°Cm AS AR P9°Com, 24-0C% T V7 hags 9°H10 OC 0-H£°H

OHY heyu-
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A0 ACHCT  oo@ Y PTLATOTT ULt NIA6 “INd oo T
ANVCTF @ U9 NCACTT Aee@ - ALY LANTT €CL 1
PaoAPt T NCACT? 0L SCL 0 APCH PoLLANT IAS 1N ¢
P COVPLAN WS COINEGIL ULATT Tk @M@ PA hHY
IC VELEH NAFCHL I°Com APE 1162/2011 Ao 152(8) AL
haod-e T 9°NI0 DC OIS P9°Com AN b (1. hol LD
NeLam-+ A% AL UL PLFPTT NTPA OANT PATO
PL.LL0 MBI° PRAA GCL AT COFG80 02141 P90 T
MLPI9° GCE AE CFET PAAA AS CTFE PLL4A SCE 0T
AP POLIAB®- HCHC 'TIC PAI: A38.U-9° havd-gTF 90
IC OFLPH PoI0 AAaoNEF7 Aao&it PTLPCANT DA
PAD CE 0 N9°7 PUA LH @-O0T hChsT OA9°F @A SAMA
PoLA®. PLH 18N NATPE- AL ANFPoomy™:: hHY  0-Teno14
NAMT PAT® GCLE AT PoL0AT 1827 09901 127207 10
®LN Naofanl® LLE POLAMT NIAD  hLaoANTI°: W38 U-9°
N7Ad hhoodbaom: (40 CHFOPTLooM@ TICT hdi: A°AA,
T4 POLAIC@ NIV LLE hUPY @AR® Povenldii DAoL
av1hd AMOT NALY ACHS “MEe PAND: ATS T NC ShG A
0+Hano1sd NFCE M PoL3Pa+ Nov€avl@ QLA hPh L7907

51 Handbook for Monitoring Administrative Justice, OSCE/ODIHR and Folke Bernadotte
Academy, Warsaw, 2013, <https://www.osce.org/office-for-democratic-institu-tions-and-
human-rights/105271>.
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oot ArEMOPAT PULLLCT NUPI9° POCYT ovdAh A28.4.mC
ELLCIN::

3.6. h#y-°7aC TOfT 2C PR +28CFT

M9 PAth TCE T PIN hak @884 ©L9° N&CLk:
PTHE FTE PP @ @790 0152 AL oot @@9° TEI°
LA@- WA N7 @9 ¢7°0th TCL ¢ P70 heks TD8%5%

P20 h TG ovéd T AN T ohN ©f9° +mé fvT Thk
400 ANae haN  PLF POIPLN oot ATSAT@-  O(WTE
gtPoom AW PoL4000 C20-9°C TOPT O EPA HNAD-
PCND PNLEP 9°Cm 0CL PSS A/ N7LAM@ @A AL
COLPCN: PLdPTT Pl NGAT GCL M PONNEG1L DAMT
ATGA@: PIPCm, AP 1162/2011 ATdd 149 AL tovAntPA:
N 2C OFEPH PAPST A74d 148 T 149 AG 150 NAd7AT
NrovAnt  PéuLé4A  hEAHE  ®CE N P1-0C TOTT7
O-FaoAnt OPLoLe NovEavlf LA NN P20 ATSU-9°
NoobmA 1427 02707 AN gvaoil ATL7LTN LovdndA::
2V TINTI° PéuLl-A WGHE €CL M NPCNAT FC NovEavls e
LB QAN AgcAht@ LTFA CINLOT ATLT T8L NCS
Faodnt @A AOANTNT aoAd 0270 LooAntPA TN 10
LU AL €CL N Al Noofavl@ LLE AN ALPD
POLTFAD 1887 aoAG N2V 7T AAMTT PI1504-A: LUo°
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a3 WP PV 00 A0S 2707 LALAINT 9nTeT
ATIC oMot AN PPY £701 1@ RS0 hHY  0Hen214
NAA L£LE PhAA mPAL €CL LT V1 0TI BNAS
OANST®7  +mPoo@ 1827 20+ OAFN  AhaeFAT@-
POLINOD: 1IC PO DY 2C 01577 NhgeAnT PACTA hHA
L4°NeNLP LCEFSNtME av-a £0.7'%% avhpd HLL1@ ACHC
AANT Ptmé Alkd Noofavlf NTCLe. ONT NPLLED. An-
AN P TA9° APCen, NCE $CN ALONT N4TJ hd oodh
AGCE 0 $CO ooFe ao(lF P Cch OV 1o 0790 £+
AP7 e 0Nha- €CE 0k NATPR 150 AL LY.
a0t NPT e PCOATSS P1 0CS NAM@. @A AL

152 Argobal democratic party vs Musa Yasin, Federal Supreme Court Cassation Division, 2013,
Case No 193714 NhgoAnT NACTA HA S8.9°0é-0.2P LCETS NHmé oo P07
Ae oohthd (L4 ACAC PONC +mé AAGC AAA MmPAL €CLN0T ¢7°Ath
LCOtF AP0 INC P10, ALINIA AfA  PLCEE  LhNLACLET (47
22/02/2012 49/9° An%&7 QA+ 0NN NECEE ooh8RLe LN WibR 23/1
oo\l CECEET AbaoINC 19°79° 9918 AT PPI6hAR 1oLk PS hfA
NAAMSTO. @8 hPALTE 4187 A18@. Poo-th8RLe LT WibAh 16/57
N9 $LT D717 F9°C P FéAoo DAV C246-004 290, hlE POFANLATY A5
ATSIANTL OAINT 0%IAT Tee LhLN- AT PANC  hooANTF  NNhAT@-
KCLME Amé NETF LeL0-T7 AN AN PooiT 2ANT PAOI® PULA
o P®7Le N7INPLLI° +mé n&CeE AP INCHT WI8.318 CoMo. 01&CEE
av+58LLEe LN aoO\lT Ne- hrd A bl AP0 0LCE+E “ThhAP
hE OFOM @A DALY A% AALE 21N 0994t 1o ICHST NaoBoaol e
LA AT L. Ph4-C NAN MPAL QCENT Noo/ETC 4749 AL 047
28/07/2012 4/9° NOma@. NL7? SCLME 1827 CooGit  AMT ATS0.
Moo AKX PhoodNT7 TFDI° @O.LF hALLAN: b 1147 Otoopnt9° ¢&CE4:
2eRNd A Dk FMET P10 T @AE ACTADAE h9lE APCO (P DAL PI°
e&hNé A7 b Fmet hAPoo INCrTE 180, MAADS AAFOAME. 2AN7
10. 00 7% Ph? ATNTE PA@Y° 07T TC ONGA::
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PPLONTT AES NoveoAnd N@7 @A Aoodmd AAMT
LA@. NooP' 1+4Aav P OV PAZ° NN Thé-nd-A::

PLll-AN MPAL €CL N ANC 0L Taeh9° ovHINT havlavl.
07A ATPR 149 AS 150 L7101 PF  POLTTRT PG A
°NCT NTLooAbt@. AFA ALt @0T Ga@. e 900
TOAPTS AATLO0NS ACTELT 0791710, P05 9°hd-& 0C
ATRAVPSTD. hARTTFO. hGh ATAC AP A729110 W18, 0-9°
NA7PR 149 o0l €271 9°90C  TOPTT  OhevAlt OGS
N7.0M@. ANFELER @A Pod PAD. ®T7 AMEF®.7 ALPCA
PLd®. APPLN LAD. ANPLI® ONCS OFAM @A AL OoolP'-
N 7Ib@. o030t Phofol-d NEHE GCL 0 PNCSTT
@As ARG OSYrF PovooCooC AN hAD.:  OH6n7749°
NATPR 150 £2C Péufol-f WGHE &CL MF NPTF hd 142
PCONT P&t 2ANT P984 NTISTF@I° h7°ath ICt OC
0+LeH 14T AL ALWPT LV £79% PULTINT P ATA
nenl holoopnta. ¢9°Cen 221 9°9C 2C NHLPH NCS @A
N712ATAVT@. +8¢F AL oolP'r7 PAGAN AmPAL LHT AG PH.U-
€321 GHTHS oo POTTHAA 0994 @A AThA:
0H6eno149° A8V ALY ANeo 00 TF  (Plavpnt ST
+mEeENt T ad ANAA mPAL SCL T APCN NAPE RTC
1133/20119° P71 NAPE €TC 1162/2011 a7y ++NA®D- A78.87
2Z20NT ANTOATNTF@®9°:: A8 09" BV 188 Ahd-C NAA MPAL
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GCE N NI oA AAPLOATY® KT8 NPCNAT AF7
PA4C NAA MPAL GCL M Phfel-A WG TE @CL N7
ANT NOAAS ATSST Oh1 o070k CHAMD. 2ANT (APE
£TC 322/1995 aAtT1a PhAA- mPAL GCL N NAPE €TC
1133/2011 A7¢&x 17(1) oo0lt 1827 Pov&it AT PAMYI®
0290 @A eam A7 hHY ATAC oo fANT PS> 182
Uk ATPRT IAR WAoPST@- OHIA HALY LS PN GCE
0LAT AP PUICTA CHALE Wl WELAIT  RRSNRA
ATGLLIT @ Aaol8T LFAN:

Y 014 Péufl-ih MPAL GCE N SHTS o077 mP0
P HLaoo0t AN T4 IPS AN PRLANT ovfI°LILEe VT hU-TY°
L7 0a7¢Ah AL LA@T NICH P71.2mé- S ANTTTIO:
N3 eR9° PONC Taek (arPd 150 AL Phovdht@- ATbR 1487
PULMPO@®  UAFE AN AT £30M@ PO Peh
NEA NNt h?Leopnto. PI°Can 21 900G OC NHLLPH NCS
@A NTISATOUF®. 14T AL oo’} PTLIAR LU79° PhtPR
148 oo, NNivA: NCS AFLETLMi@ T4 U Navavihrt
AOPN, V7 Aol POLTA oolPr AILTMNE P Ctmenty
PP ALTET MU AEA 0L0TF AtevankT UA9C PAOTAT
QELATF  APMN AILTUTA POLIAR S ATTIPAT: hHw
0Fa14  h9°Com, 1 9°70C IC 0HEPH PoLI0: PodPF
POTEN FMPEIT ALTE FAT@ ATLAFMNP S NooNl Pt
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TATEPR WEELT® ANHELLEPR WiLar P aom? N4 TH AGCE
0T APCO LTFAA @LTLA opfI°L7Ne Aov&ln PULLNLEC
ARLAI:: TIC 77 hHY N HPe'n ANC (91 Tak Phl ATA
ALht holeovpnt@. PI°Cen 21 9°0C 2C LR NCS @A
N120TOF@. 4T Al AdLlN heTEF «C& 0T 04T
LECAN AL PLLANT ovfI°LN.e G29° OV 10-::

3.7. POGRPT P9°Cem, avhf ARt OC O+£H +I8CHT

MIEOI° PN hcks T84S OLI° C7Ath TCL hheks P9°Cm,
aopf AT IC HEPH Pl CO1PLAN oo AIEBATO NVTE
4100 AT PoF@ COLECAANTF VBRI ONteoAht A7 Ath
TCELT  e27°0th  TCLPTT  PooAf AT (oot
ooEavlf LB Pld @ PULPCNM- ANLEP PI°Cam NCL D¢
hovl-C NCE A7 AN APTF L79° h%14-F MA@ aohh-
ANLLP 9°Com, NCL NAA PCIME O/ ®LI° APSD aohlfe
0 21940 ATLTUTA VTE L1090 il 2C OFEeH Paq i e
9°Cen, hPB. 1162/2011 hasks P9°Cen, avAf 9°An IC 02PN
£99.4.m¢ ACHCT N9°7 470N ®L GCE M ooPtrar L0
CULA®7 142 Otaednt  COLINO®- TIC PA9C: PSS T
PI°Cen, NCL T1%%7e hPE 1133/2011 A7dPd 17(1) P9°Cem,
hPET Arbd 16 ool h&CT OTH 4,240 h&E €CE 0
427 NSV Y0 ATLCLTFA L1AIA: hHy ATIC PI°Cm
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APR ARV LA TECTT NIAD TINPar T (1@~ hhaeING- A7L
TAP TIAC P00 @ v 0hen1é 1133/2011 Ao 17
-t @AB@® PULATONT WIS 08707 L6 9108 hAeoP-
MINOP° PONL@ ool aoPF AP FT AF5.U-9° POL¢CNT
NCHCT C7L4ENT AR 221-0C% T avSC hhav$$7 oot 77
CILINOD- TIC PAIC::

4, IMPALS Poostyd YANT
4.1. “ImPAe

PI°Cem, NCHC hd T ACYT N9°Cm, 1L+ @0T Adams 2T
NCACTT Aoo@ gt Phdoom OATTT AG LLPT7 Noomed®
ho°Cen Néol T N9Com @ AS h9°Cam FIA AZLLmé A0
LAV LCULPT ®LY° AOd-C MWIP ooy P99 oo NCYT
1 PC® AL T OIAR RS SFI1P ATSPTT T omuk9
Cavl- T GATE POLEIONCT W8T BV CHT hNdAL 10
ATeRL NPCN hood- @8V P9°Ca NCY:ET A“TARA heot§
AC&EDTT PONLT A7 hathy @0T 02011 99° +20,-P
PLLITM hBN PI°Com VT “10LF AS h80 1AANTE PI°Con,
hol 7 A9I%9° oo-ng- @140 MPSTE holamdiet 00T SFo-:
ALY CIRAeLT eCam@m ULt INOTT T STYRTE AS
AR ATAGAS  P9°Cm, NCACTT  Aco§t DALY
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CANVTF@ £V AP9°® AIMSHhC Phoo  +90C 1@ A°IATH
LFAN::

S 17 MhAeRe LA®- PI°Con, ACAC héJT OCYT LT
YR T QAR AS @M1 ATSPT M9PC VT T104e AL
o\l P CTRAS 1L AT PUIRAA 0¢- 1o AU 09T
NATeEe P9°Com V7 991644 @-0T A7L 194CT holonsgT
g AR PI°C N1-2CT VT hhooSC T N9°Ca hPE AL
NGCe N+ P9l.0m @ARLT Coognnli aolP? Adao P77y
Otoopn-t €100 TIC AAooSC T P9°Cn APH hovl-¢T
FUHING h&IX AONNT IC NHEPH P9°Cm, nAA P& 01,
hLELT 02L0m T @A AL PO PLIPTT OANT PAT
Pl MLI° PHAA GCL AT LOFGD80 N7 €99, 2049°T
NLU79° GCL LE CFET PhAN A CHEE PL.L40A §C& 0
AL POLIAOD- 1IC PA9C: DHY  OTenls PIPCom hPE.
ATPd 149 AG 150 NreoAht €479-9°90C TOPTT Ntavphd
Pl NS €CL M NPLULe NooEovle LA DAMYT
PO AL U9° Noodbmi £ T8¢ N8V QAN evaviht
ATLOLTA  PovAnA AIRUIS  NATCRE  9°C APE
hoold-g™T 9°MIN T haeks 9°HI0 T h&9I°0 ANNT AS NLI°X
$me-S  om Al 2C 0HLEH NAPE hatbd  152-155 NC
gtavahvkt CRCY £10VPT g Alkd P91P4N ook NLC)
AL LIAINA: BVI° hAPI® AL PP NPT N549°

453



Bahir Dar University Journal of Law Vol.14, No.2(June 2024)

02.5¢9° P99.4.000 GF@:: Y NHen1é Mh XL I°Con A PE
AL COREPT  PHINT  Fhbde NLLSPS KGN AND AL
NCHET PH5@ PERCE 0 N7 ovaodnt ATRTLTN AR
£ ALAPITI®:: LUI° (9°Cm 1Lk 14 a0 ALhhTA
AS AGLT A 0N h9°Cm 1Lk AT8900 ALLCT LTAN:

09910 ¢41L4. PI°Cm, NCAC hAédJ T 2CUT U09° Nd: ooleg™T
NreCamm Ar8A014 T PCam TP AS IAXTT MA@ oohir
ATSNLE T @auk9T ool T GATE POLeI0NCE AR
LLAN:CUE: RO INVETT  Ao@ I POLENTA oo he:
N9 FFF 9°Cm 181G NL%I°né-NLP s7CoE AL A7
APEMC LLAA: NAPTIY° NMPAAD- ATHY OW? 704G @-0T
LA ANKEET 1RO N0 ATTARA  ooqPhld 09°Cen hChC
he ST CUT AL NG AN 05T P7LATC AT A19e:
ARE® OHAAA CTmeErt OCUTT L4TéLN: AT L7°
DAXTE PULenIPC APT LUI° ACACTT Aco@ T QAR PP
P AAG eonim O UA9° AMAT DA 1Lk AT NAFLLT
@ALPT avlB RIRLTT TUINT WG PACAC héJ T 1Lk
PNAM AAD 4 TILLTT SeanICl-A: NONEE L6 ¢H0A vIPYHy
LALTEAT NINO  ANPLT LTI PV “1W0+EETIP  AS
DN PA@- P9°Cm, ACHC  héJ T LT P9Cm, 1Lk
VI A%10L7 £L8A: N9°Cam @NT P44 U-A9° 15T
NACHC  Ad T 18T AL A7l hATe- P9°Cawm? @m
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AaoPA PNAM  ALA AAT@:: hHY 0Tan1é NPSTE 10
AT WHSAMC L8N LUI° N7°Ath TCEPT T (WHAN AS
N9°Cen, ANTSLC DAL MA@ P9°Ca ANd9°1 hhA  aohhA
ao+%9avy adeMCT LRI 4N AT8.U-9° LI°Ne-0\.7 SMTNLA:

4.2. P+ 1A0F

PI°Cem, ACHC héd I QACYT P15 m-9° PLI°ni-NPP 1Lt
O 1R 10-NATCES PIPCm, ACACT Al AT YL AL
ADT A%79°NF NChF +90¢ ANSO 1A hATHV® @-0T

+ AR P9°Cem ACAC ao®F 21-2C%T h A1EP T8
LIA:AMPAL CI°Com, ACAC C7Lovl-0E A CA71-2CoT
h? P V1L NCACTT Ao ULPTT T ANLLTY
AS H&GLF7 NIAS LALI°NA:LVI OTYT LA AR
CHANN AS STYRrET A%1L0TT PULENTA NCY T Aao 1T
LLGA::

£ P9°Cm AChCT 0L SCL M PoloomN T AN TAX O
ooy1e APooTamr LN P9PCam ACHET oL «CL N
aPt@ (I8¢ P7oom0 T AN 12707 10 OLh hLLAI®
AL UI° PI°C, NCHCT DANT NHOme §CL 0 Fetar
@A% W7 NA AONGC eodiN LFAA @D ALTAI
AL UI° ool T 9UHING  h&I°R AT IC NHELPH
PI°Cen, NAN  PéJ 071 hTLEPT 07LOAM-T @A AL
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PoLI0 PLIPTT MAMT PATF®- CTHET PhAA AS CTEE
PLll-N €CE NF AIRPT AILUIC  COPT  9UHING
+titde NLLAPS AGD AN ALiIN WCACT PHE@ PERCE
0 0220 avao At AILOLTA AR P o071 ChPLT
£1VPET NOTAAN Aboom LI0A::

QAKX PP &R DAMT CALA ASC LA

PI°Com, ACACTT Aao@ T PALYE MFOANTO- PHALE GCe
0T oohhd LA®- C8°T1F OAMT Ad9laoT IAXR v/l
aoFN A0 GUI° P9°Cam ACAC hé.J T 1857 AZTAAT
AS @CINCT AgvhAhA POTAA:

456



POCm, IV NFCE N HCAC 53 hoILLT hHUC DhAPRS PIC VT 045 DN 0 #2003 P A T90FT T°AhS




PICR, TIVF NFCE MA HCAC 53 ho9LLT7 hHIC NhTPEL PICa YT “I0PT DOT £0- 210037 P 125 T I°AhT

Bahir Dar University Journal of Law

ISSN (e): 2709-5827 ISSN (P): 2306-224X

A Biannual Law Journal published by Bahir Dar University, School of Law, Since 2010




